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ISO (the International Organization for Standardization) and IEC (the International Electrotechnical
Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the development of International Standards through technical
committees established by the respective organization to deal with particular fields of technical activity.
ISO and IEC technical committees collaborate in fields of mutual interest. Other international
organizations, governmental and non-governmental, in liaison with ISO and IEC, also take part in the
work.

The }|>rocedures used to develop this document and those intended for its further maifitenance are

descr]
diffen

ISO a
use o
claimled patent rights in respect thereof. As of the date of publication of this document, ISO

not

implé
from
notb

Any

const

For

expre
Worl

see

This

in co

SC2

This
tech

1S0/1
4:201
9:20(

The

Alis

ibed in the ISO/IEC Directives, Part 1. In particular, the different approval criteriane
ent types of document should be noted.

nd IEC draw attention to the possibility that the implementation of this decument ma
f (a) patent(s). ISO and IEC take no position concerning the evidence, validity or applic
received notice of (a) patent(s) which may be required to implement this docume
menters are cautioned that this may not represent the latest.information, which may
the patent database available at www.iso.org/patents andchttps://patents.iec.ch. ISO
e held responsible for identifying any or all such patent rights.

trade name used in this document is information given for the convenience of users

itute an endorsement.

gn explanation of the voluntary nature of‘Standards, the meaning of ISO specifi
ssions related to conformity assessment,“as well as information about ISO's adhe
1 Trade Organization (WTO) principles in the Technical Barriers to T,

yww.iso.org/iso/foreword.html. In.the IEC, see www.iec.ch /understanding-standards.

V

document was prepared by ITU~T (as ITU-T T.808) and drafted in accordance with its ec

9, Coding of audio, picturé, multimedia and hypermedia information.

nically revised.(It-also incorporates the Amendment(s) ISO/IEC 15444-9:2005/
[EC 15444-9;2005/Amd 2:2008, ISO/IEC 15444-9:2005/Amd 3:2008, ISO/IEC 15444-
0 and ISO/IEC 15444-9:2005/Amd 5:2014 and the Technical Corrigenda ISC
5/Cor1:2007, ISO/IEC 15444-9:2005/Cor 2:2008 and ISO/IEC 15444-9:2005/Cor 3:2

main changes are as follows:

eded for the

y involve the
hbility of any
and IEC had
nt. However,
be obtained
hnd IEC shall

ind does not

C terms and
rence to the
rade (TBT)

litorial rules,

laboration with Joint Technical Committee ISO/IEC JTC 1, Information technology, Sbcommittee

kecond edition cancels and replaces the first edition (ISO/IEC 15444-9:2005), which has been

Amd 1:2006,
b:2005/Amd
JIEC 15444-
011.

extends support for the file format specified in Rec. ITU-T T.815 | ISO/IEC 15444-16;

clarifies normative server responsibilities in response to certain request fields documented in

Annex C;
removes the registration authority (Annex L); and
adds media type registration information (Annex O).

t of all parts in the ISO/IEC 15444 series can be found on the ISO and IEC websites.

© ISO/IEC 2023 - All rights reserved

iii


https://www.iso.org/iso-standards-and-patents.html
https://patents.iec.ch/
https://www.iso.org/foreword-supplementary-information.html
https://www.iec.ch/understanding-standards
https://iecnorm.com/api/?name=a33e0534bce7d32f3c6d90396b2915c3

ISO/IEC 15444-9:2023(E)

Any feedback or questions on this document should be directed to the user’s national standards body. A
complete listing of these bodies can be found at www.iso.org/members.html and www.iec.ch/national-
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Information technology — JPEG 2000 image coding system:
Interactivity tools, APIs and protocols

Summary

9:2023 (E)

Rec. ITU-T T.808 | ISO/IEC 15444-9 provides a network protocol that allows for the interactive and progressive
transmission of JPEG 2000 coded data and files from a server to a client. The first edition of this Recommendation |
International Standard dates to 2005. It has since then been supplemented by amendments and corrigenda. Additionally,

other members of the JPEG 2000 family of Recommendatians ! International Standards that are r‘apahlp of being used
with the |network protocol described in this Recommendation | International Standard have since been introuced. This
second elition incorporates the changes associated with these developments, without modifying the original sgope.
This Regommendation was developed jointly with ISO/IEC JTC 1/SC 29/WG 1 (JPEG), andci$ .commdn text with
ISO/IEC]|15444-9.
This secgnd edition cancels and replaces the first edition, which has been technically revised;
The main changes compared to the previous edition are as follows:
1. consolidates all outstanding amendments and corrigenda published since the first edition;
2. extends support for the file format specified in Rec. ITU-T T.815 [ISO/IEC 15444-16;
3. clarifies normative server responsibilities in response to certain-request fields documented in Annex C;
4. removes the registration authority (Annex L); and
5. adds media type registration information (Annex Q)
This Rg¢commendation contains an electronic attachment " that is available from the ITU \vebsite at:
https://hgndle.itu.int/11.1002/2000/7460, and from the 1SO website at:_https://standards.iso.org/iso-iec/154444-9\ed-2/en.
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FOREWORD

The International Telecommunication Union (ITU) is the United Nations specialized agency in the field of
telecommunications, information and communication technologies (ICTs). The ITU Telecommunication
Standardization Sector (ITU-T) is a permanent organ of ITU. ITU-T is responsible for studying technical,
operating and tariff questions and issuing Recommendations on them with a view to standardizing
telecommunications on a worldwide basis.

The World Telecommunication Standardization Assembly (WTSA), which meets every four years, establishes
the topics for study by the ITU-T study groups which, in turn, produce Recommendations on these topics.

The approval of ITU-T Recommendations is covered by the procedure laid down in WTSA Resolution 1.

In some|areas of information technology which fall within ITU-T's purview, the necessary stanglards are
prepared|on a collaborative basis with ISO and IEC.

NOTE

In this Recommendation, the expression "Administration" is used-for conciseness to indicat¢ both a
telecommunication administration and a recognized operating agency:.

Compliance with this Recommendation is voluntary. However, the Recommendation may contain certain
mandatofy provisions (to ensure, e.g., interoperability ~or) applicability) and compliance with the
Recommendation is achieved when all of these mandatory.provisions are met. The words “shall™ or sqme other
obligatony language such as "must" and the negative equivalents are used to express requirements. The use of
such words does not suggest that compliance with thecRecommendation is required of any party.

INTELLECTUAL PROPERTY RIGHTS

ITU dravs attention to the-passibility that the practice or implementation of this Recommendation may involve
the use gf a claimed InteHectual Property Right. ITU takes no position concerning the evidence, validity or
applicability of claimed Intellectual Property Rights, whether asserted by ITU members or others dutside of
the Recommendation development process.

As of the date of approval of this Recommendation, ITU had not received notice of intellectual property,
protected by, patents/software copyrights, which may be required to implement this Recommgndation.
However, TMpIemMenters are cautioned that this may ot Tepresent the fatest information and are therefore
strongly urged to consult the appropriate ITU-T databases available via the ITU-T website at
http://www.itu.int/ITU-T/ipr/.

© ITU 2023

All rights reserved. No part of this publication may be reproduced, by any means whatsoever, without the prior
written permission of ITU.
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Introduction

Rec. ITU-T T.800 | ISO/IEC 15444-1 (JPEG 2000) is a specification that describes an image compression system that
allows great flexibility, not only for the compression of images but also for access into the codestream. The codestream
provides a number of mechanisms for locating and extracting portions of the compressed image data for the purpose of
retransmission, storage, display, or editing. This access allows storage and retrieval of compressed image data appropriate
for a given application without decoding.

The purpose of this Recommendation | International Standard is to provide a network protocol that allows for the
interactive and progressive transmission of JPEG 2000 coded data and files from a server to a client. This protocol allows
a client to request only the portions of an image (by region, quality or resolution level) that are applicable to the client's
needs. The protocol also allows the client to access metadata or other content from the file.
The substantive updates in this edition, compared to Edition 1, are:

1. consolidates all outstanding amendments and corrigenda published since the first edition;
extends support the file format specified in Rec. ITU-T T.815 | ISO/IEC 15444-16;

clarifies normative server responsibilities in response to certain request fields documented.in”Annex C;

removes the registration authority (Annex L); and
adds media type registration information (Annex O).

o owe
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ITU-T RECOMMENDATION

1

Information technology — JPEG 2000 image coding system:
Interactivity tools, APIs and protocols

Scope

9:2023 (E)

This Recommendation | International Standard? defines, in an extensible manner, syntaxes and methods for the remote
interrogation and optional modification of JPEG 2000 codestreams and files in accordance with their definition in Rec.
ITU-T T.800 | ISO/IEC 15444-1 and other members of the Rec. ITU-T T.8xx | ISO/IEC 15444-x family of
Recommendations | Standards.

In this R4
Interactiv

JPIP spec
image filg
minimise
includes ¢

commendation | International Standard, the defined syntaxes and methods are referred to as the-JF
b Protocol, "JPIP", and interactive applications using JPIP are referred to as "JPIP systems."

fies a protocol consisting of a structured series of interactions between a client and a server by, mean
metadata, structure and partial or whole image codestreams can be exchanged in a, manner that
the communication of information not required by client. This Recommendationt nternational
efinitions of the semantics and values to be exchanged, and suggests how these can’be passed using

of existing network transports.

With JPIR

2

The follo
constitute
latest edit

, the following tasks can be accomplished in varying, compatible ways:
—  the exchange of capabilities;
—  the negotiation of capabilities to use in a session;

—  the request and transfer of the following elements from a variety of containers, such as JPEG 2
JPEG 2000 codestreams and other container files:

»  selective data segments;
»  selective and defined structures;
«  parts of an image or its related metadata:

Normative references

ving Recommendations and International Standards contain provisions which, through reference in
provisions of this document. Feridated references, only the edition cited applies. For undated refer|
on of the referenced document.(including any amendments) applies.

—  Recommendation |TU-T T.800 | ISO/IEC 15444-1, Information technology — JPEG 2000 imal
system: Core coding'system.

—  Recommendation ITU-T T.801 | ISO/IEC 15444-2, Information technology — JPEG 2000 imal
system: Extensions.

- Recommendation ITU-T T.802 | ISO/IEC 15444-3, Information technology — JPEG 2000 imal
system: Motion JPEG 2000.

-, (Recommendation ITU-T T.805 | ISO/IEC 15444-6, Information technology — JPEG 2000 imal

EG 2000

of which
avoids or
Standard
a variety

000 files,

this text,
Ences, the

ge coding
pe coding
pe coding

pe coding

system: Compound image file format.

— Recommendation ITU-T T.809 | ISO/IEC 15444-10, Information technology — JPEG 2000 image coding

system: Extensions for three-dimensional data.

—  Recommendation ITU-T T.814 | ISO/IEC 15444-15, Information technology — High-Through
2000.

put JPEG

—  Recommendation ITU-T T.815 | ISO/IEC 15444-16, Information technology — Encapsulation of JPEG

2000 images into ISO/IEC 23008-12.

1 This Recommendation | International Standard contains an electronic attachment that is available from the ITU website
at: https://handle.itu.int/11.1002/2000/7460, and from the ISO website at: https://standards.iso.org/iso-iec/15444/-

9\ed-2/en.
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— IETF RFC 768 (1980), User Datagram Protocol. Available from World Wide Web:
http://www.ietf.org/rfc/rfc0768.txt.

— |IETF RFC 2046 (1996), Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types.
Available from World Wide Web: http://iwww.ietf.org/rfc/rfc2046.txt.

— IETF RFC 2616 (1999), Hypertext Transfer Protocol — HTTP/1.1. Available from World Wide Web:
http://www.ietf.org/rfc/rfc2616.txt.

— IETFRFC 3986 (2005), Uniform Resource Identifiers (URI): Generic Syntax. Available from World Wide
Web: https://datatracker.ietf.org/doc/html/rfc3986.

— |ETF RFC 5234 (2008), Augmented BNF for Syntax Specifications: ABNF. Available from World Wide
Web: https://datatracker.ietf.org/doc/html/rfc5234.

— IETF RFC 9293 (2022), Transmission Control Protocol. Available from World Wide Web:
https://datatracker.ietf.org/doc/html/rfc9293.

3 Definitions

For the pyrposes of this Recommendation | International Standard, the terms and definitions given if-Rec. ITUFT T.800 |
ISO/IEC 15444-1 and Rec. ITU-T T.801 | ISO/IEC 15444-2 apply.

ISO and IEC maintain terminology databases for use in standardization at the following addfésses:
*  1SO Online browsing platform: available at https://www.iso.org/obp
* IEC Electropedia: available at https://www.electropedia.org

3.1 JPEG 2000 definitions

The folloyving definitions are used within this Recommendation | Interational Standard. In some cases, these definitions
differ from those used in other standards and/or Recommendations,

3.1.1 J2K1: A file that conforms to the *§2ki’ brand specified in Rec. ITU-T T.815 | ISO/IEC 15444-14.
3.1.2 J2KS: A file that conforms to the *j2ks’ brand-spécified in Rec. ITU-T T.815 | ISO/IEC 15444-16.
3.1.3 JPH: The file format specified in Rec. ITU-T T:814 | ISO/IEC 15444-15: High Throughput JPEG 2000.

3.14 JPEG 2000 codestream: Codestream canforming to the specification in Rec. ITU-T. T.800 | ISO/IEQ 15444-1,
possibly ihcluding capabilities specified elsewhere.

3.15 JPEG 2000 family file: File conferming to one of the file formats defined in the Rec. ITU-T T.8xx| ISO/IEC
15444-x family of Recommendations }-Standards.

3.16 JPM: The file format specified in Rec. ITU-T T.805 | ISO/IEC 15444-6.
3.1.7 metadata: Any collection of "boxes” from a JPEG 2000 family file.
3.1.8 MJ2: The file fermat specified in Rec. ITU-T T.802 | ISO/IEC 15444-3.

3.2 HTTP definitions

The folloying ‘definitions are intended to match HTTP/1.1. In the case of any difference, these definitions shal| be used.

P TR | HYP-ARTL 3 toblichaod ot a—haz BSOS —FAK-
virtoalr CheuTt CStabTrSrict— DCtvwweeiT two— progrartts— 101

321 P2V from:  Tronmonaet 1o,
L. OrmmeetoTT.— rTarsport ayc

communication.

the—ptirpose of

3.2.2 entity: The information transferred as the payload of a request or response.
Note on entry: An entity consists of metainformation in the form of entity-header fields and content in the form of an entity-body.

3.2.3 proxy: An intermediary program which acts as both a server and a client for the purpose of making requests on
behalf of other clients.

Note on entry: Requests are serviced internally or by passing them on, with possible translation, to other servers.

3.3 JPIP definitions

The following definitions are used within this Recommendation | International Standard. In some cases, these definitions
differ from those used in other standards and/or Recommendations.

2 Rec. ITU-T T.808 (12/2022) © ISO/IEC 2023 - All rights reserved
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3.3.1 cache (client-side): Cache managed by the Client for storing JPIP data-bins.
Note on entry: The Client might have a limited cache and might have to purge cached JPIP data-bins from time to time.

3.3.2 cacheable response: Response that may be stored within a cache for use in answering subsequent requests.
Note on entry: Even if a resource is cacheable, there might be additional constraints on whether a cache can use the cached copy
for a particular request.

3.33 cache-model (server-side): Server-side estimation of the data-bins or portions of data-bins that are available
in the client's cache.
Note on entry: The server can add items to its estimation of the client's cache because it assumes successfully delivery, or because
it has received acknowledgements of transmitted data, or because of cache-model update statements.

3.34 channel: Mechanism for grouping requests and responses such that only one request/response is active at a time
within the group.
Note on entry: Multiple channels can be used to issue multiple requests and receive multiple responses concurrently.

3.35 client: Program that establishes connections for the purpose of sending requests.

3.3.6 icodestream image region: Intersection between the image and the region defined by the Offset afd Region
Size.

Note op entry: The codestream image region can be empty (no area).
3.3.7 data-bin: Set of bytes of the same type of data which can be partially delivered.

3.3.8 incremental-codestream: Representation of the codestream as a collectiorr of data-bins (main hgader, tile
header, prlecinct or tile data-bins) having the same codestream identifier.

3.39 JPIP index table: File format box which provides information about)the location of portions of a file or
codestream.

3.3.10 [JPEG 2000 family target: Target that corresponds to a JPEG 2000 family file.

3.3.11 [logical target: Specific representation of specific original\named resource, or a byte range from that specific
original nemed resource, to which the JPIP request is directed.

Note op entry: The specific representation might be transcoded fremthe original named resource.
3.3.12 [message: Set of bytes from a single data-bin and\the header identifying those bytes and the data-bin.
3.3.13  |raw codestream: Representation of the codestream as a single metadata-bin.
3.3.14  [request: Group of fields and values sentfrom the client to the server to obtain portions of an image or|metadata.
3.3.15 [resource: Network data object or service that can be identified by a URI.
3.3.16 [response: Bytes sent from the\server to the client after receiving a request.

3.3.17 [server: Application program that accepts connections in order to service requests by sending back rgsponses.

Note op entry: Any given program might be capable of being both a client and a server; use of these terms refers onlyj to the role
being performed by the pregram for a particular connection, rather than to the program's capabilities in general.

3.3.18 [session: Collegtion of requests and responses applying to the same resource for which the server nfaintains a
cache moflel.

3.3.19 ession=Pased: Where the server maintains a cache model.

3.3.20 [stateless: Single request where the server does not make use of a cache-model in determining the reqponse.

3.3.21  target: Logical identification of JPIP data.
Note 1 on entry: This is the name of the main target and is often the name of a file on the server.

Note 2 on entry: JPEG 2000 files or codestreams might be available in multiple representations (e.g., return type, precinct size) or
vary in other ways, each identified by a unique logical target.

3.3.22  tile header: All tile-part headers for a specific tile.

3.3.23  view-window: The portion of the image data that the client desires, as expressed by the combination of the
following fields that appear in the request: Region Size, Offset, Frame Size, Codestream, Codestream Context, Sampling
Rate, ROI and Layers.

Note on entry: The view-window is often smaller than the whole image data.

3.3.24  slice: Subset of voxels in a volumetric image with the same Z coordinate.

© ISO/IEC 2023 - All rights reserved Rec. ITU-T T.808 (12/2022) 3
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3.3.25 profile: Set of request fields that a server is expected to support and implement and a client communicating
with a server in this profile may issue, with the expectation that the server supports them.

Note 1 on entry: Conformance is structured according to profiles.
Note 2 on entry: See Annex J.

3.3.26  variant: Collection of operating modes and features of the JPIP standard that a client and a server use to
exchange requests and data.

Note on entry: Clients and servers interoperate by employing a common subset of all variants.

34 Symbols

For the purposes of this Recommendation | International Standard, the following symbols apply. The symbols defined in
Rec. ITU-T T.800 | ISO/IEC 15444-1 and Rec. ITU-T T.801 | ISO/IEC 15444-2 also apply to this Recommendation |
International Standard.

c An index (starting from 0) of the image component to which the precinct belongs

£x x-axis frame size for client request view-window

fy y-axis frame size for client request view-window

fz z-axis frame size for client request view-window

fx' x-axis frame size for codestream resolution selected by the sepver based on the client fequest

fy' y-axis frame size for codestream resolution selected by theé'server based on the client fequest

fz' z-axis frame size for codestream resolution selected.by-the server based on the client fequest

£x" Modified jpx x-axis frame size for suitable resolution

fy" Modified jpx y-axis frame size for suitable ¥esolution

fz" Modified jpx z-axis frame size for suitable resolution

Heoa The codestream height as recorded’in the Image Header (ihdr) box (see Annex 1.5.3]1 of Rec.
ITU-T T.800 | ISO/IEC 15444-1)

Heomp The height of the composited result, supplied in the JPX composition opfions box
(see Annex M.11.10.1 of-Rec. ITU-T T.801 | ISO/IEC 15444-2)

H.og The height of the.compositing layer, as it appears on the compositing layer registration grid

HSinst The cropped(height

Htinet The composited height

I The-unique identifier of a precinct within its codestream

N, 15'the number of decomposition levels

num_components The number of components encoded

num_tilles The number of tiles in the codestream

ox x=axtsoffset-forchent request-view=-window
oy y-axis offset for client request view-window
oz z-axis offset for client request view-window
ox' x-axis offset for suitable codestream region
oy' y-axis offset for suitable codestream region
oz' z-axis offset for suitable codestream region
ox" Modified jpx x-axis offset for suitable region
oy" Modified jpx y-axis offset for suitable region
oz" Modified jpx z-axis offset for suitable region
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sSX

sy

sx'

sy'

sx"

sy"

sz"

Wcod

Wcomp

Wreg

WSinst
Wtinse
XCinst

xoinst

XO,eq
XOsiz

XR;eqg

Xsiz

Xsreg

YCinst

YOinst

p{ o)
YOsiz

YR, g

Ysiz
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Resolution level

A sequence number which identifies the precinct within its tile-component
x-axis size of client request view-window

y-axis size of client request view-window

z-axis size of client request view-window

x-axis size for suitable codestream region

y-axis size for suitable codestream region

z-axis size for suitable codestream region

Modified-inx x-axis-siza for suitahlae reaion
HOHHEE X =S SHEeHoStHapie+egion

Modified jpx y-axis size for suitable region
Modified jpx z-axis size for suitable region
An index (starting from 0) of the tile to which the precinct belongs

The codestream width as recorded in the Image Header (ihdr) box_(see Annex 1.5.3|1 of Rec.
ITU-T T.800 | ISO/IEC 15444-1)

The width of the composited result, supplied in théw/JPX composition options box
(see Annex M.11.10.1 of Rec. ITU-T T.801 | ISO/IEC.15444-2)

The width of the compositing layer, as it appears on the compositing layer registration grid
The cropped width
The composited width

The x-axis cropping offset supplied via’the relevant instruction (see Annex M.11.10.4.1 of Rec.
ITU-T T.801 | ISO/IEC 15444-2)

The x-axis compositing _offset, described via the relevant compositing ipstruction
(see Annex M.11.10.2.1 ofRec. ITU-T T.801 | ISO/IEC 15444-2)

The x-axis codestream_registration offset

The horizontal:offset from the origin of the reference grid of the relevant codestr¢gam's SI1Z
marker segment

The x-axis.codestream registration sampling factor, described at the beginning of any cpdestream
registration box (see Annex M.11.7.7 of Rec. ITU-T T.801 | ISO/IEC 15444-2)

The width of the reference grid of the relevant codestream's SIZ marker segment

The x-axis registration precision described at the beginning of any codestream registfation box
(see Annex M.11.7.7 of Rec. ITU-T T.801 | ISO/IEC 15444-2)

The y-axis cropping offset supplied via the relevant instruction (see Annex M.11.10.4.1 of Rec.

TI LT Tond lLicaAnre 1C 4449\

1
T oUmT T.0UL | TOUNLLU L9995 L}

The y-axis compositing offset, described via the relevant compositing instruction
(see Annex M.11.10.2.1 of Rec. ITU-T T.801 | ISO/IEC 15444-2)

The y-axis codestream registration offset

The vertical offset from the origin of the reference grid of the relevant codestream's SIZ marker
segment

The y-axis codestream registration sampling factor, described at the beginning of any codestream
registration box (see Annex M.11.7.7 of Rec. ITU-T T.801 | ISO/IEC 15444-2)

The height of the reference grid of the relevant codestream's SIZ marker segment

© ISO/IEC 2023 - All rights reserved Rec. ITU-T T.808 (12/2022) 5


https://iecnorm.com/api/?name=a33e0534bce7d32f3c6d90396b2915c3

ISO/IEC 15444-9:2023 (E)

5), DIGIT
. For the

YS:eqg The y-axis registration precision described at the beginning of any codestream registration box
(see Annex M.11.7.7 of Rec. ITU-T T.801 | ISO/IEC 15444-2)
4 Abbreviations
For the purposes of this Recommendation | International Standard, the following abbreviations apply.
ABNF Augmented Backus-Naur Form
DICOM Digital Imaging and Communications in Medicine
DWT Discrete Wavelet Transformation
EOR End of Response
HTML Hypertext Markup Language
IP Internet Protocol
UPIP JPEG 2000 Interactive Protocol
PP JPIP Precinct
UPT JPIP Tile-part
MTF Modulation Transfer Function
PDF Portable Document Format
SVG Scalable Vector Graphics
TCP Transmission Control Protocol
UDP User Datagram Protocol
UUID Universal Unique Identifier
\VBAS Variable-length Byte Aligned Segment
XHTML Extensible Hypertext Markup Language
XML Extensible Markup Language
5 Conventions
5.1 ABNF rules
This Recqmmendation | International Standard uses the ABNF notation defined in RFC 5234, including the cgre ABNF
syntax rulles: ALPHA (letters), CR (carriage return), CRLF (Internet standard newline), CTL (control characte
(decimal digits), HEXDIG (hexadecimal digits), LF (line feed), LWSP (linear white space) and SP (space]
purposes pf this Recommendation’| International Standard, the following ABNF rules also apply.
NZDIGIT = %x31-39 ; 1-9
UPPER = %x43-5A ; A-Z
LOWER (= %x61-7A ;a-z
UINT =1*DIGIT
NONZERO = *"0" NZDIGIT *DIGIT
UINT-RANGE = UINT ["-" [UINT]]
UFLOAT = 1*DIGIT ["." 1*DIGIT]
OCTAL-ENCODED-CHAR ="\" QUADDIG OCTDIG OCTDIG
QUADDIG ="0"/"1"["2" | "3"
OCTDIG ="0"/"1"/"2" ["3" [ "4" [ "5" [ "6" [ "T"
UUID = 16(HEXDIG)
TOKEN = 1*(ALPHA /DIGIT /""" /" """
TEXT-LABEL = DQUOTE TOKEN DQUOTE
IDTOKEN = 1*(TOKEN /";")
6 Rec. ITU-T T.808 (12/2022) © ISO/IEC 2023 - All rights reserved
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This Recommendation | International Standard also defines PATH, representing a file or pathname. In the general case,
PATH values may contain any character, although for a given server architecture, the server shall reject any characters
that are not valid on that particular server. In addition, PATH shall be properly encoded as specified by the transport
technology.

UINT-RANGE specifies a range of integer values. The first integer in the range specifies the beginning of the range. If
two values are specified, the first and second values specify the inclusive beginning and ending limits to the range. If only
the first value and the "~" character are specified, the range includes all values greater than or equal to the first value.

A numerical value immediately preceding an ABNF element refers to a repetition of the parameter that follows the
number, for the number of times given by the numerical value, with no intervening spaces between each occurrence.

The construct "1 #" refers to one or more repetitions of the parameter that follows, each occurrence of which is separated
by a comma.

The constfuct "1 ST refers to one or more repetitions of the parameter that follows, each occurrence of which.is|separated
by a semigolon.

5.2 File format ABNF rules

compatibility-code = 4 (ALPHA / DIGIT / " " / OCTAL-ENCODED-CHAR)
boxttype = 4 (ALPHA / DIGIT / " / OCTAL-ENCODED-CHAR)
boxttype-list = "*" / 14 (box-type)

box-type specifies the four characters of the box type. For each charactéryin the box type, if the cHaracter is
alpha-numeric (..2, a..z or 0..9).

box-type specifies the four characters of the box type. For each character in the box type, if the cHaracter is
alpha-numeric (2..7, a..z or 0..9), the character is written directly intothe string. If the character is a space (\p40), then
that chargcter shall be encoded as the underscore character (" <) or by octal encoding. For any other character, a
4-charactgr string is written in its place, consisting of a bagkslash character ("\") followed by three ogtal digits
representing the value of the character from the box type in octal. The compatibility-code is encoded the same

way that a box-type is encoded.

5.3 Key to graphical descriptions of boxes (informative)

The descrjiption of each box is followed by a.figure that shows the order and relationship of the parameters ip the box.
Figure 1 ghows an example of this type of figure. A rectangle is used to indicate the parameters in the box. The width of
the rectangle is proportional to the number-of bytes in the parameter. A shaded rectangle (diagonal stripes) indjcates that
the paramjeter is of varying size. Two-parameters with superscripts and a grey area between indicate a run of peveral of
these pargmeters. A sequence of two groups of multiple parameters with superscripts separated by a grey area ihdicates a
run of thal group of parameters-(one set of each parameter in the group, followed by the next set of each paramgter in the
group). Optional parametersor-boxes will be shown with a dashed rectangle.

The figure is followed. Jby-a list that describes the meaning of each parameter in the box. If parameters are refeated, the
length and nature of-thé Tun of parameters is defined. As an example, in Figure 1, parameters A, B, C and D ar¢ 8, 16, 32
bit and vgriable length respectively. The notation E® and EN- implies that there are N different parameters, E'| in a row.
The group of parameters F and FM1, and G° and GM* specify that the box will contain F°, followed by G°, followed by
F! and GY continuing to FM1 and GM! (M instances of each parameter in total). Also, the field D is optional pnd might
not be fourerirthisbex

In addition, in a figure describing the contents of a superbox, an ellipsis (...) will be used to indicate that the contents of
the file between two boxes is not specifically defined. Any box (or sequence of boxes), unless otherwise specified by the
definition of that box, can be found in place of the ellipsis.
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Run of N Run of M sets
parameters of parameters
16-bit —
A|B| C D E F’ 1| G H’ G| !
8-bit 32-bit 64-bit Variable size T.808_F01

Figure 1 — Example of the box description figures

For example, the superbox shown in Figure 2 contain an AA box and a BB box, and the BB box follows the AA box.
However, there can be other boxes found between boxes AA and BB. Dealing with unknown boxes is discussed in Rec.

ITU-T T.800 | ISO/IEC 15444-1.

6.1

AA see BB

T.808_F02

Figure 2 — Example of the superbox description figures

General description

JPIP protocol

This Recq
JPEG 20

mmendation | International Standard describes the syntaxes and methods that are used when a client is
0 compressed imagery and imagery related data residing on a JPIP-enabled server. This Recomm

Internatiopal Standard enables the flexibility and functionalityintended in Rec. ITU-T T.800 | ISO/IEC 1544
realized afross multiple client/server transports.

JPIP defines the interactive protocol to achieve the efficient exchange of JPEG 2000 imagery and imagery-re
The protacol defines the Client-Server interactions‘based on a client request and server response as shown in
This Recqmmendation | International Standard.defines the JPIP client requests and the JPIP server responses.
(RFC 2616), TCP (RFC 9293) and UDP (RFC-768) are shown as examples of possible transports for JPIP.
uses a View-Window request to define.the‘resolution, size, location, components, layers, and other paramete

accessing
endation |
14-1 to be

ated data.
Figure 3.
HTTP/1.1
he client
rs for the

image and imagery related data that isrequested by the client. The server responds by delivering imagery and imagery-
related dafa with precinct-based strean’s, tile-based streams, or whole images. The protocol also allows for the negotiation
of client gnd server capabilities.and limitations. The client can request information about an image as defingd in JPIP
index tables from the server, which enables the client to refine its View-Window request to image specific gJarameters
(e.g., bytd range requests). The server's cache model is based on the capabilities defined by the client and the statefulness
of the sesgion.
Server Client

T Multinle Client Reguests Dlsplay

LHdzc " - Metadata

Metadata Client Capabilites

Server Capabilities Data Limits

JPP-or JPT-streams Multiple Server Responses

Cache
Model* HTTP, TCP, UDP Cache
*Only if State is present T.808(22)_F03

Figure 3 — JPIP protocol overview

This protocol can be used over several different transports as shown in Figure 4. This Recommendation | International
Standard includes informative annexes on the use of the JPIP protocol over HTTP, TCP and UDP, and provides
suggestions for other example implementations. The JPIP protocol itself is neutral with respect to underlying transport
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mechanisms for the client requests and server responses, except in regard to channel requests represented by the New
Channel ("cnew") request field (see C.3.3) and the New Channel ("JPIP-cnew") response header (see D.2.3), where
transport-specific details shall be communicated. This Recommendation | International Standard defines four specific
transports, which are identified by the strings "http", "https”, "http-tcp" and "http-udp™ in the value string associated with
New Channel requests.

JPIP

HTTP |
TCP ‘ UDP

T.608_F04

The JPIP
imagery,
the Rec. |

6.2

This Recq
Annexes
oVver seve

Figure 4 — JPIP protocol stack

protocol described in this Recommendation | International Standard provides support for still-images, V
motion imagery and animated content, along with a multitude of file formats, as specified by other m
TU-T T.8xx | ISO/IEC 15444-x family of Recommendations | International Standards.

Purpose

mmendation | International Standard defines the syntax and methodsreéquired for both the client
lefine components that are required to achieve interoperability and\fdnctionality between the client
al transports. These annexes are described below.

Annex A describes the tile-based and precinct-based stfeams that are required for both the clie
server. The server is required to produce compliantdRP- and JPT-streams and understand uplo
and JPT-streams. The client is required to understand-and properly decode these streams and is rg
for producing compliant streams when uploadingypartial imagery to the server.

Annex B describes the session and cache médelling of a client/server session and is required fg
client and server.

Annex C defines the client request syntax. The client shall produce compliant requests and the s
be able to parse, interpret and respand to all compliant requests.

Annex D defines the server response syntax. The server shall produce compliant responses and
shall be able to understand.compliant responses.

Annex E defines syntaX and methods to upload a partial image for systems which use JPIP for (

Annexes F, G and'H define the methods and procedures for JPIP client/server interactions oV
different transportprotocols.

Annex | defines the indexing information syntax contained in a JPEG 2000 box that can be used
and server-1o more efficiently access imagery and imagery related data.

olumetric
embers of

hd server.
nd server

ht and the
hded JPP-
sponsible

r both the
rver shall
the client

pload.
er several

by a client

Servenand client conformance is further structured into profiles and variants. Profiles define w

ich fields

servers are required to support and implement beyond simply parsing and interpreting the fieldd. Variants
define the operating modes and features of the JPIP standard a client and server use to transmit daja. Clients
and servers need to provide a common subset of variants in order to interoperate. See Annex J for details

about conformance and testing for conformance.

Annex K describes several examples of using this Recommendation | International Standard for several

different applications.

Additional annexes found in this Recommendation | International Standard are as follows.

Annex L is provided to support extensions to this Recommendation | International Standard.
Annex M provides example JPIP applications and protocol transcripts.

Annex N collects the ABNF specifications for client requests and server responses, as found in
and Annex D, respectively.

Annex O provides media type specifications and registration information.
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7 Conformance

Conformance with this Recommendation | International Standard by a client means that the client's JPIP requests are well
structured, valid and conformant to the JPIP client requests as defined by this Recommendation | International Standard,
and that it is able to parse the JPIP responses defined by this Recommendation | International Standard.

Conformance with this Recommendation | International Standard by a server means that the server's JPIP responses are
well structured, valid and conformant to the JPIP server response signalling as defined by this Recommendation |
International Standard, and is able to parse the JPIP requests defined by this Recommendation | International Standard.
Servers shall parse and interpret all normative request types and shall respond to all compliant requests. Compliance to a
profile requires servers furthermore to support and implement all mandatory fields within that profile to the extent defined
in Annex J.

Conformance, profiles and conformance testing methodologies of this Recommendation | International Standard are
defined in Annex J.

It is expegted that server applications might send additional data not explicitly requested by a client, or redu*dant data
that has pfeviously been sent to a client, depending on the network quality-of-service. Such implementation!degisions are
application specific and provide the JPIP system with high utility.

10 Rec. ITU-T T.808 (12/2022) © ISO/IEC 2023 - All rights reserved
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Annex A

The JPP-stream and JPT-stream media types

(This annex forms an integral part of this Recommendation | International Standard.)

A.l Introduction

JPP-stream and JPT-stream are media types useful for presenting JPEG 2000 codestreams and file format data in an
arbitrary order. Each media type consists of a concatenated sequence of messages, where each message contains a portion
of a single data-bin preceded by a message header. Data-bins contain portions of a JPEG 2000 compressed image
representation, such that it is possible to construct a stream that completely represents the information present in a JPEG
2000 file or codestream. Each message is completely self-describing, so that the sequence of messages can be terminated
at any point and messages can be re-ordered subject to minimal constraints without losing their meaning. For these
reasons, JPP-stream and JPT-stream media types are useful for JPIP servers and the JPIP protocol is designed, with these
media types particularly in mind. This annex defines the JPP-stream and JPT-stream media types without-refergnce to the
JPIP protgcol.

Contiguous codestream box andtlfer box
W
3
JPE 2000 file
' v
exanyples main precincts
of dgta-bins  header or tiles metadita
: : : :\\ s \\\\ \\\ \\\\ R ‘\\‘ : :\\ ' 5 : :\‘ Y
: : : : \\\ \\‘ \\‘\\ \\ \\\\ \\\ : : \\\\\\ \\\ : : \‘\ \\\
exanpples
of mpssages N
2 _ i ‘
\\ - - - "",-’
exanjples of
streZI'n
T.808(22)_FA.1
Figure Al1 — Examples.of a JPEG 2000 file, JPIP data-bins and JPIP-stream relationships (after G.J. Cplyer and
R-A. Clark, IEEE Trans. Consumer Electronics, 49 (2003), pp. 850-854)
Figure A.[L.is-anillustrative example of the relationship between the bit-streams from a JPEG 2000 file, JPIP |data-bins,

and aJPl ctraam Tho ficuira chowe tha main hoadar calaur cadad red 2 nracinete wwith nackote cadaed in chadec )f Orange_

stream—he-figure-shows-the-matn-headercolourcoded-red—2 precincis-with-packets Hr-shades-of 0
yellow and green, and a meta-data box coded blue. Self-describing JPIP messages are formed from these data-bins and
concatenated to form a JPIP stream.

A JPIP stream consists of one or more concatenated JPIP messages. Each JPIP message consists of a header and a body.
The header provides descriptive information to identify the relevant data-bin. The body is data from that data-bin. Unless
further signalling is provided, the message is the concatenation of the header with the body.

NOTE - In this Recommendation | International Standard, all examples provided form binary messages by the concatenation of

header and body. It is implementation-specific to the transport and application if other signalling for header and body is provided.
For example, auxiliary signalling with variable error protection might be implemented for wireless-based applications.
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A2

A2l

Message header structure

General

Each message represents a portion of exactly one data-bin. The message header consists of a sequence of variable-length
byte-aligned segments (VBAS). Each VBAS consists of a sequence of bytes, all but the last of which has a most significant
bit (bit 7) of 1, as seen in Figure A.2. The least significant 7 bits of each byte in the VBAS are concatenated to form a bit
stream which is used in different ways for different VBASS.

MSB LSB
7l6lslalslz2l1lo 6lslalsl2lilolf7]elslalzlz2l1lo

IIXXXXXXX XXXXXXX[[0OXXXXXXX

|

—

T.808_FAZ2

The mess
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message headers are completely self-describing; their interpretation is independent of anyother message hed

optional {
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that do d¢g
are not ar
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Figure A.2 — VBAS structure

hge header serves to identify the particular data-bin and byte range which is represented by-the mess
neaders can take an independent form and a dependent form. The independent form fis;a long form

horter dependent form message headers make use of information in the headers.of previous messa
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Figure A.3 — Bin-ID VBAS structure

Rec. ITU-T T.808 (12/2022) © ISO/IEC 2023 - All rights reserved


https://iecnorm.com/api/?name=a33e0534bce7d32f3c6d90396b2915c3

ISO/IEC 15444-9:2023 (E)

Table A.1 — Bin-1D additional VBAS indication

Ingiclelto'r Meaning
Bits "bb
00 Prohibited.
01 No Class or CSn VBAS is present in message header
10 Class VBAS is present but CSn is not present in message header
11 Class and CSn VBAS are both present in the message header.

The Class VBAS, if present, provides a message class identifier. The message class identifier is a non-negative integer,
formed by concatenating the least significant 7 bits of each byte of the VBAS in big-endian order. If the Class VBAS is
not present, the message class identifier is unchanged from that associated with the previous message. If the Class VBAS
is not present and there is no previous message, the message class identifier is 0. Valid message class identifiers are

described

The CSn

codestrea
the CSn \f
and there

The Msg-
significan
in this me
the messa

An Aux \
within the
by concat]
VBAS cal

A22

The mess|
shown in
message
value.

mA2:2:
VBAS, if present, identifies the index (starting from 0) of the codestream to which the data-bin |bél
M index is formed by concatenating the least significant 7 bits of each byte of the VBAS in big-endial

BAS is not present, the codestream index is unchanged from the previous message. If CSnVBAS is n
is no previous message, the codestream index is 0.

Offset and Msg-Length VBAS's each represent non-negative integer values, formedby concatenatin
t 7 bits of each byte in the VBAS in big-endian order. The Msg-Offset integer identifies the offset g
ssage from the start of the data-bin. The Msg-Length integer identifies the fotal)number of bytes in th

ge.

Bin-1D VBAS, as explained in A.2.2. If present, the Aux VBAS represents a non-negative integer vall
Enating the least significant 7 bits of each byte in the VBAS ,in(ig-endian order. The information i
hnot affect the length of the message body.

Message class identifiers

pge class identifiers defined by this Recommendation | International Standard are the non-negativ
Table A.2. The interpretation of the data-bin classes to which they refer is described in A.3. All othe
lass identifier are reserved, and the associated-messages should be skipped by decoders not recog

Class identifiers are chosen such that an Aux VVBAS is present if and only if the identifier is odd. This prope

pngs. The
h order. If
ot present

) the least
f the data
e body of

BAS can be present. Its presence, and meaning if present, is determined by the message class identifier found

e, formed
h the Aux

e integers
values of
hizing the

ty allows

unrecognized message headers to be correctly\parsed and the contents skipped.
Extended|precinct data-bin messages have’exactly the same interpretation as non-extended precinct data-bin|messages
and they fefer to exactly the same precinct data-bins. The extended precinct messages include an Aux VBAS which
identifies|the number of complete.packets (quality layers) which would be available for the precinct if the byftes in this
message vere combined with-alkprevious bytes of the same precinct. If this message also contains the last biyte of the
data-bin, [the Aux VBAS indicates the total number of quality layers associated with the precinct in thp original
codestream. Otherwise, the Aux VBAS indicates the quality layer to which the byte immediately following the last byte
in the megsage belongs: The information in the Aux VBAS can be useful to certain clients.
Table A.2 — Class identifiers for different data-bin message classes
Clas ™ | Data-bm Cl Stream T
identifier €SSage class ata-bin class eam type

0 Precinct data-bin message Precinct data-bin JPP-stream only

1 Extended precinct data-bin message Precinct data-bin JPP-stream only

2 Tile header data-bin message Tile header data-bin JPP-stream only

4 Tile data-bin message Tile data-bin JPT-stream only

5 Extended tile data-bin message Tile data-bin JPT-stream only

6 Main header data-bin message Main header data-bin JPP- and JPT-stream

8 Metadata-bin message Metadata-bin JPP- and JPT-stream

Extended tile data-bin messages have exactly the same interpretation as non-extended tile data-bin messages and they
refer to exactly the same tile data-bins. The extended tile messages include an Aux VBAS which identifies the smallest
n such that, in all components for which (N — n) is non-negative, resolution level (N. —n) and all lower resolution levels
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have been completed when the bytes in this message are combined with all preceding bytes of the same tile, where N is
the number of decomposition levels, which can vary by component. If no resolution levels of any component have been
completed, the value of the Aux VBAS is one plus the maximum value of N across all components. The value zero is
reached when all resolutions in all components have been completed. Because resolutions do not necessarily appear in
order in a tile, some resolution levels above the value signalled by the VBAS might have been completed, but this cannot
be determined from the message header. The information in the Aux VBAS can be useful to certain clients.

A.2.3 In-class identifiers

The least significant 4 bits of the first byte and the least significant 7 bits of all other bytes from the Bin-ID VBAS are
concatenated in big-endian order to form a single word, having 7k-3 bits, where k is the number of bytes in the VBAS.
This word represents an unsigned integer which serves to uniquely identify the data-bin within its class and codestream.
A.3 provides a description of the various data-bin classes, along with the corresponding in-class identifiers.

A.3 Data=bims
A3.1 Introduction

Data-bins| contain portions of a JPEG 2000 file or codestream data. These can be based on imagery, elements, such as
precinct-ased data, tile-based data, and headers. They can also be based on metadata. Whateyer,the content|of a data-
bin, each pata-bin is treated as an individual bit-stream.

A.3.2 Precinct data-bins

A3.21 Precinct data-bin format

Precinct data-bins appear only within the JPP-stream media-type. Each precingt data-bin corresponds to a single precinct
within a sjngle codestream. The in-class identifier is defined by Equation A-1:

I =t+ (c+sxnum_components)x num_tiles (A-1)

where:
I is the unique identifier of the precinct within its codestream;

t isthe index (starting from 0) of the tile to which the precinct belongs;

c is the index (starting from 0) of the image‘\component to which the precinct belongs;
s is a sequence number which identifiesthe precinct within its tile-component.

Within edch tile-component, precincts are assigned contiguous sequence numbers, s, as follows. All precircts of the
lowest regolution level (that containing only the LL sub-band samples) are sequenced first, starting from 0, fqllowing a
raster-sca order. The precincts from each(successive resolution level are sequenced in turn, again following a rpster-scan
order within their resolution level.

It follows|that a precinct identifienof 0 refers to the upper left hand precinct from the LL sub-band of image cpmponent
Ointile0

Each predinct data-bin corresponds to the string of bytes formed by concatenating all codestream packets, complete with
all relevant packet headers, which belong to the precinct. It is conceivable that packet headers will be packed|into PPM
or PPT marker segntents which shall then belong to main header or tile header data-bins, in which case the pre¢inct data-
bin would hold enlypacket bodies. In any event, the precinct data stream should coincide with the contiguoup segment
of bytes that would be found within a JPEG 2000 codestream having one of the layer-subordinate progression pequences
(CPRL, PTCRL or RPCL).
NOTE — For the sake of efficiency when serving an image containing PPM markers, a server can transcode the packed packet
headers in the main header into the tile headers (PPT markers). Otherwise, a client would require tile-part length markers (TLM)
to be sent. The server can alternatively transcode the image (transparently to the client) in such a way as to avoid the use of packed
packet headers altogether.

For volumetric images encoded in JP3D (Rec. ITU-T T.809 | ISO/IEC 15444-10), the sequence number of precincts
within a tile-component is computed as follows: All precincts of the lowest resolution level, i.e., those containing only
the [LIX]ILIX][LX] samples are sequenced first, starting from zero, following a raster scan order as defined by Rec.
ITU-T T.809 | ISO/IEC 15444-10. The precincts from each successive resolution level are sequenced in turn, again
following the raster scan order defined by Rec. ITU-T T.809 | ISO/IEC 15444-10. The precinct with sequence number 0
thus refers to the front most, upper left hand precinct of the lowest resolution sub-band of the image component 0 in tile O.

A3.22 Precinct data-bin example (informative)

Figure A.4 shows an example precinct data-bin (in-class identifier 3) with 4 quality layers (or packets).
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Figure A.4 — Example precinct data-bin

For Caseq A, B and C, the message header is shown below, based on the extended and non-extended-precingt data-bin
message dtructures. The underlined data denotes the Aux VBAS to identify the number of layers Wwhich are completed by
the message.

(Case A)
Non-extengled header: 00100011 01101011 10000001 00100101 XXXXXXXX £«

The initial 0 bit indicates only one byte is used in the Bin-ID VBAS. The next two' bits (*01") indicate that np Class or
CSn VBAS is present. The next "0" bit indicates that the data-bin is not compiéted by this message. The remaining bits
of the firsf byte ("0011") indicate that the bin-ID is 3. The first bit of the second byte indicates that there is only one byte
used in tHe Msg-Offset VBAS. The next 7 bits ("1101011") mean that,the offset is 107. The first bit of the [third byte
indicates that both this byte and at least the next byte are part of the MSg:Length VBAS. The 0 bit starting the fpurth byte
indicates that it is the last byte of the Msg-Length VBAS. Thus, allthe low order bits from the third and fourth bytes are
concatendted to determine the length. In this case, "0000001 0100101" = 165.

Extended feader: 01000011 00000001 01101011 1000001 00100101 00000011 XXXXXXXX ...
(Case B)
Non-extenfled header: 00100011 10000001 0QQ01000 01010100 XXXXXXXX ...

Extended Header: 01000011 00000001 10000001 00001000 01010100 00000011 XXXXXXXX ...
(Case C)
Non-extenfled header: 00110011 1Q00O0001 00001000 10000001 00110101 XXXXXXXX ...
Extended feader: 01010011 0000001 10000001 00001000 10000001 00110101 00000100 XXXXKXXX ...

Note thatsince the responsg data contains the last byte of the data-bin in Case C, the Bin-ID VBAS indicates that it is a
"completqd" message.

A.3.3 Tile header‘data-bins

Tile headgr data-hins appear only within the JPP-stream media type. For data-bins belonging to this class, tHe in-class
identifier holds the index (starting from 0) of the tile to which the data-bin refers. This data-bin consists of markers and
marker segments for tile n_It shall not contain an SOT marker segment Inclusion of SOD markers is optionall This data
bin can be formed from a valid codestream, by concatenating all marker segments except SOT in all tile-part headers for
tile n.

NOTE 1 — POC marker segments can also be removed as they are not of interest to a typical JPIP client. However, a server might

include the POC markers for the benefit of a client application that wants to output a JPEG 2000 file with the same progression
order as the original image available at the server.

A server may send data in any order, but is required to send a tile header data bin for a tile even if the tile header is empty.
A client that receives image data for a tile but has not yet received its tile header should not assume that the tile header is
empty and attempt to decode the data.

NOTE 2 — It might be beneficial for certain clients to receive the tile header bin in advance of the tile data bin.
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A.34 Tile data-bins

Tile data-bins shall be used only with the JPT-stream media type. For data-bins belonging to this class, the in-class
identifier is the index (starting from 0) of the tile to which the data-bin belongs. Each tile data-bin corresponds to the
string of bytes formed by concatenating all tile-parts belonging to the tile, in order, complete with their SOT, SOD and
all other relevant marker segments.

A.35 Main header data-bin

Both JPP- and JPT-stream media types use the main header data-bin. For data-bins belonging to the codestream main
header class (completed or non-completed variations), the in-class identifier shall be 0. This data-bin consists of a
concatenated list of all markers and marker segments in the main header, starting from the SOC marker. It contains no
SOT, SOD or EOC markers.

A.3.6 Metadata-bins

A.3.6.1 Introduction to metadata-bins

Both JPP{ and JPT-stream media types use metadata-bins. Metadata-bins are used to convey metadata from the logical
target thaf contains the codestream or codestreams whose elements can be referenced by other datashins assocjated with
the JPP-sfream or JPT-stream. For the purpose of this Recommendation | International Standard,’the term “metadata”
refers to gny collection of "boxes" from a JPEG 2000 family file. The codestream index shallhe’ignored in any message
which hag the metadata-bin class identifier.

Unlike the numerical ID's used for other types of data-bins, metadata-bin ID's do not(map algorithmically to|some file
format copstruct or byte offset. The server is free to choose any numeric ID for any-particular metadata bin. THe one and
only exception to this is that the metadata-bin containing the root of the logical target shall be assigned 1D 0.

NOTE|1 — The mechanism for assignment is implementation-dependent; however)it is an informative suggestion that servers
assign pin-ID's using consecutive numbers.

A server ip required to send at least the metadata bin with bin ID 0, evertif no metadata is present. In this case, tHe metabin
#0 will bg empty. A client should not assume that no metadata is available if it has not yet received any metaddgta bin.

NOTE|2 — It might be beneficial for certain clients to receive the metadata bin with bin 1D 0 in advance of all other bins.

A.3.6.2 Division of a logical target containing a JPEG 2000 file into metadata-bins

All metadgta could conceivably be included in metadata-bin 0. In this case, all boxes from the logical target wodlld belong
to metadata-bin 0, appearing in their original order. Since JPEG 2000 family file formats consist of nothing but g sequence
of boxes, [this effectively means that metadata-bin\@-would consist of the entire logical target. More generally,| however,
it is usefdl to break the logical target into pieces that can be transmitted in a manageable fashion. This allgws image
servers tol deliberately omit portions of the logical target that are not currently required by a client. To this|end, JPIP
defines a pew special box type, known as the "Placeholder box." The Placeholder box serves to identify the siz¢ and type
of a box from the logical target, while pointing to another data-bin that holds that box's contents. Placeholdefs are also
able to regresent codestreams from the logical target. This is particularly significant in view of the fact that the cqmpressed
data reprdsented by any given cedestream can be delivered incrementally via the other data-bin types (header| data-bins
and precinct data-bins or tile-data-bins).

Formally [metadata-bin.Q.consists of all boxes from the logical target, appearing in their original order, with thelexception
that a plageholder cangeplace any given box. The Placeholder box contains the original header of the box thaf has been
replaced, together.with the identifier of the metadata-bin that holds that box's contents, not including the hedder itself.
Every mefadata=bin, other than metadata-bin 0, shall consist of the contents of some box, whose header appdars in the
placeholder¢hatreferences that data-bin. These box contents can themselves include sub-boxes, any of whichl might be
replaced ly further placeholders

The following colour scheme will be used for metadata-bin example illustrations (Figure A.5):

Metadata-bin

Complete boxes (including box headers)

Box contents (no box headers)

Placeholder boxes (replacing the original box from the file)

T.808_FAS

Figure A.5 — Metadata-bin example colour scheme
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As an example, consider a simple JP2 file with the following box structure (Figure A.6):

‘ip * box
‘fiyp” box
‘jp2h’ box
‘ihdr’ box

‘colr’ box

‘xml * box

[+ k]
jp2c’ box T.808_FAG

Figure A.6 — A sample JP2 file

This file dan be divided up into three metadata-bins: one to represent the top-level of the original file{(data-bin|0); one to
represent the JP2 Header box; and one to represent the codestream. This division is shown in Figure A.7.

While thg contents of any metadata-bin shall be the contents of the box or file represented.by that bin, the actual data
contained| in those contents can conceptually vary depending on the type of box. For example, Metadata-bin 1 in
Figure A.J represents the contents of the JP2 Header box. The contents of that box is@sequence of other complete boxes,
as the JPZ Header box is a superbox. By contrast, the data inside Metadata-bin 2.is‘the raw contents of the Cpntiguous
Codestregm box, with no box headers, because that box is not a superbox.

One poinf of particular interest to note from the example in Figure A.7 is that access to codestream data can bg provided
in two ways. The second placeholder bin is used to replace the contigdous’codestream box (jp2c) in the origipal file. It
identifies|metadata-bin 2 as holding the original contents of this box; ie., the raw codestream itself. For convgnience of
description in this Recommendation | International Standard, this'shall be termed the "raw codestream™ reprgsentation.
Raw codegstreams are served from metadata-bins.

Metadata-bin 0 Metadata-bin 1
‘ip T box ‘ihdr’ box
‘ftyp’ box 1 ‘colr’ box
Placeholder for ‘jp2h’ box: xml * b
original “jp2h’ boxHeader M box

metadata-bin ,[[\ o

Placeholder fgr\jﬂzc’ box:
original $jp2e’ box header
meta D=2 ._-\b Metadata-bin 2

‘jp2¢’ box contents

T.808_FAT

Figure A.7 — A sample JP2 file divided into three metadata-bins

The placenotdercanatso provide a codestream identifier. Any tata-bins befonging to the main header, tite ieader, precinct
or tile data-bin classes, having this same codestream identifier, convey compressed data associated with the same
codestream as that found in metadata-bin 2. For convenience of description in this Recommendation | International
Standard, this shall be termed the "incremental codestream" representation. Incremental codestreams are served from
these data-bins.

In general, placeholders that reference codestream data can do so either by referencing a separate metadata-bin
(raw codestream), or by providing a codestream identifier (incremental codestream), or both. Even if both methods are
provided, the JPP-stream or JPT-stream data available at a client or image-rendering agent might only have the contents
of the raw codestream, or only have data from the incremental codestream. Moreover, if both the raw and incremental
versions of the same codestream are available, there is no guarantee that the two representations will have compatible
coding parameters. Only the reconstructed image samples associated with the two representations are guaranteed to be
consistent.
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It is also possible to use Placeholder boxes to associate multiple codestreams with a single original box. The interpretation
of such an association is dependent upon the box being replaced. Further discussion of this topic appears in A.3.6.4.

In the simple example of Figure A.7, Placeholder boxes appear only at the top-level of the file, in metadata-bin 0. As
already noted, however, placeholders can be used to replace any box, in any metadata-bin. This allows complex files to
be decomposed in hierarchical fashion. As such, a single original file can be encapsulated in a variety of different
metadata-bin structures, depending on how placeholders are used. However, a single JPP-stream or JPT-stream shall
adopt only one such encapsulation. In client-server applications, the server will generally determine a suitable metadata-
bin structure for the file, assigning a unique identifier to the resulting stream, and using the same metadata-bin structure
in all communication with all clients which reference this same unique identifier.

When a placeholder relocates a box into a new metadata-bin, the header of that box (LBox, TBox and XLBox fields) is
stored, unmodified, in the Placeholder box. If a client or rendering agent needs to map particular boxes to their original
file offsets, it can do so using the original box headers that appear in the Placeholder boxes. This information ultimately
allows any location in the original file to be mapped to a particular location in a particular metadata-bin, if the contents
of that dgta-bin exist. This is important since some JPEG 2000 family files contain boxes that reference-other boxes
through their location within the file.

While considerable freedom exists in deciding how best to divide a file into metadata-bins, there is-one-testrigtion. Any
Placeholder box that appears within a metadata-bin shall replace a top-level box within that data<bin. Equivalently,
wherever |a sub-box is to be replaced with a placeholder, its immediate containing super-box shall ‘reside withjn its own
metadatapin. For example, in the sample file shown in Figure A.6, the XML data contained.within the JP2 Header box
can be placed in a separate data bin from the other boxes. This allows a server to deliveronly those data-bifs that are
actually required for decoding and display of the image, unless XML data is explicitlyjrequested. A suitablp data-bin
structure {s shown in Figure A.8.

Metadata-bin 0 Metadata-bin 1 Metadata-bin 3
‘ip T box ‘ihdr” box ‘xml * box contents

‘ftyp’ box ‘colr” box
Placeholder for ‘jp2h’ box: Placeholder for ‘xml “box:
original ‘jp2h’ box header original ‘xml ’ eader ||
mefadata-bin ID=1 @] metadata-bin 3 o
Placeholder for ‘jp2c’ box:
original “jp2c’ box header
metadata-bin ID =2 F\’ Metadata-bin 2

‘j&%! box contents ‘

T.808_FA.{

Figure A.8- A superbox with a referenced metadata-bin

It would njot be valid, howeyer, for the JP2 Header box to be left in metadata-bin 0, as shown in Figure A.9:

Metadata-bin 0 Metadata-bin 1

fip T box ‘xml * box contents

‘ftyp” box

‘jp2h’ box .
11 !

‘ihdr” box permitted. If the XML boxis

colr” box to be separated into its own
metadata-bin, the JP2 Header

Placeholder for ‘xml * box: || box (“jp2h”) must also be
Elrel:%ta-ﬁ;nﬂ Iﬁixlh%gg’ separated into its own

metadata-bin

Placeholder for ‘jp2c’ box:
original “jp2c’ box header
mefadata-bin ID=2 @—

\. Metadata-bin 2

‘jp2c’ box contents

T.808_FAQ

Figure A.9 — An invalid division of the file into metadata-bins
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An equivalent way to express this same restriction is as follows. Wherever a placeholder replaces a sub-box, a placeholder
shall also replace its containing box. This restriction ensures that it is always possible for a client or rendering agent to
recover the lengths and locations of the original boxes within the file, even if some of the boxes are not understood by
the client.

In addition to providing the original contents of a box in a separate metadata-bin, JPP- and JPT-streams are also permitted
to provide alternate representations of the box, which did not explicitly appear within the original file. These alternate
representations are known as "stream equivalents." For example, the original file might contain a Cross-reference box
whose fragment list box collects one or more fragments of the file to reconstitute a Colourspace Specification box. While
a client or rendering agent should be able to follow the relevant file pointers to reconstruct the Colourspace Specification
box, a more convenient JPP- or JPT-stream representation might contain a placeholder which references a data-bin
containing the reconstructed Colourspace Specification box as a stream equivalent. To do this, the placeholder includes a
box header for the stream equivalent, together with the identifier of the metadata-bin that holds the contents of the stream
equivalent box.

The folloywing example (shown in Figure A.10) illustrates the use of stream equivalents for Cross-reference bojes. In this
case, the ¢lata-bin that holds the stream-equivalent contents is also referenced as holding the original contents pf another
box. While this is likely to be a common situation where the original file contained cross-reference boxes, there is no
need for the stream-equivalent to point to a metadata-bin that is connected to the original file hiesarchy. The stream
equivalenf box's contents can be created from scratch or they can refer to content which originally existed within other
files. This|allows Cross-reference boxes whose fragment list references other files or URLSs to be fiilly encapsulated within
a single JPP- or JPT-stream.

Stream equivalents can be used in any situation where the server can create an alternate form of the contents ofja box that
provide s¢me benefit to the client; they are not just for providing access to explicitly €ross-referenced data.

In additiop to pointing to actual or equivalent box data, a placeholder box can-peint to one or more codestreams where
the repladed box is equivalent to those codestreams. For example, the Contiguotis Codestream box can be replaced by a
placeholdpr box that references the ID of the incremental codestream contained within that Contiguous Codestfeam box.
Another gxample would be to replace the Chunk Offset box in a MotionJPEG 2000 file with a placeholder thaf specifies
an array df codestream ID's. Those codestream ID's refer to the codestreams that are pointed to by the Chunk Qffset box.

Metadata-bin 0 Metadata-bin-1 Metadata-bin 3
‘ip T box ‘bl * bax ‘cgrp’ box contents ‘ \
“ftvp’ b Placehold ‘cgrp’ box: \
fiyp” box original * box header
‘jpzh" box me -bin ID=3 @&

Placepolder for “jplh’ box: -
original ‘jplh’ box header || Metadata-bin 2
mefadata-bin ID=1 @

‘Ibl * box
Placepolder for “jplh’ box:
original “jplh’ box header Placeholder for “cref’ box:
meladatabin ID =2 ———| original ‘cref’ box header
. metadata-bin ID=4  @—; Metadata-bin 4 /
. stream-equivalent ‘cgrp’
° box header ‘cref” box contents: /
metadata-bin ID=3 @ file offset o T804 £a10

Figure A.10 — Example of the use of stream equivalents

A.3.6.3 Placeholder box format

Figure A.11 shows the format of a Placeholder box, including the box header (unlike the definition of most boxes in
Annex | and other parts of this Recommendation | International Standard); it is specified this way to emphasise that the
use of the length field in the box header for a Placeholder box is more restrictive than for other boxes.

© ISO/IEC 2023 - All rights reserved Rec. ITU-T T.808 (12/2022) 19


https://iecnorm.com/api/?name=a33e0534bce7d32f3c6d90396b2915c3

ISO/IEC 15444-9:2023 (E)

LBox

TE!ox Flzlgs ‘ Ori,‘ng ‘ % EquivID; /l/ | CS:ID : NéS .

7 7

Minimal placeholder box

Minimal placeholder box with a stream equivalent representation

Minimal placeholder box with an associated single codestream

Minimal placeholder box with multiple associated codestreams

Possible future extensions

Figure A.11 — Placeholder box structure

T.808_FA.11

LBox: Th

TBox: T
(0x7068 §

Flags: Th
big-endia
OriglD: T
Placehold

OrigBH:
this Place
bytes othe

EquivID:
box. This

EquivBH

is is the standard 4-byte big-endian length field for a box. The value shall not be 1 for a Placehglder box,
meaning lhat the XLBox field shall not be present.

is is the standard 4-byte box type field for a box. The type value for a Placeholder box shall
c64).

is field specifies what elements of the Placeholder box contain valid data. This field is encoded a:
N integer. Valid values for the Flags field are specified in Table A.3.

his field specifies the metadata-bin ID of the bin containing the contents 0f the original box represen
er box. It is encoded as an 8-byte big-endian unsigned integer.

This field specifies the original header (LBox, TBox and XLBoxgas'needed) of the original box refe
holder box. The length of this field is 8 bytes if the original box-header's LBox field is not equal td
rwise.

This field specifies the metadata-bin ID of the bin that.coftains a stream-equivalent form of the conte
field is encoded as an 8-byte big-endian unsigned integer.

. This field specifies the header of the stream-ggtiivalent box (LBox, TBox and XLBox as needed)

referencegl by this Placeholder box. The length of this field is 8 bytes if the equivalent box header's LBox f

equal to 1

CSID: Th
with all h
associated

NCS: Thi
The code

and 16 bytes otherwise.

is field specifies the ID of the first codestream associated with the replaced box. This is the ID that is
eader, precinct and/or tile data-bins.used to incrementally communicate the contents of the first ¢
with the replaced box. This fieldis encoded as an 8-byte big-endian unsigned integer.

5 field specifies the number.of codestreams in the array of codestreams that is equivalent to the rep
tream ID values of these codestreams run contiguously from the value specified by the CSID field.

is encodedl as a 4-byte big-endian:unsigned integer.

Extended

boxes co

BoxList: This field.is not specifically shown in Figure A.11. The NCS field may be followed by a se
taining extended information from the server. The existence of any box following the NCS fiel

specified through a.bit(in the Flags field. However, no extended boxes, nor any additional bit flags, are defin
Recommgndation.International Standard. Clients shall ignore any box in ExtendedBoxL.ist that is not underst

A bit valye of “x" in Table A.3 indicates that the specified value includes cases where that bit is set to either '
Bits indicptedvas "y" are unused by this standard and shall be set to 0 by servers and ignored by clients.

be 'phld'

a 4-byte

ed by this

renced by
1and 16

nts of this

pf the box
eld is not

hssociated
pdestream

aced box.
This field

quence of
i shall be
ed by this
bod.

1" or "0".

Not all of the fields defined for a Placeholder box need appear in every Placeholder box. As suggested by the arrows in
Figure A.11, if no box equivalent or incremental codestream ID is provided, the box may be terminated at the end of the
OrigBH field. Similarly, if no incremental codestream ID is provided, the box may be terminated at the end of the
EquivBH field, and if no more than one incremental codestream ID is provided, the box may be terminated at the end of

the CSID

field.

The above definition implies that the placeholder box can be truncated after the last used field, but intermediate fields
need to be present, even if unused.
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Table A.3 — Valid values for the Flags field of a Placeholder box

Value Meaning

YYYY YYVY YYYY YYYY YYYY YYYY YYYy Xxx1 Access is provided to the original contents of this box through the metadata-bin
specified in the OriglD field

YYYY YYVY YYYY YYYY YYYY YYYY YYYY Xxx0 No access is provided to the original contents of this box, and the value of the
OriglID field shall be ignored

YYYY YYVY YYYY YYYY YYYY YYYY YYYY XX1X A stream-equivalent box is provided, whose contents are in the metadata-bin
specified by the EquivID field.

YYYY YYVY YYYY YYVY YYYY YYYY YYYyy XX0X No stream-equivalent box is provided, and the value of any EquivID and EquivBH
fields shall be ignored

YYYY YYVY YYYY YYYY YYYY YYYY yyyy 01xx Access to the image represented by this box is provided by a single incremental
codestream, which is identified by the CSID field. The value of the NCS field shall
De treated as I It was Set 1o "L regardless of the actual value of that Tield| when the
field is present.

YYYY YYYY YYYY YYYY YYYY YYYY yyyy 11xx Access to the image represented by this box is provided~py’one|or more
incremental codestreams, as specified by the CSID and NC$-fields.

YYYY YYYY YYYY YYYY YYYY YYYY Yyyy XOXx This placeholder does not provide access to an image represénting the or{ginal box
as an incremental codestream; the CSID and NCS fields’shall be ignoreq.

Other valpues Reserved for 1SO use

A3.6.4 Referencing of incremental codestreams with placeholders

Wherever| header, precinct or tile data bins exist, their codestream ID shall appear in a Placeholder box within an
appropriafe metadata bin. The only exception to this requirement is for unwrapped JPEG 2000 codestreams, which are
not embegided within a JPEG 2000 family file format.

The codegtream ID values that appear within the relevant Placeholder-bex shall conform to any requirements imposed by
the containing file format. For example, JPX files formally assign“a‘sequence number to codestreams that ar¢ found in
Contiguo:Es Codestream boxes or Fragment Table boxes, either dt.the top level of the file, or within Multiple Cpdestream

boxes. The first codestream in the logical target shall have a cédestream ID of 0; the next shall have a codestream ID of 1;

and so fofth.

Placeholders that reference multiple codestream IDs can only be used where the meaning of those codestreams is well
defined by the type of the box that is being replaced¢ror JPX files, Contiguous Codestream boxes, Fragment Table boxes
and Multjple Codestream boxes can be replaced by Placeholder Boxes that specify codestream IDs. Pldceholders
replacing [Contiguous Codestream boxes anckkragment Table boxes can only specify a single codestream I, while a
placeholdgr replacing a Multiple Codestream-box can specify multiple codestream IDs, corresponding to the pumber of
codestreas that are found within the beXx:

A.3.6.5 Using Placeholder hoxes with MJ2 and J2KS files

This Recgmmendation | Interfational Standard defines only two box types suitable for placeholders with Motion JPEG
2000 (MJP) files or J2KS files. Specifically, either the chunk offset box ('stco') or the chunk large offset box ('qo64') can
be replacgd by a Placehelder box which identifies multiple codestream ID's.

Each viddo track in an*MJ2 file contains exactly one chunk offset box (either 'stco’ or 'co64') that, in combinption with
the samplp to chunk box (‘stsc' ), serves to identify the locations of all of the contiguous codestream boxes that|belong to
the video fraek:If the chunk offset box is replaced by a placeholder that provides one or more codestream ID's, there shall
be exactly one codestream ID for each contiguous codestream box in the video track. If the visual sample jentry box
identifies a field count of 2, there shall be 2N codestream ID's in the range provided by the Placeholder box, where N is
the number of video samples (i.e., N is the number of frames). Otherwise, there shall be only N codestream ID's in the
range provided by the Placeholder box. The codestream ID's shall be sequenced by sample number (frame number) and
by field number within each sample.

NOTE - For MJ2 files in a JPP-stream or a JPT-stream representation, there is no need for the stream to contain the contents of

the original chunk offset box, the sample to chunk box (‘stsc' ), or the sample size box (‘stsz' ). This indexing information can be
regenerated if needed if the stream representation is converted to an MJ2 file.

A.3.6.6 Using Placeholder boxes with J2KI files

As specified in Rec. ITU-T T.815 | ISO/IEC 15444-16, JPEG 2000 codestreams can be encapsulated as individual images
or image collections within ISO/IEC 23008-12 files conforming to the *j2ki’ brand.

Individual images are encapsulated as items, as specified in Rec. ITU-T T.815 | ISO/IEC 15444-16. Incremental
codestreams for all such items can be provided by replacing the Item Location Box with a Placeholder box which identifies
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one or multiple codestream ID’s, as appropriate. If present, the Placeholder box’s NCS field shall be equal to the number
of items with type 'j2k1'. If the Placeholder box has no NCS field, then the number of items with type '52k1 ' shall
be exactly 1. Incremental codestream 1Ds described by the Placeholder box, starting from CSID, shall correspond to the
items that have type '§2k1 "', in increasing order of their Item ID values.

A4 Conventions for parsing and delivery of JPP-streams and JPT-streams

Placeholder boxes create additional flexibility and some potential ambiguity for both clients and servers in how they parse
or deliver JPP- and JPT-streams. A server can choose to partition original boxes from a JPEG 2000 family file into
metadata-bins using any of a wide range of strategies, by introducing Placeholder boxes at appropriate points. The server
shall do this in a consistent way so that the data-bins associated with a JPP- or JPT-stream have the same nominal contents
for all clients which access the same logical target (possibly qualified by a unique target ID), whenever they access it.

More significantly, however, Placeholder boxes allow servers to construct a single JPP- or JPT-stream whose data-bins
provide nyuitipteattermate Tepresentations of the Sarme origimal Comtert—T 1S Carm TapperT WiTerT a Streanming eqyivalent is
identified|within a placeholder, and/or when an incremental codestream ID is identified within a placeheldey. In these
cases, an priginal box might be made available in a metadata-bin, while also being made available as a stream ¢quivalent
in yet andther metadata-bin, and/or also being made available as an incremental codestream via header; precinct or tile
data-bins{While servers might distribute the contents of all data-bins that represent an original box, for efficien¢y reasons
servers wpuld be expected to distribute only sufficient information to convey the original content,‘Unless expliditly asked
to distrijute redundant data-bins. Client-side parsers of JPP- or JPT-streams, whenr_confronted with| multiple
representgtions of an original box, might choose to ignore all but one of the representations. The expedted client
convention should have a significant impact on which metadata-bins the server chooses to actually send to a cllient.

In view of this, the following server behaviour is recommended:

- Unless a server advertises or has reason to believe otherwise,, it-should assume that the client garser will
parse a stream equivalent box in preference to the original box if the presence of both box typeg has been
signalled to the client by placeholders.

- Unless a server advertises or has reason to believe otherwise, it should assume that the client garser will
use the incremental codestream representation (header, precinct or tile data-bins) in preferencg to a raw
codestream if the presence of both box types has\been signalled to the client by placeholders.

See Annek J for further guidance regarding expected serverbehaviour.

A5 Conventions for JPP-stream or JRT=stream interoperability (informative)

This conyention describes the exchange file format for JPP-stream and JPT-stream, herein termed jpp-file ahd jpt-file
respectivgly. Such a file can contain the received JPEG 2000 data from a JPIP session (the client's cache for example), or
a subset thereof. It is possible for anothet JPIP client to read and use this file because JPP-stream and JPT-§tream are
self-descrjbing media types.

These filgs are formed by concatenation of JPT-stream or JPP-stream messages. For example, they can be formed by the
simple copcatenation of all suchynessages received by a client in a single session or from multiple sessions. Anlimproved
situation Jvould be where clients generated a valid JPT-stream or JPP-stream using a single Message Header an¢ Message
per data-tin.

It is reco
includes 4

mended that the ".jpp" and ".jpt" extensions be used for these files and, if appropriate, that the [file name
reference to a relevant JPIP target token or target—id token.

This conyerition does not specify the implementation or structure of the cache for a client. For example, a cl{ent might
use a database its-implementationof-the-cache-funet her-thara-fie ystem
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Annex B

Sessions, channels, cache model and model-sets

(This annex forms an integral part of this Recommendation | International Standard.)

B.1 Requests within a session vs. stateless requests

The JPIP protocol makes a clear distinction between two different types of requests: stateless requests and requests which
belong to a session.

The purpose of sessions is to reduce the amount of explicit communication required between the client and server. Within
a session, the server is expected to remember client capabilities and preferences supplied in previous requests so that this
information need not be sent in every request Even more |mportantly the server may keep a Iog of data it knows the
client to ' ' ] his log is
subsequently referred to as the cache model. The cache model Would typlcally be perS|stent for the duration of a session.
Unless explicitly instructed otherwise, the server may assume that the client caches all data it receives.within ja session,
and may model the client's cache, sending only those portions of the compressed image data or metadata-whichl the client
does not glready have in its cache.

Stateless fequests are not associated with any session and so shall be entirely self-contained.it*should be noted that the
term "stateless" applies only to the server, not the client. As for sessions, the client should.generally cache the [responses
from previous requests associated with the same logical target. Clients that issue multiple stateless requests fof the same
target should generally include information about their cache contents with each request; so as to avoid the trahsmission
of redundpnt data. Thus, the benefits of sessions are smaller, less complex requests and/or less redundant resgponse data
from the gerver. The benefit of stateless communication is that the server need-net maintain state information between
requests; this means that the same host need not ultimately serve all requests for‘a single target image that emgnate from
a single client.

B.2 Channels and sessions

Associatefl with each session are the following elements:
—  One or more logical targets (usually image-filés), whose content does not change over the sessign.
—  Asingle image data return type for each\logical target associated with the session.

—  For each logical target associatedswith the session, a model of the client's cache content$ shall be
maintained wherever the data return type is one of "jpp-stream" or "jpt-stream". However, this njodel need
not perfectly reflect the actual state of the client's cache. Rules governing the maintenance of cache models
are outlined in B.3.

—  One or more JPIP channgls. Clients may generally open multiple channels within the same sesgion. Each
JPIP channel mays be associated with a separate underlying transport channel (e.g., a sepdrate TCP
connection), although this might not be the case. Multiple channels allow clients to issue simultaneous
requests for multiple image regions, with the expectation that the server will respond to thesg requests
concurrently. Channels also allow for intelligent bandwidth allocation amongst different types df requests
either within a single target image or across multiple targets.

—  Wheremultiple channels are associated with the same logical target, the session cache model applies across
all\channels. Multiple clients may open JPIP channels within the same session, although this njight have
undesirable side effects if the channels refer to the same logical target.

Associated With each channel are the following elements:
— Assingle logical target (usually an image file).

—  Aserver-assigned identifier that shall be included with each request. JPIP does not define a separate session
identifier, since the channel identifier is sufficient to associate the request with its session.

—  Arrecord of the client's capabilities and preferences, which can be adjusted through appropriate request fields.
—  To the extent that the server queues requests, it should provide a separate queue for each JPIP channel.

There is a one-to-one correspondence for the client request and client response on a channel. Different JPIP channels can
be on the same transport channel or on different transport channels. Requests that use different JPIP channels can arrive
asynchronously at the server if separate transport channels are used to transport the requests. Responses that use different
JPIP channels can arrive asynchronously at the client if separate transport channels are used to transport the responses.
Servicing of multiple channels is at the discretion of the server; however, the delivery rate request field and the max
bandwidth and bandwidth slice preferences should guide the server.
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B.3 Cache model management

As already noted, one of the principal functions of a session is that of server-side modelling of the client's cache. Unless
explicitly informed otherwise, the server may assume that the client has cached all information sent in response to requests
within the session: this information need not be re-transmitted. However, that the server is not obliged to maintain a
complete cache model or indeed any cache model at all: redundant data may be transmitted in response to requests.

In addition to the impact of transmitted data, explicit cache model manipulation statements in client requests can update
the server's cache model. These statements are to be processed before determining the data that should be returned to the
client in response to its request. There are two types of cache model manipulation statements: additive and subtractive.

Additive cache model manipulation statements serve to augment the server's cache model, adding data-bins, or portions
of data-bins to the existing model. These provide a mechanism for a client to inform the server about information which
it received in a previous session, or using previous stateless requests. A server should attempt to exploit any additive
cache model manipulation statements that appear in client requests. However, servers are not obliged to maintain a
complete pache mode tements.

Subtractiye statements serve to remove data-bins, or portions of data-bins from the server's cache model~A-cllent might
issue subtfactive cache model manipulation statements in order to inform the server that it has not cachgd or has|discarded
some datg which was previously sent by the server. The server is otherwise free to assume that the'eliént has gached all
data trangmitted during the session. The server shall remove all information identified by asubtractive caghe model
statement|from any cache model (complete or otherwise) that it is maintaining.

Session-bpsed JPIP requests have side effects, which might affect the response to future requests. This is trlie also of
requests that contain cache model manipulation statements — the effects of cache madel manipulation are persistent.
Moreover, the side effects of a request arriving on one JPIP channel are reflected\in‘the response to any reduests that
might belpng to a different JPIP channel which is associated with the same logical target. This follows from the fact that
there is only one cache model for each logical target in a session.

B.4 Interrogation and manipulation of model-sets

Where a Ipgical target associated with a session contains a large.nutber of codestreams (e.g., a video target), pr a client
remains cpnnected for a long period of time, partial cache modelling becomes an increasingly likely strategy fof practical
server implementations. It also becomes increasingly likely that clients will be unable to cache all information gent by the
server. Tq avoid communication inefficiencies in such circumstances, the concept of an "mset"” (model-set) is ifitroduced.
The "mse" is the collection of codestreams for which_gliént cache contents are being modelled by the server.

In any request, the client can instruct the server teimit its "mset" to a particular set of codestreams. This provides a
convenient mechanism for clients to discard whole codestreams from their cache without running the risk that fthe server
will generlate incomplete responses to future requests for those codestreams.

"mset" refjuests also result in server fesponses which indicate the actual set of codestreams for which caghe model
informati@n is being maintained. This-allows clients to determine whether or not cache model manipulation dtatements
which refgr to a variety of codestreams will be disregarded by the server.

In the abgence of any expligit\'mset" manipulation or interrogation, the client may assume only that the server's "mset"
includes gll codestreams for which response data is generated to its request. Since servers generally have the right to limit
the scope|of a client's request to a smaller number of codestreams than the number which was originally specified, there

is no guafantee that'the server's "mset" will include all of the codestreams mentioned in a request, unless the request
mentionegl only enecodestream. These matters are explained further in C.8.6.
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Annex C

Client request

(This annex forms an integral part of this Recommendation | International Standard.)

Request syntax

Introduction

This annex describes all possible elements in a JPIP request. Each major subclause describes a group of fields and possible
values for those fields. In general, a request will consist of fields from more than one group, but some groups are
incompatible. Further, within each group, some request fields are incompatible. Some otherwise valid requests might not
be valid for use in some situations (e.g., sessions), even though this is not indicated by the BNF syntax. Finally, even with

a valid re
parse and
servers ar

NOTE
provid

Clz2
The JPIP

The elem
requests 3
and the re)

for detaily.

The field
requests g
separated
within thg

fluest, a server might not implement all possible request fields or combinations there-of, but it is rfquired to
interpret all normative request fields and respond appropriately, even if this response is an error. Details of what
b expected to implement are defined in Annex J.

— Which responses or methods for signalling error conditions are appropriate depends on the transport layen used. D.1
s examples for servers using HTTP as transport protocol.

Request structure

Fequest consists of the following fields:

- Target identification fields;

—  Session and channel management fields;
- View-window request fields;

- Metadata field;

—  Data limiting request fields;

- Server control request fields;

—  Cache management request fields;

- Upload request fields;

—  Client capability and preference fields:

nts in the request shall be sent in compliance with the selected transport protocol. For example, in HTTP, the
re expressed as the characters listedhin the BNF syntax, multiple parameters are joined with an "&" [character,
(uests can be part of the query field of a GET request, or the body of a POST request. See Annexes H, G and H

in the request shall be.sent in compliance with the selected transport protocol. For example, in HTTP, the
an be part of the query:field of a GET request, or the body of a POST request, with individual reqdiest fields
by a "&" character *~see Annexes F, G and H for details. In contexts such as these, certain characters found
BNF syntax orthe request parameters might need to be escaped in order to avoid ambiguity. For gxample, a

request flield of theyform "target=mesmy dog" should be escaped in an HTTP context, pecoming

"target
example,
S0 as to a

=me %2 6Mmy320dog", so as to avoid confusion with the "&" used to separate request fields. As another
'metareqg=[roid/w] " should be escaped in an HTTP context, becoming "metareq =%5broi¢l/ws5d"
oid,the use of non-URI character — see IETF RFC 3986 for more on reserved characters, disambiguation and

escaping

Via.the hex-hex encoding. Parsers of requests found in such contexts should be prepared to perform hex-hex

decoding

jpip

targ

of each request field.

-request-field target-field
channel-field
view-window-field
metadata-field
data-limit-field
server-control-field
cache-management-field
upload-field
client-cap-pref-field

N N N N N |

et-field target ;
subtarget ;

tid

~ >~ |
Q00
NN N
=W N
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channel-field = cid ; C.3.2
/ cnew ; C.3.3

/ cclose ; C.3.4

/ qid ; C.3.5

view-window-field = fsiz ; C.4.2
/ roff ; C.4.3

/ rsiz ; C.4.4

/ fvsiz ; C.4.5

/ rvoff ; C.4.6

/ rvsiz ; C.4.7

/ comps ; C.4.8

/ stream ; C.4.9
/ context ; C.4.10
/ srate ; C.4.11

/ roi ; C.4.12
TaYers T C.4. 13

/ mctres ; C.4.14

metajdata-field = metareq ; C.5.2
datal-limit-field = len ; C.6.1
/ quality ; C.6.2
servler-control-field = align ; C.7.1
/ wait ; C.7.2

/ type ; C.7.3

/ drate ; C.7.4

/ sendto ; C./»%

/ abandon ; G976

/ barrier ;€7

/ twait sNC.7.8
cachle-management-field = model ; C.8.1
/ tpmodel ; C.8.3

/ need ; C.8.4

/ tpneed ; C.8.5

/ mset ; C.8.6

upload-field = upload ; C.9.1
clight-cap-pref-field = cap ; C.10.1
/ pref ; C.10.2
/ csf ; C.10.3

/ handled ; C.10.4

C.13 Restrictions on combiningreguest fields
Each typd of JPIP request field shall occur no more than once in a single request.

In general, requests for image_data (view-window requests) can be combined with requests for additional [metadata.
However [there are restrictions on how the request fields may be combined.

The uplogd request fieldshall not be combined with metadata-field, data-limit-field, Of server—-dontrol-
field.

C2 Target identification fields

c.21 Introduction to logical targets

Each JPIP request is directed to a specific representation of a specific original named resource or a specific portion of that
resource. That resource might be a physically stored file or object, or might be something that is created virtually by the
server upon request.

The specific representation, whether that is the original encoded form or a transcoded form, or whether that is a specific
byte range or is the entire resource, is referred to as the logical target. The logical target is specified through three request
fields: Target ID, Target and Sub-target.

The Target request field specifies the original named resource to which the request is directed. It is specified using a
PATH, which could be a simple string or a URI. If the Target field is not specified and the request is carried over HTTP
(or HTTPS), then the JPIP server shall direct the request to the resource specified through the path component of the JPIP
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request URL. This original named resource might be an actual file or other object physically stored on the server, or it
might be something that the server creates in response to a JPIP request.

The Sub-target request field specifies the specific byte range of the original named resource (specified through the Target
request field) to which the request is directed. If the Sub-target request field is not specified, the server shall direct the
request to the entire byte range of the original resource.

The Target ID request field can be used to further specify a particular encoding of the resource in situations where the
client and server have previously exchanged data from this resource. For example, the server might have previously
supplied a transcoded version of the file to the client based on information supplied and the conditions around a previous
request. If that client has preserved the data previously transmitted in its cache, it will desire to continue to receive data
using that same transcoding so that it can continue to use the data in the cache. The Target ID is a server defined
identification string, which the server has previously associated with that specific representation of that specific original
named resource, or a byte range of some specific original named resource.

If a client ppetifies bottrtteorigimat marmed Tesource (througtTeitter the Target Tequest fretdor througtrtte patircpmponent
of the JPIP Request URL) and Target-1D, the server shall verify whether or not it can respond to the request.ir| the same
manner ag when it originally assigned that Target ID to that resource. If the server cannot respond in the(same manner, it
shall use @ JPIP-tid response header to inform the client of a new Target 1D, at which point the client will krjow that it
needs to discard any previously cached data.

If a logicql target is to be served with JPP-stream or JPT-stream messages, the server shall ensure’that the assocjated data-
bins remdin consistent throughout all responses that are issued within the same session. \Where the server, of a related
server, algo issues a Target ID, the server or related server shall ensure that the data-bins remain consistent|across all
responses|issued with the same Target ID, whether they are issued within the same s€ssicn or not.

If the chahnel 1D request field is included in the request, the request need not include Target, Sub-Target or [Target ID
fields.

The folloyving examples illustrate the specification of logical targets:
EXAMPUE 1: For JPIP request URL of

"http://ong.jpeg.org/imageserver.cgi?target= http%3A%2F%2Fone.jpeg.org%2Fimages%2Fpicture.jp2&fsiz=p00,200"
the logica] target is the entire byte range contained within the WRI "http://one.jpeg.org/images/picture.jp2,"” relgtive to the
server rodt document directory.

EXAMPLUE 2: For JPIP request URL of

"http://ong.jpeg.org/imageserver.cgi? target= http23A%2F%2Fone.jpeg.org%2Fimages¥%2Fpicture.jp2&tid=4384-

5849-af4q-3dca&fsiz=200,200" the logical"ytarget is the entire byte range contained within [the URI
"http://ong.jpeg.org/images/picture.jp2,” relative to the server root document directory, with a representation specified by
the serverjdefined Target ID 4384-5849:df4d-3dca.

EXAMPLE 3: For JPIP request URL of

"http://ong.jpeg.org/imageserver,c€gi?target= http%3A%2F%2Fone.jpeg.org%2FimagesY%2Fpicture.jp2&subtayget=103

8-13458&fsiz=200,200" the'lagical target is the range of bytes, starting with byte 1038, and all bytes up to and|including
bytes 13458, contained within the URI "http://one.jpeg.org/images/picture.jp2," relative to the server root [document
directory.

EXAMPUE 4: ForJPIP request URL of "http://one.jpeg.org/imageserver.cgi?cid=1234-5849-af4d-3dca&fsiz$200,200"
the logica) target;is the resource to which the server has associated with the channel with ID 1234-5849-af4d-Jdca.

EXAMPLESY For JPIP request URL of "http://one.jpeg.ora/images/picture.jp2?fsiz=200,200" the logical tafget is the
entire byte range contained within the file "images/picture.jp2," relative to the server root document directory.

EXAMPLE 6: For JPIP request URL of "http://one.jpeg.org/images/picture.jp2?subtarget=1038-13458&fsiz=200,200"
the logical target is the range of bytes, starting with byte 1038, and all bytes up to and including byte 13458, contained
within the file "images/picture.jp2," relative to the server root document directory.

C.2.2  Target (target)

target = "target" "=" PATH

This field is used to specify the original named resource (often the name of a file on the server). If the Target request field
is missing, then the server shall determine the original named resource by other means.

C.2.3  Sub-target (subtarget)

subtarget = "subtarget" "=" byte-range / src-codestream-specs
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byte-range = UINT-RANGE
src-codestream-specs = UINT-RANGE

This field can be used to qualify the original named resource through the specification of a byte range or a range of
codestreams in the original resource. The logical target is to be interpreted as the indicated byte range or a range of
codestreams of the original named resource. For the purpose of requests and responses involving this logical target, the
server shall assign consecutive indices starting from zero to the codestreams in this target.

NOTE — Defining a logical target as a range of codestreams thus relabels the codestreams, and effectively replaces the codestream
indices, if any, in the original resource by consecutive indices starting from zero.

The lower and upper bounds of the supplied range are inclusive, where bytes or codestreams are counted from zero.

C.24  Target ID (tid)

tid = "tid" "=" target-id

target-id = IDTOKEN

This field|can be used to supply a target-id string, which was previously generated by the server to absolttely identify
the logicql target that is being accessed, including any discretionary transcoding performed by the-server. The logical
target name is not necessarily unique and does not necessarily correspond to a single encoding of its contenty, whereas
the target-1id string, together with the original resource name and byte range, should absolUtely identify both the
imagery gnd its encoding.

If targef-id is "0", the logical target is specified through the use of the Target{ Sub-target and JPIP URL path
componet, and the client is explicitly requesting that the server inform it of the assighéd target-id, if there is one. The
server shall include a Target ID header in its response to all client requests with @target-id of "0".

target-fd shall not exceed 255 characters in length.

C3 Fields for working with sessions and channels

C.3.1 [Introduction
A requestshall be stateless unless one or both of the following conditions occur:
—  The request includes a valid Channel 1D field;

—  The request includes a New Channel-field (see below), and the server response includes a New Channel
response header with a newly issued~\channel-1id.

See B.2 for discussions on sessions and channels.
C.3.2 Channel ID (cid)
cid F "cid" "=" channel-id

chanpnel-id = IDTOKEN

—  This field is used to associate the request with a particular JPIP channel, and hence the sessior] to which
the channel belongs.

C.3.3  [New Channel (cnew)

cnew =, "chew" "=" lH#transport-name

tra pnr#—h:ma = TOKEN

This field is used to request a new JPIP channel. If no Channel ID request field is present, the request is for a new session.
Otherwise, the request is for a new channel in the same session as the channel identified by the Channel 1D request field.

The value string identifies the names of one or more transport protocols that the client is willing to accept. This
Recommendation | International Standard defines only the transport names, "http", "https", "http-tcp" and "http-udp".
Details of the use of JPIP over the "http" transport appear in Annex F. Annex G describes the use of JPIP over the "http-
tcp™ transport and Annex K describes the use of JPIP over the "http-udp™ transport.

If the server is willing to open a new channel, using one of the indicated transport protocols, it shall return the new channel
identifier token using the New Channel response header (see D.2.3). In this case, the present request is the first request
within the new channel.
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It is possible for a client to open a channel to a new logical target within the same session. To do this, the client's request
shall identify both an existing Channel ID, and a logical target. When opening a new channel to the same logical target
which is associated with an existing channel, there is no need to specify the logical target explicitly.

If the server is not willing to open a new channel, it shall not return a New Channel response header, but the request shall
be serviced as though the New Channel request field had not been included. This means that a request that specifies an
existing Channel ID shall be treated as a request within that channel, while a request that includes no Channel ID request
field shall be treated as a stateless request. In the event that the New Channel request identifies a different logical target
to that which is associated with the supplied existing Channel 1D, the server will not be able to respond to the request
without either issuing a new Channel ID or returning an error code.

EXAMPLE 1: "target=nice.jp2&cnew=http" requests the first channel of a new session to the image "nice.jp2" using the
"http" transport. If no channel is assigned by the server, the request will be treated as stateless.

EXAMPLE 2: "cid=013ac8&cnew=http-tcp" requests a new channel within the same session which is associated with

Channel IPp013ac8-TheTew thranmetistouse the “http=tcp“transport amd Tefers tothe same-togicat targetas Channel 1D

013ac8. A single cache model is shared by these channels. If no channel is assigned by the server, the seryepshall treat
the requegt as though the New Channel request field had been omitted.

EXAMPUE 3: "target=nice.jp2&cid=013ac8&cnew=http" requests a new channel within the same ‘session| which is
associateq with Channel ID "013ac8." The new channel is to use the "http" transport. The logicaltarget assocjated with
the new channel is distinct from that associated with Channel ID "013ac8" and a separate cache,model is used for the new
channel. The cache models for both targets are associated with this common session.

C.3.4  [Channel Close (cclose)

cclose = "cclose" "=" ("*" / l#channel-id)

This field is used to close one or more open channels to a session. If the valué field contains one or more ¢hannel-id
tokens, they shall all belong to the same session. In this case, the Channel IDsrequest field is not necessary, but if provided
it shall alqo reference a channel belonging to the same session.

If the valye field is "*", the session shall be identified by the inclusion’of a Channel ID request field, and the sgrver shall
close all ghannels associated with the session.

The server shall complete its response on any channel specified in the Channel Close request before actually dlosing the
channel.

The comBination of "wait = yes" with "cclose=*" is;not recommended. If this situation is encountered, the $erver can
decide which of the two takes priority.

C.35 Request 1D (qgid)
gid F "gid" "=" UINT

This field|is used to specify a Request. ID value. Each channel has its own request queue, with its own Request ID counter.
The server may process requestSiwhich do not contain a Request ID, or whose Request ID is zero, on a first-come-first-
served bagis. However, it shall-not process a request which arrives with a Request ID value of n until it has prdcessed all
requests with request ID values of no to n—1, inclusive. Here ng is the gid supplied in the request which originally created
the channgl, or is equahto™1 if no gid was present when creating the channel.

NOTE|- The responise to a request containing cnew which results in the creation of a new channel is processed as if the request

were igsued inithe:new channel. This means the next request with a non-zero gid value to be processed in the new channel has the
gid valuengt+l.

C4 View-window request fields

C.41  Mapping view-window requests to codestream image resolutions and regions

The purpose of JPIP is to provide portions of a JPEG 2000 image and associated metadata in response to requests from a
client. This is done via a sequence of requests and responses. For the image portion, the data requested can be less than
the full image in terms of image frame size, region, quality, and/or components.

In the simplest case, the image portion in question is defined directly with respect to the high resolution reference grid of
the JPEG 2000 codestream(s) identified in the request, not the sampled grid of any particular image component. More
generally, however, clients can request higher level image objects (e.g., JPX compositing layers or MJ2 video tracks) via
the Codestream Context request field (see C.4.10). In this case, the requested image portion might need to be subjected
to a coordinate transformation, in order to determine the portion of each associated codestream which is being requested.
These coordinate transformations are described in C.4.10, and they shall be understood in terms of the following
description of codestream image regions.
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Codestregm image regions are described using 3 n-dimensional parameters where n is the number of dimensions required
to describg this image. The size parameters and offset parameters specify the extent and location of the/désired cpdestream
image regjion with respect to a whole image that has the given frame size. Figure C.1 demonstrates'this set-up for regular
images with n = 2, but the construction carries over naturally to a higher number of dimensions.\For most of this $ubclause,
only this gase is considered, denoting the frame size by parameters fx and fy, the offset of the region by pargmeters ox
and oy anpl denoting the size of the region by parameters sx and sy as indicated in Figure,C.1.

EXAMPUE: A client wishing to fill a 640 x 480 display with the whole image."Could make a request gs follows
"fsiz=¢40,480&rsiz=640,480&roff=0, 0". Note that this can be done regardless of the original sjze of the
image (and indeed without knowing the original size of the image).

When nofe of the available image resolutions in the JPEG 2000 codestream correspond exactly to the requedted frame
size, the feturned image data might be larger or smaller than the requested frame size, and might even differ| in aspect
ratio. The| server shall determine a suitable codestream image resélution, denoted by size parameters £x' apd fy',
and a suifable region on the codestream, denoted by parameters sx', sy', ox' and oy"', as shown in Flgure C.2.
Although|the client can specify the direction for rounding, aspart of the Frame Size request field, the client shall be
prepared {o deal with returned data that does not match the.fequested parameters exactly.

.
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Figure C.2 — Desired region with respect to the subsampled reference grid

As shown in Figure C.2, the size of the suitable codestream image resolution is given by £x' =Xsiz' -XOsiz' and

fy' = Ysiz' - YOsiz',where XOsiz',YOsiz',Xsiz',and Ysiz' are derived using Equation C-1.
. XOsiz . YOsiz . Xsiz . Ysiz
XOsiz' = : YOsiz' = oXsiz'=| —— | Ysiz'=| — (C-1)
2" 2" 2 2
where:
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r is determined by the server in order to match the requested image size (£x and fy) as closely as possible,
subject to any rounding preferences supplied via the Frame Size request field.

Here, XOsiz, YOsiz, Xsiz and Ysiz are taken from the relevant codestream's SIZ marker segment. It is natural to interpret
r as a number of discarded highest DWT levels, and indeed r shall be an integer no less than 0. However, the value of r
is not limited by the number of DWT levels which were used to compress any tile-component in the codestream.

Once the suitable frame size, £x' and £y ', have been found, the region size, sx' and sy ', and offset, ox' andoy"',
associated with the codestream image region are determined by Equation C-2.

r_ K . r_ M . r_ K _ r. r_ M _ ! .
0X {ox fo’ oy [oy ny, SX {(sx+ox) fxw ox'; sy {(sy+oy) fy—‘ oy (C-2)

EXAMPLE 2: Suppose the requested Frame Size is 128 x 128, and the image on the codestream’s high resolution
reference [gridis descrited by XOsiz=127, Xsiz=648, Y Osiz=0—amd—Ysiz=564—Suppose atso that-3tevetsgf wavelet
transform|exist for all image components in the codestream. The available codestream image sizes are then;

521504 || 948 || 127y 2041
1 1 1

260x 252 % - E by % -0
2 2 2

130x126 % - E by % -0
4 4 4

oes  [[68] [127] by [504]
8 8 8

Thus if the request is for a larger frame size (round-di rection/is round-up) the returned frame size wil| be 260 x
252. If the request is for a smaller frame size (round-directdon is round-down), then a 65 x 63 frame size will be
used. Notp that, as in this example, the available codestream,image frame sizes are not generally exact powers|of 2.

Subsamplling of an image component, as specified by XRsiz and YRsiz, has no effect on the interpretatjon of the
requested|image region or image resolution within any:-requested codestream.

EXAMPLE 3: A request for a 256 x 256 region.from the upper left corner of a 512 x 512 image can be made vith:
fsiz=512,512&rsiz=256,256
Suppose the codestream contains an(image subsampled in components 1 and 2 but not in component 0. Spgcifically,
suppose Ksiz=1024, Ysiz=1024, X0siz=0, YOsiz=0, and XRsiz’=1, YRsiz%=1, XRsiz!=2, YRsiz!'=2,

XRsiz?=pP, and YRs1iz?=2. The:server would leave out the highest resolution level of all three components, and return

tiles or precincts sufficient to provide 256 x 256 samples of component O, but only 128 x 128 samples of confponents 1
and 2. The client thus has data to display the upper left corner at half the size of the full image and still subsampled. If
the client desires to display non-subsampled chroma components, it could issue an additional request such as:

fsiz=1024,1024&rsiz=512,512&comps=1,2

The servgr would then return sufficient data to provide 256 x 256 samples of components 1 and 2, which could be
combined with'the component 0 data already received to obtain a non-subsampled but half-sized image.

If all three components had been subsampled, the server would provide only 128 x 128 samples of all three components
for the original request (fsiz=512,512&rsiz=256,256) since image resolution and image regions are assessed
with respect to the reference grid of each requested codestream.

The above considerations for two dimensional images carry over naturally to images of higher dimensionality, e.g., to the
case n = 3 where a third coordinate is added to each group of parameters. Specifically, the frame size is then represented
by three numbers fx, fy and fz, the offset by o0x, oy and 0z and the region size by sx, sy and sz. In that case, Equation C-1

extends to:
Z0siz’ {ZOSle Zsiz' ={ﬂ—‘
of r
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where ZOsiz and Zsiz specify the original image offset and canvas size in the Z direction, respectively. Equation C-2

extends to:
, fz' , fz' ,
0z'=|0z-| — sz'=|(sz+0z)-— |-0z
fz fz

For images represented by Rec. ITU-T T.809 | ISO/IEC 15444-10 codestreams, ZOsiz and Zsiz are taken from the relevant
NSI marker segment.

For images represented by Rec. ITU-T T.801 | ISO/IEC 15444-2 codestreams that involve wavelet-based multiple
component transformation, the generated output components of the codestream can be interpreted as the third (2)
dimension of the volumetric image. In this situation, clients can either choose to use the two-dimensional or three-
dimensional request syntax to fetch data from the server and, in the case of three-dimensional requests, servers can make
their own determination of suitable values for ZOsiz and Zsiz as well as the association between volumetric slices and
generated[ output components of the codestream. For two-dimensional requests, 1t 1s up to the client to detdrmine the
componerts that are associated with slices of interest and make the necessary requests; for three-dimensianal-rpquests, it
is the duty of the server to find the relevant components for the requested image volume. In the latter case, servers are not
required tp honour the comp and mctres fields, see clauses C.4.8 and C.4.14, and their usage by clients.is discquraged in
this case.

Notwithstanding the fact that servers can make their own determination of suitable values for’Z0Osiz and Zs|z and the
association between slices and generated output components, when responding to a client request involvjng three-
dimensiomal request syntax for a volumetric image that uses a wavelet-based multiple=component transformation, they
are recommended to make this choice using the following steps.

1. ZOsiz should be taken identical to the minimum of all Omcc' (values in all MCC markers Yvithin the
codestream identified by the request, see Rec. ITU-T T.8014SO/IEC 15444-2. This choice|ensures a
reasonable definition of the resolution levels in the Z direction compatible to the origin of the wavelet
transformation, and eases the extraction of lower-resolution-images from the stream.

Zsiz should be taken identical to the number of slices'identified in Step 3 below.

In the case where a Rec. ITU-T T.801 | ISO/IEC 15444-2 conforming file format is available forthe target
of the request:

a.  All compositing layers of the file that-use the codestream that is the target of the request should be
identified and each compositing layerin this set should be identified with one slice of the Jolumetric
image. The Z coordinate to be @ssigned to the first compositing layer in this set is to be [ZOsiz, as
determined above, after which\all following slices are assigned consecutive ascending Z cgordinates
in the order they appear in the file.

b. For each compositingAdayer, the channels that are relevant to the request should be determined using
any channel defipition box found within the compositing layer. If the layer contains p channel
definition box, the*relevant channels are those that are associated with a colour via the Asgc field of
the channel definition box; otherwise, all channels of the compositing layer are relevant.

c. For each ‘relevant channel of a compositing layer (slice), the slice should be associate¢l with all
generated’output components used to provide the data for that channel. For palette mappdd images,
the,Gomponent mapping box is also involved in determining this set of associated compongnts.

Iif no Rec \ITU-T T.801 | ISO/IEC 15444-2 conforming file format is available, servers should use| whatever
ther descriptive data might be available to them, outside the scope of this Recommendation | Intgrnational
tandard, to identify volumetric slices and the set of generated output components associated which gach slice,
ighi i i i igni i i i Ibsequent
slice in the order determined by this descriptive data. The descriptive data, in this case, might be defined in other
members of the Rec. ITU-T T.8xx | ISO/IEC 15444-x family of Recommendations | Standards, or otherwise.

If no Rec. ITU-T T.801 | ISO/IEC 15444-2 conforming file format is available, nor any other descriptive data as
detailed above, the following procedure can be used as a last resort to come to a reasonable definition of slices:

a. Acodestream is identified as a grey scale volume image if each generated component is reconstructed
by exactly one transformation stage, as defined by Rec. ITU-T T.801 | ISO/IEC 15444-2, and if the
type of the transformation stage is a wavelet transformation. A codestream is identified as a colour
volume image, if each generated component is reconstructed by exactly two transformation stages of
which the first one, which is applied to the spatial components of the codestream, is a wavelet
transformation, and of which the second one is not a wavelet transformation, but a decorrelation or
dependency transformation. All other set-ups cannot be handled by this procedure.
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For each generated output component g, the MCC marker MCC!, that describes the wavelet
transformation step taken to compute g from the spatial components of the canvas system, is
identified; there should be exactly one such marker.

If the image is a grey-scale image, the index j is found in the output component collection of that
marker such that Wmccl equals g; equivalently, j is the output slot in the transformation that generates
component g. Then generated component g contributes to the slice with Z = j + Omcc'. This provides
a Z coordinate for the component g based on the ordering of the output of the wavelet transformation
step.

If the image is a colour image, all intermediate input components of the dependency or decorrelation
transformation required to reconstruct the generated output component g are found first. For each
such intermediate input component, the Z coordinate for that component is found in the manner
described above for grey-scale images. If this Z coordinate differs amongst the intermediate input
components involved in the reconstruction of generated output component g, then this procedure fails.

i7

un

11

mg

Frame Size (fsiz)

= "fgiz"™ "=" fx "," fy ["," round-direction]

UINT

UINT

If this procedure succeeds in assigning a Z coordinate to each generated output compengnt of the
codestream then the Z coordinates are contiguous, ascending from the ZOsiz value féund|in Step 1,
and Zsiz is the number of distinct Z coordinates assigned.

d-direction = "round-up" / "round-down" / "closest"

is used to identify the resolution associated with the requested view=window. The values £x and fiy specify

sions of the desired image resolution. The round-directiofivalue specifies how an available ¢

bdestream

blution shall be selected for each requested codestream, if the requested image resolution is not availaple within

tream. The requested frame size is mapped to a codestream image resolution, following the procedure

described

possibly with the addition of coordinate transformations requested via a Codestream Context redquest field
0). A client wishing to control the exact number ofsamples received for a particular image comporjent might

crease the requested frame size, as explained i’ C.4.1. The round-direction options defin

bd by this

ndation | International Standard are described’ig-Table C.1.

Table C:1 = Round direction options

Rdg

und-direction Meaning

"round-up" For'each requested codestream, the smallest codestream image resolution whosg width

and height are both greater than or equal to the specified size shall be selected. Iff there is
none, then the largest available codestream image resolution shall be used.

"round-down" For each requested codestream, the largest codestream image resolution whose Yvidth and

height are both less than or equal to the specified size shall be selected. If there |s none,
then the smallest available codestream image resolution shall be used. This is thp default
value when the round-direction parameter is not specified.

"clogest" For each requested codestream, the codestream image resolution that is closgst to

the specified size in area (where area = fx x fy) shall be selected. Where two coflestream
image resolutions have areas which are equidistant from fx x fy, the larger of thp two

shall be selected-

If the Frame Size request field is omitted from a view-window request and metadata-only is not specified in a
metadata request field (see C.5.1), the requested view-window includes no compressed image data and no tile-specific
headers, but it does include all other header (codestream and file format) information that would have been returned had
the client included the Frame Size request field. See C.5.1 for further information on the file format information
(metadata) which is implicitly requested along with the view-window request.

C.4.3  Offset (roff)
roff = "roff" "=" ox "," oy
ox = UINT
oy = UINT
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This field is used to identify the upper left hand corner (offset) of the spatial region associated with the requested
view-window; if not present, the offsets default to 0. The actual displacement of a codestream image region from the
upper left hand corner of the image, at the actual codestream image resolution selected by the server, is obtained following
the procedure described in C.4.1, possibly with the addition of coordinate transformations requested via a Codestream
Context request field (see C.4.10).

Use of the Offset field is valid only in conjunction with the Frame Size request field.

If a codestream image region specified using Region Size and/or Offset turns out to be empty (no area), the server's
response should not include any compressed image data for that codestream. In particular, responses of type JPP-stream
or JPT-stream should contain no messages which reference precinct, tile or tile-header data-bins of that codestream. The
server can, at its discretion, opt to return main header or metadata-bin messages that would have been returned in response
to a request that omitted the Frame Size request field.

C.4.4  Region Size (rsiz)

rsizl = "rsiz" "=" sx u’u sy
sx o UINT
sy = UINT

This field] is used to identify the horizontal and vertical extent (size) of the spatial region associated with the [requested
view-winglow; if not present, the region extends to the lower right-hand corner of the image~The actual dimerjsions of a
codestrean image region, at the actual codestream image resolution selected by the server;are computed follpwing the
procedurd described in C.4.1, possibly with the addition of coordinate transformations requested via a Cdestream
Context request field (see C.4.10). A requested codestream image region need notngeéssarily be fully contairjed within
the codesfream, in which case the server simply takes the intersection between the available codestream image flegion and
the requegted region.

Use of the Region Size request field is valid only in conjunction with the Erame Size request field.

The codegtream image region may be empty, for example if sx orisy were zero. If empty, then the server'§ response
should nqt include any compressed image data for that codestréam. In particular, responses of type JPP-{stream or
JPT-stream should contain no messages which reference precingt, tile or tile-header data-bins of that codestfeam. The
server car], at its discretion, opt to return main header or metadata-bin messages that would have been returned if response
to a request that omitted the Frame Size request field.

C.45 |Frame size for variable dimension data-fvsiz)
fvsilz = "fvsiz" "=" 1#UINT ["," round-direction]

round-direction = "round-up"s\/_ "round-down" / "closest"

This requgst takes a variable number of arguments. There shall be as many numerical arguments as there are d{mensions
in the soufce codestream. Specifically, if the image is a regular two-dimensional image, this request field is eqgivalent to
the fsiz|field with the first argument defining £x and the second defining fy. If the source stream represents yolumetric
data, ther¢ shall be three numerical arguments, specifying the view-window extents £x, fy and £z, in that order.

This field|is used to identify-the resolution associated with the requested view-window. The numerical arguments specify
the desirefl image resalution, one per dimension. The round-direction value specifies how an available cpdestream
image resplution shall be selected for each requested codestream, if the requested image resolution is not availaple within
that codegtream: The requested frame size is mapped to a codestream image resolution, following the procedure|described
in C.4.1, possibly with the addition of coordinate transformations requested via the Codestream Context request field (see
C.4.10).

C.4.6  Offset for variable dimension data (rvoff)

rvoff = "rvoff" "=" #1UINT

This field is used to identify the upper left (front) corner (offset) of the spatial region associated with the requested view-
window; if not present, the offset defaults to 0. The actual displacement of a codestream image region from the upper left
(front) corner of the image, at the actual codestream image resolution selected by the server, is obtained following the
procedure described in C.4.1, possibly with the addition of coordinate transformation requested via a Codestream Context
request field (see C.4.10). This field takes a variable number of arguments, there shall be as many arguments to the rvof £
field as there are dimensions in the source stream. Specifically, for regular two-dimensional images exactly, two
arguments are required and this field is equivalent to ro £ £. For volumetric images, exactly three arguments are required,
which define ox, oy and oz.
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Use of the Offset field for Variable Dimension Data is valid only in conjunction with the Frame Size request field for
Variable Dimension Data. If the view-window specified using Region Size and/or Offset turns out to be empty (no area),
the server's response should not include any compressed image data. In particular, responses of type "jpp-stream” or "jpt-
stream" should contain no messages which reference precinct, tile or tile-header data-bins. The server can, at its discretion,
opt to return main header or metadata-bin messages that would have been returned in response to a request that omitted
the Frame Size request field.

C.4.7  Region size for variable dimension data (rvsiz)

rvsiz = "rvsiz" "=" #1UINT

This field is used to identify the extent (size) of the spatial region associated with the requested view-window; if not
present, the region extends to the lower right (back) corner of the image. The actual extent of the view-window, at the
actual resolution level selected by the server, are computed following the procedure described in C.4.1. The view-window
need not necessarily be fully contained within the image itself, in which case the server simply takes the intersection
between the TOlT Tmage region and e requested VIEW-WIndow.

This field|takes a variable number of arguments, and there shall be exactly as many arguments as there are dimgnsions in
the target|stream. If the view-window specified using Region Size and/or Offset turns out to be empty (no [area), the
server's response should not include any compressed image data. In particular, responses of type "jpp-stream" or
"jpt-stream" should contain no messages which reference precinct, tile or tile-header data-bins\>The server fan, at its
discretion}, opt to return main header or metadata-bin messages that would have been returnéd”in response tol a request
that omitted the Frame Size request for Variable Dimension Data field. In case the image.is’a regular two-dinensional
image, this request takes two arguments, and is identical to the rsiz field. For volumetric images, the three arguments

are sx, sl and sz, in this order.

C438

compls = "comps" "=" 1#UINT-RANGE

Components (comps)

This field|is used to identify the image components that are to be included in the requested view-window; if ngt present,
the request is understood to include all available image components.of all codestreams identified via the Cpdestream
request field, and all relevant components of all codestreams.requested via the Codestream Context request field
(see C.4.70). These "relevant” components are those which-are involved in the reproduction of the image entities
(e.g., JIPX| compositing layers or MJ2 video tracks) which are specified via the Codestream request field.

in this request field represent the indices ofithe image components of interest. Image component inflices start
d have the interpretation assigned to .them by the JPEG 2000 codestream syntax, as described |in ITU-T
| ISO/IEC 15444-1, but note that these-are the components which are obtained by decoding and inverge wavelet
transformjng the compressed data, prior to.the application of the inverse RCT or ICT component transform. For
codestreams conforming to Rec. ITU-T T.801 | ISO/IEC 15444-2, the components identified here are those idgntified as
"spatial cgmponents", i.e., those obtainech\by decoding and inverse wavelet transforming the compressed data, grior to the

Non-existent components in.any) of the requested codestreams shall be disregarded.

Usage of the comps fieldin combination with the Frame, Region or Region Offset request field for Variable Dimension
Data with| three or meore-numerical arguments on Rec. ITU-T T.801 | ISO/IEC 15444-2 codestreams is discouraged and
servers cannot be expected to handle it.

C.49 |Codestream (stream)
str me — ot PaeLL L= 1) ‘\# —wmp‘\ A_vamg
sampled-range = UINT-RANGE [":" sampling-factor]

sampling-factor = UINT

This field is used to identify which codestream or codestreams belong to the requested view-window. If the field is omitted
and the codestream(s) cannot be determined by other means, the default behaviour is for servers to associate the request
with the single codestream that has identifier 0.

NOTE — The Codestream Context request field (see C.4.10) provides an additional means for requesting codestreams.

For JPEG 2000 family targets, codestream indices are those which are embedded in the corresponding Placeholder box
that appears within the appropriate metadata-bin, as described in A.3.6. For file formats which have implied codestream
identifiers, those identifiers should agree with the indices used here.
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Where a range of codestreams is identified, the absence of an upper bound means that the range extends to all codestreams
with larger identifiers. Where an upper bound is provided, the upper bound provides the absolute identifier of the last
codestream in the range.

Whether or not an upper bound is provided, a codestream range may be qualified by an additional sampling-factor.
The sampling-factor, if provided, shall be a strictly positive integer, F. The range then includes all codestream
identifiers L+Fk which lie within the unqualified range, where L is the identifier of the first codestream in the range. The
client's index of the codestreams of interest is k and k is a UINT.

C.4.10 Codestream Context (context)
context = "context" "=" l#context-range

context-range = jpxl-context-range / mj2t-context / jpm-context / jpxf-context-range
/ reserved-context

jpm-[context = "Jpmp" <" jpm-pages "> [ jpm-objects ]
jpm—-jpages = [ jpm-page-collection ":" ] Jjpm-sampled-range
Jjpm-jobjects = "[" jpm-object-range "]"

Jjpm-lpage-collection = object-id

jpm-lsampled-range = page-object-range [ ":" sampling-factor ]

pagel-object-range = 1# (object-id [ "-" [ object-id ] 1)

jpm—fobject-range = UINT-RANGE ":" jpm-object-type / UINT-RANGE
/ ":" Jjpm-object-type

jpm-fobject-type = "mask" / "image" / "nostrm"

object-id = UINT / TEXT-LABEL

Jjpxll-context-range = "jpxl1" "<" jpx-layers ">" { VI[" Jjpxl-geometry "]" ]
jpx-llayers = sampled-range
Jjpxll-geometry = "s" jpx-iset "i" jpx-inum

Jjpx-liset = UINT
jpx—finum = UINT
mj2tf-context = "mj2t" "<" mj2-track ">" [ "[" mj2t-geometry "]" ]

mj2-ftrack = NONZERO ["+" "now(' ]

mj2tl-geometry = "track" /~"“movie"

resgrved-context = 1% ( TOKEN / "<" / ">" / w[m / m]n / m_w / wgn o/ owgw)
jpxfl-context-range F\"Jjpxf" "<" jpx-frame-indices ">" [ "[" jpx-thread "]" ]
jpx-{frame-indices = sampled-range

jpx-fthread =<UINT

This field can be-used to request codestreams indirectly via "higher level" image entities. This Recommegndation |
Internatiopal Standard defines contexts corresponding to JPX compositing layers (a JPX compositing layer might involve
one or mored,codestreams), MJ2 or J2KS video tracks and JPM pages; however, the mechanism is degigned for
extensibilfty:

If a Codestream Context request field is supplied, the requested view-window includes each of the codestreams which
are associated with the requested context(s), in addition to any codestreams requested via the Codestream request field.

The body of a Codestream Context request field consists of one or more context-range values. Each context-
range is associated with a set of codestreams which can be determined by the server. A context-range can also
identify coordinate remapping transformations which shall be applied to the Frame Size, Region Size and Offset
parameters in order to determine the codestream image resolution and codestream image region for each of the
codestreams associated with that context-range. Where the server is prepared to process a context-range, it
shall identify the codestreams which are associated with that context-range by means of a Codestream Context
response header.
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This Recommendation | International Standard defines four specific types of context-range, which are intended to
address the needs of JPX, MJ2, J2KS and JPM file formats. The first of these context-range types, jpxl-
context-range, is used to identify one or more JPX compositing layers. The indices of the compositing layers
associated with a jpxl-context-range are supplied in the form of a sampled-range, following the same
semantics as sampled codestream ranges in the Codestream request field. Where a jpxl-context-range is
processed by the server, the codestreams belonging to the corresponding compositing layer(s) shall be identified within
a Codestream Context response header.

A jpxl-context-range can identify an optional coordinate remapping transformation, to be used in deducing the
codestream image resolution and the codestream image region for each of its codestreams. This coordinate remapping
transformation is determined by two non-negative integers, jpx-iset and jpx-inum. Together, these two integers
identify a specific compositing instruction within a JPX Composition (comp) box, found within the scope of the logical
target. The specific instruction in question is located in the instruction set (iset) box whose ordinal position (starting
from 0) within the composition box is given by the jpx-iset value. The jpx—inum value gives the ordinal position
(starting :lrom 0) of the instruction within that instruction set box. The interpretation of these indices is indegendent of
repeat coynts which might appear within a JPX composition box.

When Jjpk-iset and jpx-inum values are processed by the server, the requested frame size and-region garameters
fx, fy, 4%, sy, ox and oy, shall first be mapped to modified frame size and region parameters,£x", fy", 4x", sy",
ox" and ¢y using the expressions in Equation C-3. These modified region parameters shall be ealculated separately for
each reqyested codestream and shall then be used in place of fx, fy, sx, sy, ox anthoy when determining the
codestrea image resolution and the codestream image region following the procedure described in C.4.1.

First, defihe the rotated frame size, offset, width and height of the composite image.as follows:

oxFpyf, | (fx-ox-sx), (fy-oy-sy),
Xoi';st' Yoi';st (Wcomp N XOinst - Wtinst )’ (H comp — YOinst - Htinst)
fx, fy, ox, oy, Weomg; Hcomp} if Rjnst =07 | NoFlip
L XoinsthOinst’ Wtinst’ Htinst
F
fy. . o, % HCO”‘D’W“"“D} if R, =90° | NoFlip
L Yoinstv xoinsta Htinsta VVtinst

F F
o b Hmp} f R s =180° | NoFlip
L xoinsv Yoinst'Wtinst’ Htinst

] F
fy, fx, oy", ox, Hcomp’Wcomp} if Rj =270° | NoFlip

fxe,fye,oxei()ye,wceomp,Hgomp, 2L Yoilzst’ Xoinst’Htinsthtinst
XOien t Yo?nst’Wtiensti Ht?nst fx, fy, ox", oy , Weomp: Hcompa:l if R, .. =0° | Flip
L xoiﬁlsthoinst'Wtinst' Htinst i
fy, fx, oy, ox, Hcomp1Wc0mp} if R; ., =90° | Flip
L YOinst’ XOinstv Htinsta Wtinst et

Flip

F
fx, fy, ox, oy s Weomp: Hcomp} if R; =180°
E Ins
L Xoinst’ Yoinsztinst' |_|tinst

1C-3a)

‘ c E E ., 1
1y, TX',: oy -, OFX , I‘Icomp,VVcompaJ if R, =270 | Flip
Yoinst’ Xoinst’ HtinshWtinst

In the above, Weomp and Heomp are the width and height of the composited image, specified in the composition box; Wtinst
and Hti.s are the composited width and height as determined by the compositing instruction; XOinst and Y Oing; are the
horizontal and vertical compositing offsets as determined by the compositing instruction; Wsinst and Hsinst are the width
and height of the potentially cropped compositing layer as determined by the compositing instruction; XCinst and Y Cinst
are the horizontal and vertical compositing layer cropping offsets as determined by the compositing instruction; and Rinst
is derived from the ROT field of the compositing instruction, if any. If the compositing instruction contains no ROT field
or the ROT field is 0, Rins=0°|NoFlip. Otherwise, the rotation angle for Rinst (expressed in degrees clockwise) is obtained
from the least significant 3 bits of the ROT field defined in Rec. ITU-T T.801 | ISO/IEC 15444-2, while the Flip|NoFlip
status for Rinst is set to Flip if bit 4 of the ROT field is non-zero and NoFlip otherwise.
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Then, define the modified frame size £x”, f£y" as follows:

6
XRreg . Wtinst . Wcod

6
0 YRreg . Htinst . Hcod

fxll — fxe . . fyll — fy (C-3b)
0 ! 0
Xsreg Wsinst Wcomp YSreg Hsinst Hcomp
To compute the modified region, first define the clipped region edges:
0 0
o X | o Ty
Xmin =| XOinst*—5— 1 Ymin =| YOnst ' —5
Wcomp Hcomp
(C-3c)
[ 0 o | ™° —’ [ 0 o ) T’ —‘
Xlim = (Xoincf + Wtinct)'o— : Yiim= (Yoincf + Htinqt)’ 8
comp I"comp |
The modified region size sx” and sy” and region offsets ox” and oy” are then given as:
sx"= min {(oxe + sxe) Xlim}_ max{oxe, Xenin }
i1} H 9 9 9
sy = min {(0)/ +3sy ) ylim}_ max{oy ) ymin}
XO wit? fx ©
ox"= maX{oxe, Xmin }— XOfhst —| XCingt = — 2 |- =il o (C-30)
xsreg Wsinst Wcomp
YO Hto fy9
" e e re
oy = max{oy » Ymin }_ YOinst —| YCinst — vS ok H inst 0
reg Sinst Hcomp
The modified view-window region, defined by sx", sy", ox™ an® o¢", can potentially lie slightly to the leff or above
the origin] That is, ox" and/or oy" may be negative. Any portien of the view-window region which lies to the left or
above thejorigin should be ignored when determining the codestream image region following the procedure described in
C.4.1.
If jpx-ilset and jpx-inum values are not supplied, the modified region parameters to be used in place df fx, fy,
sx, sy, ax and oy are given by the expressions;if’Equation C-4. As before, these modified parameters shajl be used
when detgrmining the codestream image resolution and the codestream image region, following the procedurelin C.4.1.
fxne| palnred Meod | pon_| gy YRreg Heod
Xsreq Wreg Ysreg Hreg
X0 YO
ox"=ox | —=9 R ; oy"=oy- —xeg LY (C-4)
Xsreg Wreg Ysreg Hreg
sx"=sx; sy"=sy
The second type of context-range described by this Recommendation | International Standard, mj2t-dontext,
allows clipnts tefequest specific tracks from an MJ2 or J2KS file. The mj 2-track identifier shall be a strictly positive
integer, s|neé 1-is the smallest allowable track identifier permitted within an MJ2 or J2KS file. If an mj2-track
identifier inclides the aptional "+now" suffix, the m32+ -context consists of all codestreams belonging ta the MJ2 or

J2KS video track, starting with the codestream whose capture time corresponds to the time at which the request is
received. This is useful when the source is a live video stream. Otherwise, the server can associate "now" with any
codestream it sees fit. If the "+now" suffix is not included, the mj2-context consists of all codestreams belonging to
the MJ2 or J2KS video track.

An mj2t-context can specify a coordinate remapping transformation, to be used in deducing codestream image
resolutions and codestream image regions for each of its codestreams. If not present, the frame size and region parameters
supplied via Frame Size, Offset and Region Size request fields shall be interpreted directly following the procedure
outlined in C.4.1. Otherwise, one of two types of coordinate transformation is being requested, as identified by the
appearance of one of the "track™ or "movie" tokens.

Where "track” is specified, the Frame Size, Offset and Region Size request fields are being used to identify a desired
presentation size and a desired rectangular region within the smallest bounding rectangle which contains the track's
presentation, at this desired presentation size. The geometric transformations described by the MJ2 Track Header (tkhd)
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box shall be applied to determine a corresponding image resolution and region on each codestream associated with the
track.

Where "movie" is specified, the Frame Size, Offset and Region Size request fields are being used to identify a desired
size for the entire (possibly composited) reproduced movie, and a desired rectangular region within the smallest bounding
rectangle which contains the movie, at this desired size. The geometric transformations described by the Track Header
(tkhd) box shall be combined with the geometric transformations described by the Movie Header (mvhd) box and applied
to determine a corresponding image resolution and region on each codestream associated with the track.

In the event that a server is unable to apply any of the mj2t-context geometric transformations described above, it
provides a modified mj2t-context string in its Codestream Context response header.
NOTE 1 - The use of the Codestream Context request field together with the Codestream request field can result in a codestream

being requested multiple times with different geometric transformations of the Frame Size, Region Size and Offset request fields.
Where this happens, multiple disjoint or overlapping image portions of that codestream are effectively being requested.

NOTE 2 —The expressions in Equation C-4 can equivalently be obtained by setting XScomp=WSins=Wtinst=Whreg,
Y ScompFHSinst=Htinst=Hreg and XOinst=Y Oinst in Equation C-3 when the limits on sx", sy", ox" and oy" are not bounded by x1m,
Xminy Ylimy Ymin-

The third|type of context-range described by this Recommendation | International Standard, jpm-context, allows
clients to fequest specific layout objects from a JPM file. The simplest usage allows a request to be niade for all the items
needed to|render a single page. More complex usage allows only some of the layout objects or anly one type of object to
be requested. The jpm-context always contains a request for specific pages, it can also contain a specification for
page collgctions, a list of layout objects, and object types.

If jpm-clontext has no jpm-page-collection item then the main page collgetion is assumed. If TEXT-LABEL
is specifigd in the jpm-page-collection item it shall correspond to a label of a page collection box in|the target
JPM file. JIf UINT is specified in the jpm-page-collection item it indicates-the page collection box in that position
in file, where page collection boxes are numbered from 0.

A range qf pages is a required part of the jpm-context. The pagedrange could be "0-" which would spedfy all the
pages in the page collection. Pages are numbered by following the_page collections and pages in the JPM file, and
assigning|the number O to the first page in a depth first tree walk. The root of the tree is given by the jpm-page-collection
item or thp main page collection if no jpm-page-collection is partof the request. Loops in the page collection tfee should
be detectdd and an error condition returned.

If a "sampling-factor" is used as part of the jpm-sampled-range, the client desires pages starting with the first pumber in
each rangg, and less than or equal to the last numberin‘the range, and at all integer multiples of the sampling-factor plus
the initial|page number. Thus two sampling ranges itis possible to request even and odd number pages using a pampling-
factor of 2, by starting each range with an even-ar odd number.

If the jplh-context has no jpm-opbgact-range item then it is considered to be "1-" which correspgnds to all
objects on the page except the thumbnail: If the thumbnail image for a page is needed then the jpm-objecft-range
item shall include zero. The jpm-object-range indicates which of the layout objects on all pages in the
jpm-page-range are requested:

If the jgpm-context hasno jpm-object-type then all types are used. If the Jjpm-object-type [is "mask"
only masK objects are of.interest for the request. If the jpm-object-type is "image"” only image objects are ¢f interest.
If the jp-object&type is "nostrm™ then boxes for both mask and image are of interest.

If the jpm-context parameter appears in a request without a Frame Size request (fsiz) then the Frame Size| values fx
and fy arg set,te-the page width and page height. If the eparameter appears in a request without a Region Sige request
(rsiz) ther the’Region Size values sx and sy are set to the frame size values fx and fy (after fx and fy have been set to the
page width and height if necessary).

When the jpm-context parameter is used, the requested corresponds to the view-window applied to each page
independently. The Frame Size values £x and fy are mapped to the page width and height as specified by the Pwidth
and Pheight elements of the Page Header Box of Rec. ITU-T T.805 | ISO/IEC 15444-6.

A layout object within a page is considered part of the request if and only if all of the following are true:

ox' <= LHoff + LWidth ox' + sx' >= LHoff

oy' <= LVoff + LHeight oy' + sy' >= LVoff
where:

ox' = ox * Pwidth / fx

oy' = oy * Pheight / fy

sx' = sx * Pwidth / fx
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' = sy * Pheight / fy

and £x, fy, ox, oy, sx,and sy are from the view window requests, LHoff, LVoff, LHeight,and LWidth are
from the Layout Object Header Box of Rec. ITU-T T.805 | ISO/IEC 15444-6.

Layout object 0 is reserved for a thumbnail image of the page, it should be considered part of the request regardless of
the view-window if and if 0 is included in jpm-object-range.

The client is considered to have requested any codestream associated with the mask or image which intersects the view-
window unless jpm-object-type is "nostrm". If the codestream is not compressed with JPEG 2000 then the request is for
the complete codestream. If the codestream is compressed with JPEG 2000 then an equivalent view-window can be
determined for the specific codestream by mapping the request window on the page to the request window on the object

as follows:
fx' = fx * Lwidth / Pwidth
fy' = fy * Lheight / Pheight
ox|'" = MAX( ox - LHoff * fx / Pwidth , 0)
oy|' = MAX( oy - LVoff * fy / Pheight, 0)
sx|'" = MIN ( ox + sx - LHoff * fx / Pwidth, Lwidth * fx / Pwidth) - ox!
sy]' = MIN ( oy + sy - LVoff * fy /Pheight, Lheight * fy / Pheight) -_o%'
Note that it might be necessary to issue a frame-size request with values larger than the width,.and height of the page in

order to o
page. Alt
with a vie

EXAMPL
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instructio

EXAMPL
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file, starti
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pages 0, 2
Page Box|

For JPM 1

ptain a full resolution JPEG 2000 codestream if the JPEG 2000 file contains data.at:a higher resolutio
rnatively, the client could determine the codestream number and issue a reguest directly on that ¢
Ww-window chosen appropriately.

E 1: "context=jpxI<0-4:2>[s5i2]"

5e, the server is requested to return the codestreams which are uséd by JPX compositing layers 0
) the requested frame size and image region according to the geometric adjustments represented by
h of the sixth instruction set box within the composition box (dPXfiles have at most one compaositior]

E 2: "stream=0&context=mj2t<1+now>[track]"

e, the server is requested to return codestream 0, as welkas+all codestreams belonging to the first track
ng from the codestream whose sampling time corresponds to the current time. Moreover, the server is
he requested frame size and image region according, to the geometric adjustments described in the Tral
parding any additional geometric adjustments which might be described in the Movie Header box.

E 3: "context=jpmp<0-10,21-30:2>[1-3:mask]"
e, the server is requested to return all data corresponding to mask objects in the first three layout obje
,4,6,8,10, 21, 23, 25, 27, and 29, This request includes all boxes necessary to render the desired r¢
bs, Layout Object Boxes, as wellhds.any codestreams referenced by those objects.

iles, the following metadata elements shall be considered to be requested along with the view-windo
- JP2 signature ("jP")

- File type ("ftyg™)

—  Compound Image Header ("mhdr")
- Page Gollection box ("pcol™)

—  Page-Table box ("pagt")

- (Page box ("page")

h than the
bdestream

2 and 4,
the third
box).

pf an MJ2
requested
Ck Header

cts on the
gion, e.g.

W:

- \.VFor pages that are relevant with the view-window reguest:

»  Page Header box ("phdr")

»  Layout Object box ("lobj")

»  Layout Object Header box ("lhdr")
*  Object box ("objc™)

*  Object Header box ("ohdr")

*  Object Scale box ("scal")

»  Base Colour box ("bclr")

The above considerations, especially Equations C-3 and C-4, valid for two-dimensional image data only. They are
extended naturally to higher dimensions by duplicating the computations for each additional dimension. Usage of the
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codestream context field is discouraged if the target of the request contains codestreams with differing numbers of
dimensions, and servers cannot be expected to handle this case.

A jpxf-context-range can be used to compactly identify a range of compositing layers and coordinate remapping
transformations which could alternately be identified via a jpxl1-context-range. The equivalent jpx-layers and
jpxl-geometry values can be obtained by expanding composited frames into their constituent JPX compositing layers and
compositing instructions in the manner described below.

If the logical target does not contain a JPX Composition box, the server shall ignore any jpxf-context-range.
Otherwise, the instructions found within the JPX Composition box together describe a sequence of composited frames,
as described in Rec. ITU-T T.801 | ISO/IEC 15444-2. These composited frames are numbered f =0, 1, ... Feomp—1 and
are considered to belong to a base presentation thread t = 0. If the logical target also contains Composition layer extensions
("jpIx") boxes, these boxes might contribute additional presentation threads. As explained in Rec. ITU-T T.801 | ISO/IEC
15444-2, a Compositing Layer Extensions box contributes Tjclx presentation threads, each of which has the same number
i j j j iti i specified
positing Layer Extensions Info sub-box. Together, the collection of all Compositing Layer Extensipns boxes
in the logjcal target defines T global presentation threads, where T is the maximum of the associated Tjclx values. For
each tin the range 1 through T, global presentation thread t consists of the Fcomp composited frames from|the Composition
box, follofved by the FjcIx frames defined by compositing group g = min{t, Tjclx} of each successive/Composifing Layer
Extensior|s box for which Tjclx is non-zero.

If no jpxithread value is supplied, or jpx-thread is O, the jpxf-context-range includes only those composited
frames cgntributed by the Composition box whose indices f match jpx-frame-indices;.there are at most Feomp Of these.
Otherwis¢, the jpxf-context-range includes all composited frames from global presentatign thread
t = min{T), jpx-thread} whose indices f match jpx-frame-indices.

C.4.11 [Sampling Rate (srate)

sratle = "srate" "=" streams-per-second
strelams-per-second = UFLOAT

If this field is supplied, the codestreams which belong to the view=window are obtained by subsampling those fnentioned
by the Cqdestream request field, in addition to those expanded from context-range values in the Codestream Context
request figld (see C.4.10), so as to achieve an average sampling rate no greater than the streams-per-second vallie. This is
possible dnly if the codestreams have associated timing information (e.g., if they belong to a logical target conforming to
the MJ2 gr J2KS file formats).

This request field serves only to determine which-codestreams should be considered to belong to the view-window. The
server shall scan through all codestreams whiehwould otherwise be included in the view-window, discarding copestreams
as requirgd to ensure that the average sepatation between codestream source times is no less than the reciprdcal of the
streams-per-second value. This Recomimendation | International Standard does not prescribe an algofithm for
subsampling, or a precise interpretationfor the term "average separation.”

If no sodrce timing information\is available, the view-window will consist of all codestreams identified via the
Codestregm request field and.the Codestream Context request field, but this request field can nonetheless [affect the
interpretation of a Delivery Rate request field, if present.

C.4.12 |ROI (roi)

roi rog™ "=" region-name

regijonzname = 1*(DIGIT / ALPHA / " ") / "dynamic"

This field specifies the desired spatial region of the image through a name rather than through coordinates. The mapping
between region-name and a specific spatial region of the image can come from several places; it can be defined
within an ROI description box within the logical target, or it can be defined within the implementation of the server itself.

A region-name value of "dynamic” (a dynamic ROI) is reserved to represent a non-constant region within the image
that is mapped to a spatial region independently for each and every request. The server can use any information about the
client and any other request parameters when it determines what spatial region it will provide for that particular request.
For example, if the server knows that the physical display on the client is very small, it can choose to provide only the
foreground region of the image at a higher resolution rather than the entire region of the image at a lower resolution.
Servers are not required to support dynamic ROIs.

If an ROI field exists, and the server knows how to handle the ROI request, then the ROI field takes precedence over the
Offset request field and the Region Size fields, which shall be ignored by the server. If an ROI field exists, but the server
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does not know how to handle it for any reason, the server shall ignore the ROI field and use the Offset and Region Size
fields. If these fields are omitted, the default values of those fields shall be used.

If the client specifies a Frame Size as well as an ROI, and the server understands the ROI specified, the value of the Frame
Size request field determines the image resolution at which the ROI is requested.

C.4.13 Layers (layers)

layers = "layers" "=" UINT

This field can be used to restrict the number of codestream quality layers that belong to the view-window request. By
default, all available layers are of interest. The value specifies the number of initial quality layers that are of interest. The
server should not attempt to augment any precinct data-bins beyond the relevant layer boundary. The server should not
attempt to augment any tile data-bins beyond the point at which all remaining contents lie beyond the relevant layer

boundary. Due to the order of data within a tile, it might be necessary for the server to return data beyond the boundary
of the req lested Iaypr for JPT -stream requests nnI\J/

C.4.14 [Multi-component transformation (MCT) Resolution Value

mctres = "mctres" "=" UINT

This field specifies the desired multi-component transformation resolution level. This field is only applicablg if for all
tile-comppnents, exactly one of the multi-component transformations that are applied.'on this tile-component
(and iteratively on the resulting intermediate components to create generated components) is‘@multi-component wavelet-
transformption. It shall not be used otherwise. If this field is not present, it will be-assumed that the full fesolution
representgtion of the image data is desired. The full number of resolution levels is ofie more than the number gf wavelet
transformflevels N in the multi-component transformation, given by Tmcc' (see Res."ITU-T T.801 | ISO/IEC [15444-2).
For full rgsolution, this field should be set to 1. For half resolution, the field sheuld be set to 2, for quarter reso|ution, the
field should be set to 3, etc. If the value of mctres exceeds N + 1 for one tile orcedestream, the lowest available fesolution
of that tild or codestream shall be transmitted. The same value of mctres shathapply simultaneously to all multi-component
wavelet tansformations found in the codestream(s).

Usage of the mctres field in combination with the Frame, Regioriar Region Offset request field for Variable Dimension
Data with|three or more numerical arguments on Rec. ITU-T T.801 | ISO/IEC 15444-2 codestreams is discouraged and
servers cannot be expected to handle it.

C5 Metadata request fields

C5.1 Metadata requested implicitly with view-window requests

The Codgstream request field and the Codestream Context request field identify one or more codestreams Which are
associated with the requested view-window. Even if neither of these request fields is present, the view-window is
associated with at least one codestream, as mentioned in C.4.9. Moreover, as noted in C.4.2, even if the Ffame Size
request fipld is omitted, the requested view-window includes at least the main codestream header for each |requested
codestream. The only exception‘te:this is when metadata—-only is specified in a Metadata request field (gee C.5.2).
Except infthis case, the clientis-also implicitly requesting whatever metadata boxes might be required from the f|le format,
if any, in prder to utilize the imagery represented by the requested codestreams. To ensure interoperability between client
and servef components; this subclause identifies a minimal set of metadata which servers shall regard as being [implicitly
requested|along withthe view-window.

NOTE}- The listof boxes defined in this clause is not exhaustive. Additional boxes might be required to decode the reqyested view
windoyv withinithe logical target correctly.

For JP2, JPH-and JPX files the fnllnwing metadata elements shall be considered to bhe mqnncmd nlnng withlthe view-
window:

a) The entire contents of metadata-bin 0.
b) The entire contents of each of the following boxes, wherever they are found at the top level of the file:
1) JP2 Signature ("jP ");
2) File Type ("ftyp”);
3) Reader Requirements ("rreq");
4) Composition (“comp™).
¢) All immediate sub-box headers from each of the following superboxes:
1) any JP2 Header ("jp2h™) box;
2) any Codestream Header ("jpch™) box associated with a requested codestream;
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3) any Compositing Layer Header ("jplh™) box associated with a JPX compositing layer requested via

the Codestream Context request field.

s ("colr™)
Xt request

that box,
he second
the server
lourspace
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nts (up to
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st 3 bytes

from that

d) The entire contents of each of the following boxes, wherever these boxes are found within one of the

superboxes mentioned above:

1) Image Header (“ihdr");

2) Bits per Component ("bpcc");

3) Palette ("pclr™);

4) Component Mapping ("cmap");
5) Channel Definition ("cdef");

6) Resolution ("res");

7) Codestream Registration ("creg");
8) Opacity ("opct™).

e) For JP2 files, JP2 compatible files and JPX files, one or more Colourspace Descriptioh“boxe
associated with each codestream or JPX compositing layer requested via the Codestream.Conte
field, as follows:

1) Ifthe server is able to determine exactly which box is preferred, the servershould send only
even if it means not sending the first box for JP2 or JP2 compatible filésy(for example if t
box is Any ICC and the colorspace preferences specify that the client prefers Any ICC). If
is not able to determine exactly which box is preferred, it should‘send the entire first Ca
Description box.
2) For all boxes not sent, the server should send a portion of theJjpox contents so the client can
if it later wants to request another colourspace specification:
»  For enumerated boxes, the server should send,at least the first 7 bytes of the box conte
at least the EnumcCS field).
»  For vendor-defined colourspace boxes,the server should send at least the first 19 by
box contents (up to at least the VCLR field).
»  For Restricted and Any ICC colourspace boxes, the server should send at least the fi
of the box contents (at least the“METH, APPROX and PREC fields).
The servdr is requested to return an initial prefix.gf €ach metadata-bin which contains any of the metadata mentioned
above, extending from the first byte of the metadata-bin and continuing to the end of all requested metadata
metadata-pin. As a result, the actual amount:ofmetadata returned by the server can depend upon the particu

which the

For MJ2 fliles, the following metadata elements shall be considered to be requested along with the view-windo

logical target has been partitioned-into metadata-bins. A discussion of these issues can be found in A

JP2 signature ("jP")

File type ("ftyp")

"mvhd"

For traCks'that are relevant with the view-window request:
-\ tkhd"

ar way in
.3.6.2.

W

<) edts[0]. Only the TBox field is useful, and a placeholder signals that no access is provi]ied to the

original content of the box.

- "mdhd"

- "hdlr"

—  "vmhd" if present in the original MJ2 file.
- "stsd"

- stts"

—  either:

» aplaceholder for "stco™ or "stco64" (depending on which of them is present in the original MJ2
file) indicating that the content of the box is provided by one or more incremental codestreams;

. or the entire "stsc", "stsz" and "stco" or "'stco64" boxes.

Similar considerations apply to J2KS files.
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C5.2

meta

reg-
limi
meta
prio
root
max-

meta

Metadata Request (metareq)

req = "metareqg" "=" 1#("[" 1$(reg-box-prop) "]" [root-bin] [max-depth])
[metadata-only]

box-prop = box-type [limit] [metareg-qualifier] [priority]

t = ":" (UINT / "r")

reg-qualifier = "/" 1*("w" / "s™ / "g" / "a")
rity = "I"

-bin = "R" UINT

depth = "D" UINT

data-only = "!!I"

This field
to decode
request se
did not ch

The valug
group, an
requested

The way
that the r
Once are
irrelevant

However,

logical tanget into metadata-bins might force the server to return additional data, including the contents or heade

other, pot]
enough d
in C.5.2.9
a sub-set

Example

For bette
Rec. ITU
been adds

specifies what metadata is desired in response to a request, in addition to any metadata required for|
or interpret the requested image data as defined by C.5.1. The purpose of this request is to allow,th
ected parts of the contents and the layout of the metadata encoded in the JP2, JPH and JPX file forma
0ose to transmit according to C.5.1.

string in this request field is a list of independent requests; however, the server canhandle the reg
[ there can be overlap between the requests. It is then sufficient (but not necessary) that the server
data only once.

he server decides to break up the initial stream into bins is irrelevant for defining the target of the requ
bot-bin field can be used to limit a request to parts of the file structure;ance a client has identified t
uest is confined to a specific bin, the way that bin is broken up into‘more bins — or if it is broken up
for the client and the way that data is addressed within the request.

data that a server returns upon a request will, in general, depend on that layout because the divis

entially unrequested boxes. All a server has to ensure.js'that at least the requested data is contained
hta is returned to allow a client to parse it. Examples whén additional data needs to be returned are gi

pf the data actually returned by the server due te reasons pointed out in C.5.2.9.

illustration, examples in the following subclauses all refer to the following segment of a JPX
T T.801 | ISO/IEC 15444-2 for thé'definition of the boxes used here. The labels on the right-hand
d for later reference:

Content Label

>

association box_header (‘asoc’)

numbetr.list box header (‘nist’)
number list box content

association box header (‘asoc’)

\ ROI description box header (‘roid")

the client
b client to
[S a server

uests as a
sends the

pst except
he layout.
atall —is

on of the
s of some
, and that
en below

The following text uses the wording "request” to point out which data is desired by the client, which might be

file, see
side have

ROI description box content

association box header (‘asoc’)
label box header ('Ibl\040")
label box content
XML box header ('xmN\040')
XML box content

N o — I OMmMmMmMmoO w

The sub-box structure of the above example is indicated by indention, e.g., items H to K establish the contents of the

superbox

C5.22

at label G.

root-bin

Each request is relative to the data-bin specified by its root-bin value. If a root-bin value is not specified, the root
is meta-data bin 0. The request pertains only to data within or referenced by that particular data-bin.
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Example

If the server decided to place the contents of association box 'A" in the above example into a separate bin with bin id #3,
the association box header 'A" would be encoded in a placeholder box, and items 'B' to 'K' would establish bin #3. In that
case, a root-bin field of 3 would limit the scan to items 'B' to 'K’ only. Specifically, metareg=[roid]R3 would request
items 'E' and 'F' from the server and no other data outside of this example (but see also clauses C.5.2.3 and C.5.2.9 for
additional data outside of the request potentially returned by the server along).

An alternative layout might be to include items 'B' to 'G' in bin #3 as above, but in addition place items 'H' to "K' into the
separate bin #4. Thus 'G' would be represented by a placeholder box in bin #3 and 'H' to 'K’ would be part of bin #4. A
root-bin field of 3 would still scan the items 'H' to 'K' because they are referenced by a placeholder in bin #3 and the way
how bin #3 is broken up into sub-bins is irrelevant to the request. Thus, even though the server response would be
different, the items identified by the request remain the same.

A root-bin field of 0 imposes no further restriction on the request each item. box or superbox. is somehow reachable from
the metadata-bin #0. Whether placeholder boxes are used or not is completely irrelevant. Thus, metaregf [roid]
would reduest all ROI description boxes from the server, and thus also include items 'E' and 'F" along with @l pther ROI
description boxes available.

C523 max-depth

If a valuelfor max-depth is specified, then only boxes contained within the root metadata<bifi, and those no more than
max-depth levels in the file hierarchy below that box are requested. If a value for max-depth is not specified, there
is no limit on the depth of the file hierarchy for this request.

Example

If items 'B' to ‘K" establish the contents of metadata-bin #3 as in the example forC.5.2.1, the root-bin field is s¢t to 3 and
max-depth is set to 0, then the request is limited to items 'B' to 'D'. If max-depth is set to 1, the request is limited to items
'B'to 'G".

The requg¢st metareg=[roid]R3D0 would therefore not request any data from the server because the [only ROI
description box within the specified bin is one level below the.start of bin #3. The request metareg=[aspc]R3DO
would request the association box starting at label 'D' and its contents, items 'E' to 'K'. This request is identical to
metared=[asoc]R3D3 because, even though the latter example also requests the association box starting af label 'G',
this box i$ part of the box starting at label 'D' and is thus included in the former request anyhow.

C524 I-box-prop

The regtbox-prop portion of the request ‘specifies a list of box types that are of interest to the client. The special
string "*"|can be substituted for the box.type, in which case all box types are implied. Thus, this field confines the request
to apply gnly to the specific box type'(ar types) listed and instructs the server to deliver the box header and box contents
of all matfhing boxes within all additional constraints.

The contgnts of a superbox is(defined by its complete sub-box hierarchy. This implies that in case superboxes|match the
box type, the complete sub-box hierarchy of the matching superbox is requested, regardless of the max-depth field.

Example

Consider pgain thexexample layout of C.5.2. Then, a reg-box-prop of type 'asoc' would include all itens 'A' to 'K’
in the reqpest because they establish the content of the matching box defined at label 'A". Note that, once the apsociation
box at labpNAhas been identified to match the request, the depth limit does not limit the delivery of its contenty. A reg-
box-prop of type "1b1\040" would only include items 'H' and 'T', along with all other label boxes, provided they
match all other specifications of the request, e.g., are contained in the addressed root bin above the depth-limit.

The request metareg=[*]R3D0 instructs the server to return the entire contents of all boxes it finds in the contents of
bin 3, and thus requests items 'B' to 'K'. While a restriction on the desired depth has been specified, the server shall ignore
that restriction because items 'E' to 'K' are part of the box starting at label 'D' and no other constraints apply.

C5.25 limit

The limit attribute optionally following the reg-box-prop field further confines the type of request, and how many
bytes of the box contents identified by the reg-box-prop field the client is interested in. The limit parameter takes the
form of a colon followed by either an unsigned integer (the limit value) or the character "r". The same limit value applies
to all boxes that match the req-box-prop of which it is an attribute. If it is not present, the client is requesting all

matching boxes entirely.

© ISO/IEC 2023 - All rights reserved Rec. ITU-T T.808 (12/2022) 45


https://iecnorm.com/api/?name=a33e0534bce7d32f3c6d90396b2915c3

ISO/IEC 15444-9:2023 (E)

If the limit field is an integer n greater than zero, then the server is requested to return the unlimited box header and only
the first n bytes of the box content of the matching boxes. The byte count is here defined to count the data as it appeared
in the original file before it was broken up into bins.

Furthermore, if req-box-prop matches any superboxes, the contents of a superbox is to be understood as the complete
and unlimited sequence of box headers and box contents contained within that superbox, and the byte limit by that also
counts the box headers of all boxes contained within the matching super box. It might thus happen that the limit field
instructs the server to deliver only parts of a (sub-)box header even though the full header of the matching box itself is
always included. However, using the limit field in this way is discouraged and should be avoided.

If the limit field is zero, only the box headers of the matching boxes are requested.

If the limit value is "r", then the server is requested to deliver the minimum data required to reconstruct the box-headers
of all matching boxes, as well as the minimum data to reconstruct the box-headers of all of its descendant sub-boxes up
to the maximum depth specified, regardless of their box-type. As an exception, max-depth does apply for the limit
value "r"[to Timit the contents of superboxes, which makes this type of request special as Tar as the interpretafiof of max-
depth igconcerned.

Example

Consider |again a file layout as in C.5.2 above with items 'B' to 'K' in data bin #3 and\the metadafa request
metared=[asoc:8]R3D1. By that, the client requires the box header and the first eight\bytes of every apsociation
box found in bin #3 not deeper than one level from bin #3. In the example at hand, this reguests the item 'D', ejght bytes
from item|'E', namely the part of the first sub-box of 'D' that fits into the limit because it@stablishes the contentdof 'D', the
item 'G' because it is exactly one level below the first item 'B' of the bin, and eight Dytes of the box content coptained in
the superfjox starting at 'G', that is the first eight bytes of the box header 'H'. Should,the box headers 'E' and 'H' fot fit into
eight bytss, they might get truncated. This is why usage of the numerical limit-figld on superboxes is discouraged.

Consider fhe request metareg=[roid:1]1R3D1. This will request the bax header of the ROI description bgx at label
'E' one leyel below the start of the bin, and in addition the first byte of\its contents at point 'E', which happeng to be the
number of regions encoded in the box (see Rec. ITU-T T.801 | ISO/IEC 15444-2). If the example would contain a ROI
description box at a deeper level, it would not be requested heredue to the depth limit.

The requgst metareg=[asoc]R3D0 does not contain a limit, and thus requests the complete body of any aksociation
box found at the box level of metadata-bin #3. Even though-the association box at label 'G' is outside the depth{limit, it is
still requested because it is contained in the associatiof\box started at point 'D', and by that items 'D' to 'K' are tfansmitted
completely.

The "r" l|mit is in effect a request for a skeletan of a portion of the box hierarchy because it only supplies the [minimum
data, namely the box headers, to reconstrugt_the structure of the boxes. The request metareg=[asoc:r]H3D1 thus
requests the items at label 'D', 'E' and 'G\.Jaut not 'H' and 'J" because they are outside the depth-limit. Item "A’" is pot part of
bin #3 in the example set-up, and is thus neither requested.

The diffefence between the limit-{'0" and the limit "r" is that the former only delivers the box header of allfmatching

boxes, buf not necessarily their.depending sub-boxes. The "r" limit, however, extends the request to the box-headers of
the sub-stfucture of the matching box up to the depth-limit.

C.5.2.6 metareg=qualifier

The "metareg~gualifier" takes the form of a " /" followed by one or more of the flags "g", "s", "w" and['a". Each
flag ident|fieS.a-context from which boxes which match the request shall be drawn. Thus, the "metareqg-qualifigr" defines
an additidnal Constraint on the boxes besides the box-type. The interpretation for each of these contexts is stipplied in
Table C.2. If more than one of the flags is provided, the union of the corresponding contexts shall be taken.

The contexts "g", "s" and "w" are mutually exclusive, but their union is generally smaller than the catch-call context "a".
It is at the discretion of the server to decide which box falls into which context, and no classification of box types is
defined in this Recommendation | International Standard.
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Table C.2 — Metadata request qualifier flags

Flag Interpretation

"w" This metareq context includes all boxes which are known to be associated with a specific spatial
image region within one or more codestreams which belong to the view-window, where the spatial
region, resolutions and the image components to which the boxes relate intersect with those of the
view-window. Such an association might, for example, be established by an "asoc" box in a JPX file.

"s" This metareq context includes all boxes which are known to be associated with one or more
codestreams which belong to the view-window, or with one or more of the requested codestream
contexts (e.g., JPX compositing layers, MJ2 or J2KS video tracks or JPM pages), where these boxes
are not solely associated with particular spatial regions. Such an association might be established by
an "asoc" box in a JPX file, for example.

"g" This metareq context includes all boxes which are relevant to the requested view-window, taking into
account the requested codestreams and the requested codestream contexts, excluding those boxes
which are included in the "w" and "s" metareq contexts.

"a" This metareq context includes all boxes in the logical target, without exception (Note)-

NOTE — [This metareq context is suitable for requests that wish to interrogate the file structure independently(f the view{window.

C5.27 priority

If the "priority" flag is specified, then the client is requesting that the data collected by, the meta-data reqyest has to
be transmijitted with higher priority (i.e., upfront) than the image data described by other fields of the same reqyest.

C.5.2.8 metadata-only

If "metafata-only" is specified at the end of the meta-data request field;-the client is requesting that the server's
response ¢onsists only of meta-data, without any image data or codestream-headers, regardless of whether view-window
request fiplds such as Frame Size have been used. For JPP-stream and JPT-stream return types, this mearjs that the
returned JPIP messages will all be metadata-bin messages. This field also disables the request of the silently implied
meta-datd defined by C.5.1.

C.5.29 Implications of layout-constraints

Regardlegs of the box specifications provided via the Metadata Request field, the server may send other dgta, either
because if has determined that the other data is requirgd for the client to decode or interpret the requested image data, or
because the server had previously divided the logicaltarget into data-bins using different criteria, and additionalldata shall
be sent inforder to provide a consistent and meaningful view of the metadata-bins for this logical target.

To make the delivered data parseable to a ¢lient, all data from the start of the bin up to the last byte required to $atisfy the
request has to be known by the client.and’thus has to be transmitted provided it is not already within the caghe of the
client. In pddition, should any data that' matches the request be relocated into additional bins by means of placeholder
boxes, thg complete placeholder bex and the bytes of the bin referenced by the placeholder box has to be incluged in the
request. Byte counts, as used bysthe limit attribute, always count bytes as found in the original stream and ng as it was
broken up by the server. Tihis'means that the number of bytes actually being transmitted back to the client| might be
different from the numhetrof bytes implied by the byte-limit, because not only placeholder boxes have to be transmitted,
but also the data in front'of the requested bytes within the bin the bytes are located in might have to be includef to make
the resulting stream parseable.

Regardlegs of theybox specifications provided via the metareq request field, the server may send other data, eith¢r because
it has detdrmined that the other data is required for the client to decode.

Example

Consider again the data as found at the beginning of C.5.2 and assume the server decided to place all of the data into
metadata-bin #3 without making use of any (additional) placeholder boxes. Also assume that the cache of the client is
empty. Then the metadata-request metareg=[xm1\040: r]R3 is requesting only the box header of the XML box at
label 'J'. However, since the bin is not broken up into more bins, all bytes in front of item 'J" are also required by the
client to parse this data successfully and to identify the transmitted data as a box header, and thus the server is required
to send all data from 'B'to 'J".

As the above example suggests, not using placeholders might be considerably inefficient for some requests. The following
alternative layout at the server side provides a more efficient access to the same data:

The association boxes at 'D' and 'G' are broken up into separate bins with the bin-ids #4 and #5, respectively. Then for the
very same request, the server would have to transmit the placeholder box for item 'D' in bin #3, the placeholder box for
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item 'G" in bin #4 and the requested box header 'J' now located at the start of bin #5. Note that the request automatically
pertains to bins #4 and #5, since they are referenced by placeholders in bins #3 and #4 respectively. Depending on the
size of the remaining boxes, this layout might be considerably more efficient.

C.5.2.10  Special considerations for cross-reference boxes

If any cross-reference boxes are identified by a metadata request, the server shall also include in its response such
additional metadata as might be required for the client to determine the metadata-bins, if any, which contain the original
file byte contents that are referenced by such cross-reference boxes.

If a cross-reference box has a streaming equivalent placeholder, the placeholder box itself provides the identity of a
metadata-bin which contains the original cross-referenced content. Otherwise, the server is required to send at least the
box header (or corresponding placeholder boxes) for every box in the original file which contains data referenced by the
cross-reference box.

C.6 Data limiting request fields

co6.1 Maximum Response Length (len)

len F "len" "=" UINT

This field|specifies a restriction on the amount of data, in units of bytes, that the client requests'from the servef. For JPP
and JPT image return types, the limit includes payload and VBAS headers. The EOR message (header and [body, see
Annex D) does not contribute to the limit.

If the 1en field is not present, the server should send image data to the client until’stich point as all of the relgvant data
has been gent, a quality limit is reached (see C.6.2), or the response is interrupted by the arrival of a new request that does
not include a wait request field with a value of "yes" (see C.7.2). The clientShould use 1en=0 if it requireg response
headers only and no entity body (see Annex F). Nevertheless, transport protecols that require framing of responges require
an EOR npessage (see Annex G).

C.6.2 [Quality (quality)
quallity = "quality" "=" (1*2DIGIT / "100") ; 0 to 100

This field can be used to limit data transmission to a quality level (between O for lowest quality and 100 fpr highest
quality) agsociated with the image. Quality limits are difficult to formulate in a reliable manner, and the server may ignore
this request by responding with a value "—1" (see, D;2:16). Nevertheless, it is useful to allow the client to proyide some
indication| of the maximum image quality that might'be of interest. The quality factor might attempt to approximate the
ad hoc Qpality commonly used to control JPEG compression. The client should expect that the returned data size is
monotonigally non-decreasing with increasing quality, i.e., increasing the quality value generally corresponds to
increasing the returned data size.

If a servef supports this request and two different clients make identical requests to the same target having|the same
quality vdlue, e.g., "quality=80", the server should have a consistent implementation policy in returning |data from
data-bins.

Cc7 Server control request fields

C.71  [Alignment (align)

align L "align" n_mn (uyesu / "DO")

This field Specifies wWhether the Server response data snall be aligned on "natural boundaries™. The default value is "no".
If the server supports aligned responses and the value is "yes", any JPT-stream or JPP-stream message delivered in
response to this request which crosses any natural boundary shall terminate at any subsequent natural boundary. Servers
that do not support data alignment but receive an alignment request with the value "yes" shall indicate this by the
Alignment Response defined in D.2.24.

The natural boundaries for each data-bin type are listed in Table C.3. A message is said to cross a natural boundary if it
includes the last byte prior to the boundary and the first byte after the boundary.
NOTE — For example, a precinct data-bin crosses a natural boundary if it includes the last byte of one packet and the first byte of
the next packet. Note carefully that aligned response messages are not actually required to terminate at a natural boundary unless
they cross a boundary. This means, for example, that the response may include partial packets from precincts, which might be
necessary if a prevailing byte limit prevents the delivery of complete packets.
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Table C.3 — Alignment boundaries based on bin type

Bin type Natural boundary

Precinct data-bin End of a packet (one boundary for each quality layer)

Tile data-bin End of a tile-part (one boundary for each tile-part)

Tile header data-bin End of the bin (only one boundary)

Main header data-bin End of the bin (only one boundary)

Metadata-bin End of a box at the top level of the data-bin (one boundary for each box)

C.7.2
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image retyirn types defined in Table C.4.

Wait (wait)

= "ywait" "=" (Hyesu / Hno")

e server shall completely respond to the previous request on the same channel resource specified’tt]
D field before starting to respond to this request.

e of this field is "no", the server may gracefully terminate the processing of any previousrequest or]
source (specified through the Channel ID field) prior to completion and may start to respondto this ne
text, "graceful termination” implies that the server shall at least complete the current message.

It value of this field is "no".

ination of "wait = yes" with "cclose=*" is not recommended. If this situation’ is encountered, the
ich of the two takes priority.

Image Return Type (type)

= "type" "=" l#image-return-type

e-return-type = media-type / reserved-image&return-type
a-type = TOKEN "/" TOKEN *( ";" parametekh )
rved-image-return-type = TOKEN *( ";" parameter )

meter = attribute "=" value

ibute = TOKEN

le = TOKEN

is used to indicate the type (or types) of the requested response data. A server unwilling to provide
return types shall issue an errQrrésponse.

of the Image Return Type-request field shall be either a media type (defined in RFC 2046) or one of th

Table C.4 — Valid image return types

f the field
rough the

the same
vV request.

erver can

hny of the

P reserved

Type Interpretation

"jpp-stream” A JPP-stream as defined in Annex A. "jpp-stream" can optionally be followed by
":ptype=ext", in which case the requested return type is one in which all precinct data-

bin message headers have the extended form. (see A.2.2)

"jpt-stream" A JPT-stream as defined in Annex A. "jpt-stream" can optionally be followed by
":ttype=ext", in which case the requested return type is one in which all tile data-bin
message headers have the extended form. (see A.2.2)

"raw" The client is requesting the entire sequence of bytes in the logical target to be delivered
unchanged.
Other values Reserved for ISO use

If the type request field is omitted, the return type should be determined by another means.

In a session, i.e., one whose requests involve a Channel ID request field, the value of the return parameter shall be
maintained in successive responses for image data or metadata requests which correspond to the same logical target.

NOTE — Other image media types (e.g., jp2, jph, jpeg, tiff, png), if available, can be provided by a server as a transcoding service
with JPIP functionality.
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For the raw codestream return type, the response data should consist of the requested entity in full. Therefore, many of
the other possible client request fields would have no meaning and would be ignored by a server.

C.7.4  Delivery Rate (drate)
drate = "drate" "=" rate-factor

rate-factor = UFLOAT

This field is used to specify the delivery rate of various codestreams. If this field is supplied, the server shall deliver data
belonging to the various codestreams in the view-window following a temporally sequenced schedule. The codestreams
which belong to the view-window are all those identified via the Codestream request field and the Codestream Context
request field, possibly subsampled in accordance with the Sampling Rate request field.

In order to provide meaning to this request field, timing information shall be associated with the various codestreams in
the view-window. If the codestreams belong to an MJ2 or J2KS file, the timing information is provided by that file. The
MJ2 or JZKS Tile provides a mapping Detween each codestream and a nominal playback time, which 1S 1denfifipd here as
the "'sourde time."

If the codpstreams do not have source timing information, but the Sampling Rate request field is present, the s¢rver shall
assume thiat codestreams in the view-window have source times which are separated by the reciprocal of the value in the
Sampling|Rate request field.

If the codpstreams do not have source timing information, and the Sampling Rate request field is not present, the server
shall assume that the codestreams in the view-window have source times which are separated by exactly one sgcond.

The Deliery Rate request field provides a scaling factor between delivery and soutGe rates. If the rate-factor is given as
1, the seryer should attempt to deliver codestreams to the client at the rate suggested by their source times, noting that
these soufce times might not necessarily be regular. More generally, if the rate=factor is F, the server should attempt to
deliver cddestreams to the client at a rate which is F times faster than that suggested by their source times.

If the serjer is unable to deliver all relevant data for each codestream at the requested rate (e.g., due to handwidth
constraints), it should deliver only part of the data for each codestream, so as to avoid violating the requeste¢l delivery
rate. The portion of each codestream'’s data which is not delivered might depend upon the view-window-pftef value
supplied in a Client Preferences request field (see C.10.2). If.the preference is "progressive™ or no such preference is
identified| the server should attempt to deliver a uniform, maximum image quality over the view-window, subjject to the
delivery fate constraint. If a view-window-pref value of "fullwindow" has been supplied, the serper might
truncate the representation associated with each codestream in some other way. In any event, the behaviour should be
similar tg that which would have resulted from:the client issuing a succession of requests for each of thg relevant
codestreams in turn, at the delivery rate.

If the ser\er is able to deliver all relevant data for each codestream, at the requested rate, it should idle the conpection as
required tp ensure that the delivery rateis\not exceeded.

If this field is not supplied and if a view-window-pref value of "fullwindow" has not been specified, the server
should attempt to sequence the relevant data in such a way as to progressively increment the quality of all coflestreams
uniformly.
C.75 [Send To (Sendto)

Sendto = "sendto" "=" host ":" port ";" mbw ";" bpc

host token

port] =<WINT

bpc = UINT

If this request field is present, the server is requested to deliver response data for this request as UDP datagrams to the
supplied host (name or IP literal), using the supplied port number, with a maximum delivery bandwidth of mbw, and
a maximum of bpc bytes in each data chunk, including the 8-byte chunk header. The bandwidth can be expressed in
terms of bits/second, kilobits/second, megabits/second, gigabits/second or terabits/second; for a definition of "mbw", see
10.2.4. The bpc value shall be no smaller than 32 and no larger than 4096.

This request field shall only be used to direct the response data associated with an established "http-udp" transport. Servers
shall ignore the request field if the transport type associated with the request is not "http-udp”. Otherwise, response data
is framed into chunks and delivered via UDP datagrams in the manner described in Annex K. Moreover, in this case, the
client shall not send acknowledgement datagrams in response to these delivered chunks, nor should the server expect
them.
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The effect of this request field is non-persistent; it applies only to the response data associated with the request in which
it is found.

NOTE 1 — A request is associated with the "http-udp" transport type in one of two possible circumstances: a) the request contains
a "new-channel" request field and the server grants the request with a new channel that uses the "http-udp" transport, as indicated
by the JPIP-cnew response header; or b) the request specifies a channel-id that has been issued for a channel using the "http-udp"
transport and no new JPIP channel is issued by the server in response to this request.

NOTE 2 — Because response data delivered to the address specified by a Sendto request field is not explicitly acknowledged, clients
can benefit from using the abandon and barrier request fields, which can be used to effect reliable communications. Also, because
the server receives no acknowledgement information from which to estimate channel conditions, such as bandwidth and loss
probability, it is the client's responsibility to perform whatever estimation might be necessary and supply an appropriate delivery
bandwidth and chunk size.

C.7.6  Abandon (abandon)

abandon = "abandon" "=" l#chunk-range

chunk-range = chunk-gid ":" chunk-seg-range
chunk-gid = UINT
chunk-seg-range = UINT-RANGE

This request field allows the client to explicitly inform the server about the absence of one or more\data chunks that might
have beer] sent in response to previous requests. Each occurrence of chunk-range informsithe server of orje or more
data chunks that should be considered not to have arrived at the client. The server shallnet consider any of the data
associateq with JPIP messages contained within these identified data chunks received or cached by the cliept, for the
purpose of responding to this request or any subsequent request on this or any other JJRIP channel, except in the|event that
the server receives, or has received, explicit acknowledgement of the arrival of these data chunks via acknowledgement
datagramg.

If the reqyest does not specify a channel-id which has been issued for a chanfiel using the HTTP-UDP transport| the client
shall not include any Abandon request field and the server shall ignoretany such request field that it encounterg.

NOTE|1 — The Abandon request field can be used regardless of whethey'the Sendto request field is present in the same|request.

The chupk-range values identify data chunks via the 16 lew-order bits of the request ID and the chunk|sequence
number; Hoth of these values are found in the relevant chunk headers, as described in Annex K. The request ID cpmponent
is identifipd by chunk-gid and matches the contents of\the Request ID field in the chunk header the clienf wants to
negatively acknowledge; no chunk-range shall have 8 chunk-qgid value outside the range 0 to 65535.

The Abandon request field only applies to data chunks which have been transmitted or would be transmitted irj response
to previoys requests within the same channel, Te avoid ambiguity, servers shall ignore any Abandon request field which
is part of|the first request in a new JPIP channel — i.e., the request in which the channel's New Channel request field
appears. Also, the Abandon request field.does not apply to data chunks belonging to requests that have been excluded by
means of p Barrier request field that appeared in a previous request within the channel.

NOTE|2 — It is possible that some.of the data chunks affected by an Abandon request field have not been transmitted by the server
by the|time the request arrivessin this case, the server would typically abandon these data chunks immediately, without even
transmjtting them a first time._If this behaviour is not desired by the client, the client can avoid abandoning data chunfs before at
least ome later data chunk within the same request or a data chunk from a later request have been received.

NOTE|3 — As explained in Annex B, this Recommendation | International Standard does not require the server to maintain a
compldte log of datadwhich it has sent in response to client requests; nor does it require the server to exclude such ddta from its
response to futuré.requests. This means that a server can, at its discretion, choose to erase any log entry describing the fransmitted
chunkg at any-point. However, if the server does maintain a log of what has been sent to the client, for the purpose ¢f avoiding
redundpnitransmission in the future, it might need to keep track of the contents of data chunks for which it has not ygt received
acknowledgement information via acknowledgement datagrams or Abandon request fields, so that it can correctly frespond to
Abandomn TEqUESTS 1N The TutUre. A SErver can ChoOSE 10 erase parts o 1ts 10g at any Ume So as o reduce the burden of Keeping track
of unacknowledged data chunks. Alternatively, the client can use Barrier request fields to inform the server that it will never
Abandon data chunks sent in response to a certain range of requests, so that the server need not keep track of unacknowledged data
chunks belonging to that range.

C.7.7  Barrier (barrier)
barrier = "barrier" "=" barrier-gid
barrier-gid = UINT

This request field is provided to enable clients to inform servers of the requests for which response data chunks will not
be abandoned via any subsequent request. The effect of Barrier request fields persists within the associated JPIP channel.
Specifically, the effect of any Abandon request field in any subsequent request is limited to data chunks whose associated
request has a request-id Q that is strictly greater than Qb, where Qb is the maximum of all barrier-qid values specified in
this or any preceding request within the same JPIP channel.
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If the request does not specify a channel-id that has been issued for a channel using the "http-udp" transport, the client
shall not include any Abandon request field and the server shall ignore any such request field that it encounters.

NOTE 1 — The Barrier request field only affects the interpretation of Abandon request fields found in subsequent requests. Thus,
for example, "barrier=3&abandon=3:4-7" means that the client is abandoning data chunks 4 to 7 from the request with request-id
3, but it will not abandon any data chunks from that request in the future.

NOTE 2 — The chunk-qgid values supplied via a chunk-range in an Abandon request match any request whose request-id
has the same least significant 16 bits as chunk-gid. On the other hand, the barrier-qgid value supplies a full request-id, not
just the least significant 16 bits.

C.7.8  Timed wait (twait)

twait = "twait" "=" max-wait-usecs

max-wait-usecs = UINT

This request field allows the client to suggest the latest point at which it would like the server to start responding to the
current refuest, pre-empting the previous incomplete request, if any, within the same JPIP channel.

If there is|no previous request within the JPIP channel this request field shall be disregarded by the server-and the request
shall be cpnsidered not to contain twait for the purpose of the ensuing description. If the previous.request yithin the
JPIP charnel does not contain the twait request field, the latest pre-empt time is obtained by adding max-wait-
usecs njicroseconds to the time at which the server began to serve that previous request. If ane or more immediately
preceding| requests within the JPIP channel contain the twai t request field, the latest pre-empttime is obtained by adding
the max-wait-usecs values of all such requests, as a number of microseconds, to the time at which the server began
to serve the most recent request within the channel that did not contain the twait request field.

Clients shiall not issue requests that contain both the twait and wait request fields.

NOTE - In applications where animation is involved, clients might find it useful to Send a succession of timed-wait requgsts, so that
the server |s able to optimize the actual service times to devote to each outstanding-request, subject to their respective lategt pre-empt
times.

Ccs8 Cache management request fields
C.8.1 |Model (model)
C.811 General

modell = "model" "=" l#model-item
modejl-item = [codestream-qualifier ","] model-element
modejl-element = ["-"] bin-deseriptor
bin-[descriptor = explicit-Pin-descriptor ; C.8.1.2

/ implieit-bin-descriptor ; C.8.1.3
codeglstream-qualifger/= "[" 1$(codestream-range) "]"
codelstream-rangeN= first-codestream-id ["-" [last-codestream-id]]

firslt-codestream-id = UINT

lastfj-codestream-id = UINT

This field cahbe used in session-based or stateless requests. A session-based request is any request that Includes a
Channel-ID Tield, since channels are assoclated With a session managed Dy the Server. The "model” Tield contains one or
more bin-descriptors, each of which identifies a data-bin, or a range of data-bins, about which cache information is being
signalled. For requests within a session, this cache information serves to update the server's model of the client's cache.
There is only one cache model for each logical target associated with the session. For a stateless request, the server's
model of the client's cache is empty at the start of the request, but is updated by the "model” field (if one exists) before
the server formulates its response. All cache model information is discarded at the conclusion of the processing of a
stateless request by the server.

Two forms are provided for bin-descriptor values to facilitate the efficient exchange of cache model information. These
are termed the "explicit" and the "implicit" forms and are described in the following subclause. Clients can issue requests
using either form and can mix the two forms of bin-descriptor within a single "model" request field if desired.

If a bin-descriptor is preceded by a "-" symbol, it is said to be subtractive. Otherwise, it is said to be additive. A subtractive
bin-descriptor informs the server that the relevant data should be removed from the server's model of the client cache.
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Removal of elements from the cache model means that the server shall not assume that the client already has these
elements. Bin-descriptor values are processed in order.

An additive bin-descriptor (one which is not preceded by the "-" symbol) informs the server of data which the client
already has in its cache. The server can add this information to its cache model and may assume that the client already
has the indicated data.

The "model" field may reference data-bins that are not relevant to the view-window of interest identified by other request
fields (Frame Size, Region Size, Offset, etc.). Where this happens, the cache model manipulation might not affect the
response to the current request, but might nevertheless affect the response to future requests (unless the request is
stateless).

Wherever the list of model-items includes a codestream-qualifier, all subsequent model-elements shall be added or
subtracted (as appropriate) from all codestreams whose identifiers are listed by the codestream-qualifier. Codestream-
qualifiers can be interspersed throughout the list to progressively alter the collection of codestreams that are to be affected
by the enguimgTmodet=eterments—Amy modet=eterment that 75 ot preceded by a codestream-yuatifier appiiestp the first
codestrea requested via a Codestream request field. If no Codestream request field is present, model-glement values
which arelnot preceded by a codestream-qualifier shall refer to codestream 0, regardless of whether or oty Cpdestream
Context r¢quest field is included. If the last-codestream-id is not present, but the qualifier hyphen is,thew this gnhall mean
the first-cpdestream-id and all subsequent codestreams are included.

Requests pvithin a session shall not include any codestream-qualifier which references more than a single codeptream.

NOTE|1 - It is beneficial for the server to exploit additive cache model manipulation statements, but is free to disreggrd some or
all of them at the possible expense of transport efficiency. It is therefore beneficial for clients to be aware that servels might be
quite likely to disregard additive cache model manipulation statements that refer to data-bins-belonging to codestreams that will
not be perviced by the current request. To remove such uncertainties where multiple codestréams are involved, the "mget” request
field cdn be used to determine the set of codestreams which are being modelled.

NOTE|2 — Manipulation of a session-based server's cache model generally affects\the’response to both the current requst and any
future fequests. Moreover, all channels within a session that are associated with:a single logical target share the same cgche model
and so['model" fields in requests that arrive using one channel (Channel 1D field) might affect the response to requestq that arrive
using g different channel. It is worth noting that requests which use differént JPIP channels (different Channel 1D values) might
arrive gsynchronously at the server, if separate TCP channels are used te’transport the request either directly from the client or
indirectly at an intermediate proxy. For this reason, it is beneficial:for'clients to take whatever action is necessary to pnsure that
their cache model manipulation instructions remain meaningful in light of these considerations.

C81.2 Explicit form

expllicit-bin-descriptor = explicit-bin
[":" (numbéer-of-bytes / number-of-layers )]

expllicit-bin codestream-main-header-bin

/ meta-bin

/ tile-bin

/ tile-headeT-bin

/ precinctzbin
number-of-bytes = UINT
number-of-layers & Jtx4c UINT ;o "L"
codeglstream-madnsheader-bin = $x48 %$x6d ; "Hm"
metal~bin ='%x4d bin-uid ; "M"
tilg-bin # %$x54 bin-uid ;T
tilel-header-bin = %$x48 bin-uid ; "H"
precinct-bin = %$x50 bin-uid ;o "p"

bin-uid = UINT / "*"

The bin-descriptor values that explicitly refer to data-bins are of the following types: M (metadata-bins), Hm (main header
data-bins), H (tile header data-bins), P (precinct data-bins) or T (tile data-bins). Explicit bin-descriptors identify the
relevant data-bin (or data-bins) within the relevant codestreams, using either a unique integer-valued identifier, or a
wildcard character, "*". The only exception to this is the codestream main header data-bin, whose bin-descriptor is "Hm".
For all other data-bin classes, the unique identifier is identical to the value communicated by the in-class identifier in JPP-
stream and/or JPT-stream message headers (see Annex A).

The wildcard character, "*", shall be used only in stateless requests. Where it is used, the bin-descriptor refers
simultaneously to all data-bins of the relevant class (metadata, precinct, tile header or tile), relevant to the view-window.
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Each bin-descriptor can be qualified by a number of bytes. An additive bin-descriptor which is qualified by the number
of bytes, B, indicates that the client already has at least the first B bytes of the indicated data-bin in its cache; the server
can add the first B bytes of the data-bin to its cache model. A subtractive bin-descriptor that is qualified by the number of
bytes, B, indicates that the client has at most the first B bytes of the indicated data-bin; the server shall remove any bytes
following the first B bytes of the data-bin from its cache model.

EXAMPLE 1: A qualified subtractor bin-descriptor such as "-P23:10" means that the server should remove all but the
first 10 bytes of precinct data-bin 23 from its cache model. This does not imply that the client has the first 10 bytes of
precinct data-bin 23 in its cache and the server should not assume this by adding these bytes to its cache model if they
were not already present.

Precinct bin-descriptors can alternatively be qualified by a number of layers. An additive bin-descriptor that is qualified
by the number of layers, L, indicates that the client already has at least the first L layers (first L packets) of the indicated
precinct; the server can add the bytes corresponding to these layers to its cache model. A subtractive precinct bin-
descriptor that is qualified by the number of layers, L, indicates that the client has at most the first L layers (L packets) of
the indicated precinct; the server shall remove the bytes corresponding to any subsequent layers of that precingt from its
cache-moplel.

riptor with no number-of-bytes or number-of-layers qualifier means the entire explicit data-bin.

EXAMPUE 2: "model=M0,Hm,H7:20,P3" means that the client has at least all of metadata-bin 0, all of|the main
codestream header, the first 20 bytes of tile header 7, and all of precinct 3 in its cache.

EXAMPLE 3: "model=P3:256,P5:L2,-P6:20" means that the client has at least the first 256 bytes of precinct|3 and the
first two layers (packets) of precinct 5, but (at most) it does not have anything beyend the 20-th byte of preginct 6 (it
might not|have the first 20 bytes either).

EXAMPLUE 4: "model=M*,-M5,-H*-P*:L.3" means that the client has (or is prepdred to let the server believelit has) all
metadatabins except metadata-bin 5, no tile header data-bins which are relevant'to the view-window and at maost the first
3 layers df any precinct which is relevant to the view-window. The wildéards used here are permissible only|when the
"model" qtatement appears in a stateless request.

EXAMPUE 5: "model=[30-200],Hm,H*,M*,P0,[0-29],-Hm,-H*~M* -P*" means that the client has all hepders and
metadata,|plus precinct data-bin 0 from codestreams 30 through 200 inclusive, but that it has removed all header| metadata
inct data-bins from the first 30 codestreams.

Cc.8.13 Implicit form

impllicit-bin-descriptor = 1*implicdit+bin [":" number-of-layers]
impllicit-bin = implicit-bin-pfefix (data-uid / index-range-spec)
impllicit-bin-prefix = %$x74 ; t —-— tile

/ %$x63 ; c —- component

/ xR ; r —— resolution level

/ e&x70 ; p —-—- position
indelk-range-spec = (flrst-index-pos "-" last-index-pos

firsjt-index-pos s UINT
lastj-index-pbdg== UINT
data~uid &xUINT / "*"

Implicit bjn<descriptors are only applicable to JPP-stream requests. The bin-descriptor values that implicitly refer to data-
bins are okthe-following f\/pne t (flln towhich the nrnmnr\f hnlnngc\ fa flmnnn r\nmnnnnnf towhichthe nrnmnr\f be|0ngs)
r (resolution level of the tile- component to WhICh the precinct belongs) or p (posmon of the precmct within its tile-
component-resolution). Implicit bin-descriptors are used to identify precinct data-bins via the indices. All indices shall
start from 0. A resolution level index of 0, r0, refers to the lowest resolution level (LL sub-band) of the tile-component.
Position indices, p, run from left to right and top to bottom of the tile-component-resolution progression, in scan-line
fashion, as described in Rec. ITU-T T.800 | ISO/IEC 15444-1.

In stateless requests, any or all of the tile, component, resolution level or position implicit-bin specifier can be replaced
with the index range or the wildcard character, "*". In either case, the bin-descriptor is expanded to include all values of
the index range relevant to the view-window. Neither of these options shall be used for requests within a session.

In stateless requests, any or all of the tile, component, resolution level or position indices can also be replaced with a
single range of indices. The first-index-pos value in an index-range-spec gives the first index in a range. The last-index-
pos value gives the last index in the range and shall be greater than or equal to the value of the first-index-pos. Both
indices specified are inclusive. The last-index-pos shall not be omitted. If a range of tile indices ("t") is given, the range
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refers to a rectangular array of tiles whose upper left-hand corner has the first-index-pos value and whose lower right-
hand corner has the last-index-pos value. Similarly, if a range of position indices ("p") is given, the range refers to a
rectangular array of precinct positions whose upper left and lower right corners are given by the first-index-pos and last-
index-pos values, respectively. As for wildcards, ranges shall not be used in requests within a session.

Implicit precinct bin-descriptors can be qualified by a number of layers, for which the syntax and interpretation are
identical to those of layer qualified explicit precinct bin-descriptors, described previously.

EXAMPLE 1: "model=t0c2r3p4:L5" indicates that the client has the first 5 packets of the fifth precinct in sequence, of
the fourth resolution level, of the third component, of tile 0.

EXAMPLE 2: "model=t10r0,t*r1:L4" means that the client has all layers of the tile index 10 at resolution level 0, and the
first 4 layers of all tiles relevant to view-window at resolution level 1. The wildcard is appropriate only for stateless
requests.

EXAMPLE 3: "model=t0-10:1 2" indicates that the client has the first 2 layers from tiles 0 to 10. The range is appropriate
only for sfateless requests.

EXAMPLE 4: "'model=t*r0-2:L4" indicates that the client has the first 4 layers from resolution levels 0,0.2 of gll the tiles
relevant tp the view-window. The wildcard and the range are appropriate only for stateless requests;

C.8.2  [Summary of cache descriptor options (informative)

See Tablg C.5.
Table C.5 — Cache descriptor option summary
Wildcard
Form type Index-range nun(’;ber'-'c?figq%/ers nu(r?be!:-.c;f l;y)t &
stateless session-based G 9
Explicif form Allowed Not allowed Not allowed Allowed Allowdd
Implici} form Allowed Not allowed Allowed only Rr Allowed Not alloyed
stateless
C.8.3  [Tile-part model involving JPT-streams (tpmodel)
tpmodel = "tpmodel" "=" Il#tpmodel-item
tpmodel-item = [codestream-qualifier "," ] tpmodel-element
tpmodel-element = ["-"] tp-destriptor

tp-descriptor = tp-range Altp-number
tp-range = tp-number "-! tph-number
tp-number = tile-numbexr "." part-number
tilg-number = UINT

partf-number =~UINT

This field|can be used'to indicate specific tile-parts that the client would like to add to or subtract from the server's cache
model. Like the""model" field, it may be used in both session-based and stateless requests. In the case of stateles$ requests,
the cache|model’is empty at the start of the request and does not persist between requests, but it still provides a useful
mechanisim_far idpntifying the imagp elements which are alrpady in the client's cache

If a tile-part descriptor is preceded by a "-" character, it is said to be subtractive. Otherwise it is additive. An additive tile-
part descriptor indicates that the client already has the indicated tile-part or range of tile-parts in its cache; the server can
add these elements to its cache-model. A subtractive tile-part descriptor indicates that the client does not have the
indicated tile-part or range of tile-parts in its cache; the server shall remove these elements from its cache-model.

The first value in the tile-part number is the tile index (starting from 0); the second value is the part number (starting
from 0) within the tile. A tp-range is considered to independently contain tiles from the first tile number to the second tile
number and tile-parts from the first tile-part number to the second tile-part number. Thus 4.0-5.1 includes tile-parts 4.0,
4.1,5.0,and 5.1, but not 4.2 or 5.2.

The "tpmodel"” and "model" request fields may both appear within a single request. In this case, however, the server shall
reflect the effects of the "model" field on its cache model before processing the “tpmodel” field.

© ISO/IEC 2023 - All rights reserved Rec. ITU-T T.808 (12/2022) 55


https://iecnorm.com/api/?name=a33e0534bce7d32f3c6d90396b2915c3

ISO/IEC 15444-9:2023 (E)

Codestream-qualifier values can be interspersed amongst the list of tpmodel-elements in order to alter the collection of
codestreams to which the ensuing tpmodel-elements apply, following exactly the same principles as for the "model"
request field.

Unlike the "model™ request field, ranges of tile-parts and ranges of codestreams (in codestream-qualifiers) are both
permitted within the "tpmodel" request field, regardless of whether is appears within a session-based or a stateless request.

EXAMPLE 1: "tpmodel=4.0,4.1,5.0-6.2" indicates that the client already has the first two tile-parts of tile 4, and the first
3 tile-parts of tiles 5 and 6 in its cache.

EXAMPLE 2: "tpmodel=-4.0-6.254" indicates that the client has no tile-parts from tiles 4, 5 or 6 in its cache.

EXAMPLE 3: "tpmodel=3.0,[131-133],4.0,[100],-0.0-65534.254" indicates that the client has tile-part 0 of tile 3 from
codestream O referenced in the request, plus tile-part 0 of tile 4 from each of codestreams 131 through 133 inclusive, and
that it is deleting all tile-parts from its cache of codestream 100.

C.8.4  [Need for stateless requests (need)
need = "need" "=" l#need-item

need~item = [codestream-qualifier "," ] bin-descriptor

This field| shall only appear in stateless requests, i.e., those which do not include a Channel 1D, request field.|It has the
same synfax as the model request field, except that bin-descriptors shall not be preceded by.a "-" symbol. The "need"
request fi¢ld shall not appear within the same request as a "model" or "tpmodel" request field:

The "need" request field indicates the set of data-bins (or data-bin suffices) which afe‘ef potential interest to the client.
The servgr need not send information that is not of potential interest. Regardless of how large the set of potentially
interesting data-bins might be, the server should only send information which ‘is’relevant to the view-window request
fields or the metadata request field.

The effect of the "need" field on the server's request can be explained using-the concept of a temporary cache model. The
temporary cache model is initialized (empty) immediately before theqequest is processed and discarded after th¢ response
is generatpd. If a "need" field appears in the request, all possible data-bins are added into the cache model, afteff which all
elements |referenced by the bin-descriptors in the "need" field\are removed from the cache model. The sg¢rver then
processes|the requested view-window, using this cache model‘to-tetermine the elements that need not be sent tolthe client.

Codestregm-qualifiers can be interspersed amongst the list-of bin-descriptors in order to alter the collection of coflestreams
to which [the ensuing bin-descriptors apply, following. exactly the same principles as for the "model" and [tpmodel"
request figlds.

EXAMPLE 1: "need=M1,H0:20,P0" means that the client needs all metadata-bin 1, data from the 20-th byte of {ile header
data-bin 4 and all of precinct data-bin 0.

EXAMPLUE 2: "need=P1:256,P5:L2"(means that the client needs data beyond the 256-th byte (or from byfe 256) of
precinct data-bin 1, and layers beyond the second layer of precinct data-bin 5.

EXAMPUE 3: "need= H*,P*:£3" means that the client needs all tile header data-bins relevant with the view-window and
layers beyond the 3rd layer(of,all precinct data-bins relevant with the view-window.

EXAMPLUE 4: "need=t10r0,t*r1:L4" means that the client needs all layers of the tile index 10 at resolution leyel 0, and
layers beyond the fourth layer of all tiles relevant to view-window at resolution level 1.

EXAMPUE 5"need=t*r0-2:L4" means that the client needs all layers from layer 4 of all the precinct dgta-bins in
resolutior] levels™0 to 2 (0, 1 and 2) in all the tiles and components relevant to the view-window request.

EXAMPLE 6: "need=[120-131],r0,[140;143-145],r0-1" means that the client needs resolution level O of codestreams 120
through 131 inclusive, and resolution levels 0 and 1 of codestreams 140 and 143 through 145 inclusive.

C.8.5  Tile-part need for stateless requests (tpneed)
tpneed = "tpneed" "=" l#tpneed-item

tpneed-item = [codestream-qualifier "," ] tp-descriptor

This field shall only appear in stateless requests, i.e., those which do not include a Channel ID request field. It has the
same syntax as the tpmodel request field, except that tp-descriptors shall not be preceded by a "-" symbol. The "tpneed"
request field shall not appear within the same request as a "model" or "tpmodel" request field.

The "tpneed" request field indicates the set of tile-parts which are of potential interest to the client. The server need not
send information that is not of potential interest. Regardless of how large the set of potentially interesting tile-parts might
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be, the server should only send information which is relevant to the view-window request fields or the metadata request
field.

The effect of the "tpneed" field on the server's request can be explained using the concept of a temporary cache model.
The temporary cache model is initialized (empty) immediately before the request is processed and discarded after the
response is generated. If a "tpneed" field appears in the request, all possible tile-parts and data-bins are added into the
cache model, after which all elements referenced by the bin-descriptors in the "need" field and all tile-parts in the "tpneed"
field are removed from the cache model. The server then processes the requested view-window, using this cache model
to determine the elements that need not be sent to the client.

Codestream-qualifiers can be interspersed amongst the list of tile-parts in order to alter the collection of codestreams to
which the ensuing tile-parts apply, following exactly the same principles as for the "model" and "tpmodel" request fields.

C.8.6  Model set for requests within a session (mset)

mset—= "mget" "= li#sampled-range

This field|serves two purposes. In the first instance, it informs the server of the set of codestreams for which fe client is
prepared fo cache data delivered by the server. In the second instance, it provides a mechanism for the client to Igarn about
the codesfreams for which the server is prepared to model the client's cache. Specifically, if the collection of cpdestream
indices sypplied in an "mset"” request differs in any way from the set of codestreams over which.thé& server i currently
prepared fo offer cache modelling, the server shall provide a Model Set response header, as discussed in D.2.18

The "mse[" request field's parameter string consists of a comma-separated list of ranges of.cedestream indiceq, possibly
subsampled, following the conventions outlined in connection with the Codestream request field in C.4.9.

In additioh to codestreams mentioned in the "mset" request, the server can also prowide’a cache model for all cofdestreams
associated with its response to the current request. This is the collection of codestreams identified by the client's request
(see the Codestream and Codestream Context request fields in C.4.10), unless the server indicates a reduged set of
codestreans via a Codestream response header (see D.2.9). If no "mset"” request field is provided, the client ghould not
assume that the server is providing a cache model for any codestreams other than those associated with its|response;
however, [it can model other codestreams. If an "mset" request fieldhis given, the server shall discard any ca¢he model
informatign it has for all codestreams other than those mentioned,either in the "mset" request, or in the set of coplestreams
associated with its response data. Moreover, the effects of any~cache model manipulation via "model" or [tpmodel"
request fi¢lds shall be restricted to just these codestreams.

The server can, at its discretion, reduce the number of codestreams in the "mset"”, in which case, it shall supply a "mset"
response header identifying the actual set of codestreams which are being modelled; moreover, this set of|modelled
codestreams shall at least include all codestreams associated with the server's response data (those requested by the client's
request, or identified by the server's Codestream response header, if any). In this case, these statements apply to those
codestreams contained in "mset" identifiedby-the server. The server shall not identify a larger set of codestreams than
those mentioned in the client's "mset" request, combined with those codestreams which are associated with the server's
response flata.

NOTE|- The server can change its "mset" from request to request, so clients which need to keep track of and/or tightly constrain
the seryer's "mset" might choosg:te include an "mset" request field with every request.

C9 Upload requést-parameters

C.9.1 |Upload (apload)
upldad # M™upload" "=" upload-type

upldadsfype = image-return-type ; C.7.3

This field specifies that the client is uploading new image or metadata to the server. The value of upload-type can be
any of the valid image-return-type values that could be used with the type request field. See Annex E for
information on uploading data.

C.10  Client capability and preference request fields
C.10.1 Client capability (cap)

cap = "cap" "=" l#capability-group

capability-group = processing-capability
/ depth-capability
/ config-capability

processing-capability = compatibility-capability
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/ vendor-capability

compatibility-capability = "cc." compatibility-code
vendor-capability = "vc." vendor-code [":" vendor-value]
vendor-code = 1* (LOWER / DIGIT / "."™ / "-")

vendor-value = TOKEN
depth-capability = "depth:" UINT
config-capability = "config:" UINT

This field specifies the capabilities of the client. For session-based requests (those which include a Channel ID request
field), any capability fields transmitted by the client shall affect only the channel associated with the request, and shall be
considered persistent. Capabilities need not be retransmitted by the client for subsequent requests on the same channel.

for requegts issued within a channel whose capabilities have never been specified or inherited, the client capalilities can

When a nEw channel 15 created from an existing channel, 1ts client capabITities are mherited. For stateless re?i.lests, and
cluding a

t Capabilities request field identifies one or more of the processing-capability Options, the server shall
have been
the server
shall confinue to use whatever previous knowledge it had concerning processing, ¢apabilities. The procgssing-
capability options defined by this Recommendation | International Standard are.déescribed in Table C.6.

Table C.6 — Valid capabilities of the processing-capabilities element

Capability Meaning
comgatibility- The client supports all files that contain’ compatibility-code in the compatibility
capgbility list in the File Type box. For example, to indicate that the client supports all JP2 files, the

client would transmit the string *ceJp2_" in a Capability request field. A compatibilityfcode
value of "jp2c" shall be used.to’indicate support for raw JPEG 2000 codestreams.

vendor-capability |The client supports the vendor capability defined by vendor-code. Vendor-cdde
shall be a string specifying the reverse domain name of the vendor that defined the feature,
followed by the verider feature name. For example, if example.com defined a feature called
"distance", thencthe value of vendor-code for this feature shall be
"com.example.distance”. vendor—value specifies an optional value, as defined by the
particular, \zendor feature.

If a depyth-capability parameteris supplied, it indicates the maximum sample bit depth (precision) at which the
client is aple to exploit decompressed imagery. If the client supports different bit depths for different image components,
this field ghall specify the bit.depth of the component for which the client has the greatest bit depth capabil|ty. As an
example, Jf a client supparts-22 bits for luminance and 8 bits for chrominance, the value of depth-capability shgll be 12.
NOTE}- Clients having:the capability to handle only N bits per sample will still generally be able to handle codestrepms whose

SIZ marker indicates.a bit depth much larger than N. However, this flag can be used by the server to determine an gppropriate
mannef in which.to-deliver the requested image data.

If a conflig-edpability parameter is supplied, it shall be in the range 0 to 255, representing an 8-bit werd whose
individual bits‘are interpreted as configuration flags. The interpretation of the configuration flags is provided in Table C.7.

Table C.7 — Valid values of the config-capability parameter

Value Meaning
IXXX yyyy The client is capable of processing colour image data.
0xXXX yyyy The client is not capable of processing colour image data and desires the server to transmit
any requested image regions as greyscale.
XIXX yyyy The client has a pointing device for end-user interaction
X0XX yyyy The client does not have a pointing device for end-user interaction
xX1x yyyy The client has a keyboard for end-user interaction
XX0X yyyy The client does not have a keyboard for end-user interaction
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Table C.7 — Valid values of the config-capability parameter

Value Meaning
xxXx1 yyyy The client has sound output capabilities
xxx0 yyyy The client does not have sound output capabilities
Other values Reserved for ISO use

A bit value of "x" in Table C.7 indicates that the specified value includes cases where that bit is set to either "1" or "0".
Bits indicated as "y" are unused by this Recommendation | International Standard and shall be set to O by clients and
ignored by servers.

C.10.2  Client preferences (pref)

C.10.2.1| General

prefl = "pref" "=" 1l#(related-pref-set ["/r"])

related-pref-set = view-window-pref ; C.10.2.2
/ colour-meth-pref ; C.10.2.3
/ max-bandwidth ; C.10.2.4
/ bandwidth-slice ; C.10.2.5
/ placeholder-pref ; C.10.2.6
/ codestream-seg-pref ; C.10.2.7
/ conciseness-pref ; C.10.2.8
/ other

othelr = TOKEN

This field|specifies the client preferences for server behaviour. For session-based requests (those which include p Channel
ID request field), any preference fields transmitted by the client shalf.affect only the channel associated with the request,
and shall be considered persistent. Preferences need not be retransmitted by the client for subsequent requests o the same
channel. Each preference shall occur no more than once in a single preference request field.

When a rlew channel is created from an existing channel Gts preferences are inherited. For stateless requests, and for
requests issued within a channel whose preferences havé.never been specified or inherited, the client preferenges can be
determindd or anticipated by other means. If the clientdesires to change its preferences, it shall send the entirg affected
related-pref-set again.

Unless otherwise stated, each related-pr&f=set specifies an ordered list of individual preference tokens, from most
preferred o least preferred. Where possible;ithe server shall respect the client preferences identified by this request field.
If a related-pref-set is followed by the "/r" modifier (required), the server shall either support gne of the
preferences listed in the related-pref-set, or else it shall respond with an error. In the latter case, the sgrver shall
return an|Unavailable preference\response header which identifies any related-pref-set which had|the "/r"
modifier put could not be supported. See D.2.23 for more on the Unavailable preference response header. Supporting a
preferencg means that the server provides functionality which affects its behaviour in accordance with the pfeference.
This addrgsses the server's functionality rather than the specific parameters established by other aspects of the fequest.

For example, consider the following Client Preferences request:

prefffullwindow/r, color-ricc:2;color-icc

This prefdrence r requires that the server return the complete view-window r regardl f howl large that
view-window might be (see C.10.2.2 for a discussion of the "fullwindow" preference). Since the "/ " modifier has been
used, the server should return an error response unless it is able to support this preference. In addition, the client prefers
to use Restricted ICC profiles rather than arbitrary ICC profiles, provided the Restricted ICC profile is at least of
"exceptional quality." See C.10.2.3 for a discussion of colourspace preferences.

A server shall ignore any value for related-pref-set that it does not understand and is not immediately followed
by "/ r". If the not-understood value is followed by "/ r", then the server shall return the Unavailable preference response
header, indicating the preference that it is not able to perform.

Values of the token other are reserved for ISO use.

C.10.2.2  View-window handling preferences

view-window-pref = "fullwindow" / "progressive"
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This Recommendation | International Standard defines two options to specify the behaviour of the server in the event that
the request cannot be serviced exactly as stated. These two options are specified in Table C.8.

Table C.8 — View-window handling preferences

Option Meaning

"fullwindow" | The server shall honour the view-window request parameters but is allowed to deliver the data in arbitrary
order. In the event that the server does modify view-window request parameters, the modified view
window shall be such that the minimal set of data to completely satisfy the modified view-window shall
be identical to the minimal set of data required to satisfy the originally requested view-window.

"progressive” | The server may modify the view-window request parameters in order to retain the progressive properties
of the response data. In the event that the server does modify view-window request parameters, the
modified view window shall be such that the minimal set of data to completely satisfy the modified view-

aindonay chall ha o ctihent of tha patnimal ont of data vanivad t0 caotich; tha ariainalhy vacuinctad 'ieW'
WSOy oot o Suid St T ot o St Ottt e g o e oto-—Sotr Sty —tHe-— Oty regquestet

If neither ['fullwindow" nor "progressive" is specified in the Client Preferences request field, the servershall infler that the
client's preference is "progressive™.
NOTE|- The interpretation of "progressive" delivery can be affected by the presence of a Delivery Rate request field, af explained
in C.7.f. The view-window-pref field provides strategies for a server operating under resource constraints to satisfy a quuest that
might ptherwise exceed these resources. The "progressive" mode allows the server to shrinkthe source window|in order to
providé a more uniform progression over the view window, whereas the "fullwindow" mode allows the server to reorder data
arbitrafily in order to deliver the full window.

C.10.2.3 | Colourspace method preference
colgr-meth-pref = 1$(color-meth [":" meth-1limit])
colgr-meth = "color-enum" / "color-ricc" / "colorziag" / "color-vend"
meth-limit = UINT

This Recgmmendation | International Standard defines four options that specify what forms of colourspace spgcification
data should be returned by the server. A single JPEG 2000 file ean contain multiple specifications of the coloufspace for
a single cpdestream or compositing layer. This allows a fileWvriter to provide the optimal colourspace specificafion while
still provifing interoperable solutions.

However [not all readers will support all colourspacésmethods, and the data provided for some colourspace methiods might
be of signfificant size. In those cases, the server should only send the colourspace specification data that is desifed by the
client.

If the Clignt Preferences request field dees.not contain any colourspace method preferences or the server does npt support
this field put is able to retrieve the client capabilities, then the supported colourspace methods are defined acgording to
the information contained within thé Capability field, and no preference is defined.

Each coldurspace method preference consists of two parts: the particular colourspace method, and an optional limit on
that prefefence. Valid values of the colourspace method are specified in Table C.9.

Table C.9 — Colourspace method client preferences

Method Meaning
"cdlor-enum" The client prefers colourspace specifications that use the Enumerated Method
"color-ricc" The client prefers colourspace specifications that use the Restricted ICC Method
"color-icc" The client prefers colourspace specifications that use the Any ICC Method
"color-vend" The client prefers colourspace specifications that use the Vendor Method

The optional meth-11imit value specifies a limit on the APPROX value for that particular colourspace method. When
using these preferences to select a colourspace specification, the server shall consider a colourspace method specification
with an APPROX value of meth-1imit or less as if the actual APPROX value was 1 (exact). This allows clients to
specify the point at which colour fidelity is not important for a particular colourspace method, for the current application.
For example, a page-layout application that is only concerned with aligning the image data with other elements on the page
might not care at all about colour fidelity and setmeth-11imit to 4, meaning that the accuracy of the colourspace methods
is unimportant. Another application that displays images on a low-quality screen might set meth-1imit to 3, to indicate
that as long as the colour accuracy is reasonable, it would be satisfied. The characters of the field shall be interpreted as an
unsigned decimal integer. Allowed values are defined by the definition of the APPROX field in Rec. ITU-T T.801 |
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ISO/IEC 15444-2. If the optional meth-1imit value is not supplied, the default value shall be the largest value defined
in that Recommendation | International Standard. When selecting which Colourspace Specification box to transmit to the
client, the server shall use the algorithm shown in Figure C.3.

Yes Lowest priority for specifications without
APPROX values or preference —
priority[i] = 3000 — spec[i]. PREC

Is spec[i]. METH included
in the client preference
request?

spec[i]. APPROX = 0?

No

Yes Lower priority for specifications Low priority

@:C[i]IAPPRDX - without APPROX values — priority[i] = 2000 — spécfi}/PREC +
priority[i] = 1000 — spec[i]. PREC spec[i] APPROX
kpec[i]. APPROX < Yes
limit[spec[i]. METH]?
No
Use unmodified value Use modified value
priority[i| = spec[i]. APPROX + 256 — priority[i] = 257 —
spec[i].PREC spec[i].PREC
!
I
Done ) TjB08_FC.3

Figure C.3 — Colourspace specification box selection procedure

For each Colourspace Specification‘box which uses a method that is supported by the client, where:
—  spec[] is an arraycontaining all of the Colourspace Specification boxes from the given logical target.

- spec[i]. APPROX is the value of the APPROX field for the ith Colourspace Specification box as|it appears
in the logical target.

- spec[ikMETH is the value of the METH field for the ith Colourspace Specification box as it gppears in
thelogical target.

- ~,spec[i].PREC is the value of the PREC field for the ith Colourspace Specification box as it appgars in the
logical target.

— limit[] is an array containing the meth-11imit values specified in the request field, indexed by the valid
values of the METH field in the Colourspace Specification box.

— priority[] is an array of calculated priority values for each Colourspace Specification box in the given
logical target. priority[i] corresponds to spec[i].

If the server knows that the client does not support a particular Colourspace Specification box, then the server shall ignore
that box for purposes of selecting the preferred Colourspace Specification box. Once the priority[] values have been
calculated for each supported Colourspace Specification box, the server shall select the box with the lowest priority value.
In the event that multiple boxes have a priority value equal to the minimum value for this logical target, the server shall
select the colourspace method using the following preference order:

1) Enumerated method;
2) Vendor method;
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3) Restricted ICC method;
4)  Any ICC method.

Regardless of the client preferences for Colourspace Specification boxes, the server may return more Colourspace
Specification boxes than the single colour box specified by this algorithm, depending upon the division of a file into
metadata-bins.

C.10.2.4  Max bandwidth
max-bandwidth = "mbw:" mbw
mbw = NONZERO ["K" / "M" / "G" / "T"]

This preference signals the maximum rate at which the client would like to be sent data per logical target. If the mbw
value ends in "K" the value is in klloblts/second where 1 kilobit = 1024 b|ts If the mbw vaIue ends i in "M" the value is
in megabitsisecondwhere--megabit=210242 bi he mb eendsin he in-gigab econd, where
1 gigabit F 10242 bits. If the mbw value ends in "T" the value isin terablts/second where 1 terablt 10244 bits'( therW|se,
the value|is in bits/second. Either the capacity of the server or the network might further limit the available maximum
for the JPIP service.

C.10.2.5 Bandwidth slice

bandwidth-slice = "slice:" slice

slide = NONZERO

This preférence can be used to identify the fraction of the available bandwidth that.should be allocated to thi§ channel.
The valug of s1ice shall be strictly greater than 0. The bandwidth fraction is gbtained by dividing each charfnel's slice
value by the sum of all channel slice values. If not specified, the channel's slice-value defaults to 1.

As an exgmple, a low s1ice value could be used for requesting a "background” view-window, while a highgr slice
might be Yised for a "foreground” view-window. If the session contains,channels that are associated with differ¢nt logical
targets, sl|ce values affect the proportion of the available bandwidth/which is assigned to these different targets|(images).

C.10.2.6 | Placeholder preference
pladeholder-pref = "meta:" placeholder=<ptanch

plageholder-branch = "incr" / "equiv'\/ "orig"

This pref¢rence can be used to indicate the prefefred treatment of Placeholder boxes. Where Placeholder boxes appear
within thg metadata in a JPP-stream or JPT-stream, there can be as many as three different representations of the content
of a box: [the original box; a streaming equivalent box; and an incremental codestream (signalled via the indgx). These
possibilities are explained in clauses A.3:6-and A.4. As explained in A.4, the recommended default assumptionlis that the
client wolild prefer to receive the incremental codestream, if available, failing which it would prefer to rgceive the
streaming| equivalent box, if available. The client can signal an alternate preference using the mechanism descrjibed here.
Valid valiies of the Placeholder-preference are specified in Table C.10.

Table C.10 — Placeholder preferences

Method Meaning

"orfig! The client would prefer to receive the original box, if available. Failing that, the client would prefer
to receive a streaming equivalent box, if available.

"equiv" The client would prefer to receive a streaming equivalent box, if available. Failing that, the client
would prefer to receive the original box, if available.

"incr" The client would prefer to receive the incremental codestream data-bins, if available. Failing that, the
client would prefer to receive the streaming equivalent box, if available. This is the same as the
recommended default policy.

It is not valid to provide more than one value for the placeholder preference.
C.10.2.7  Codestream sequencing

codestream-seg-pref = "codeseq:" codestream-seg-option

codestream-seg-option = "sequential" / "reverse-sequential" / "interleaved"

This preference can be used to indicate how the client desires that the server deliver multiple codestreams that have been
requested within a single request. Valid values of the Codestream sequencing preference are specified in Table C.11.
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Table C.11 — Codestream sequencing preferences

Method Meaning

"sequential" The client would prefer to receive the multiple codestreams in a frame sequential order
(e.g., serve multiple frames in a Motion JPEG 2000 file in a sequential order).

"reverse-sequential"™ |The client would prefer to receive the multiple codestreams in a frame sequential order
(i.e., multiple frames in a Motion JPEG 2000 file), in the reverse order.

"interleaved" The client would prefer to receive the multiple codestreams in an interleaved manner
(e.g., server interleaved multiple compositing layers from a JPX file).

It is not valid to provide more than one value for the codestream sequencing preference.

C.10.2.8  Conciseness preference

= no 1 L

. 1 s 11
congrseress—pref oo coret

This prefgrence can be used to indicate how strictly a server shall bind its response to the request made by the'¢lient, and
how muclh excess data (i.e., data included in the response that is not required to satisfy the request) the server {s allowed
to includg. Allowed values of the conciseness-preference are specified in Table C.12. Servers may, ignore gny "/r"
modifier gpplied to this preference, and its usage is discouraged because its meaning is undefined:

Table C.12 — Conciseness preferences

Method Meaning
"condise" The server should produce the smallest response\that it is capable of that satisfies fhe
request.
"loode" The server may include data which it deems ‘appropriate to the request beyond the|data
necessary to satisfy the request.

To the extent that the requested view window is modified in aceordance with response headers (see D.2), the above
definitiong are to be interpreted in terms of the modified view window.

Example| Consider a client that performs a series of requests whose view window follows an identifiable trajectory. If
the concigeness-pref is not set to "concise™, the servetmay include data anticipating the future interests of the client.
A client might use the conciseness-pref set to "concise" to discourage the server from following such a strategy.

C.10.3 [Contrast sensitivity (csf)

csf | "csf" "=" l#csf-samplesflline

csf-sample-line = csf-demsity [";" csf-angle] ";" 1l$sensitivity
csf{density = "density!" Y:" UFLOAT

csf-angle = "angle'l ":" UFLOAT

senslitivity = UELOAT

This field|can be useddo supply information concerning contrast sensitivity. While this information might regresent the
effects of|both visual'sensitivity and the modulation transfer function of a display device, it is most easily depcribed in
terms of @an assumed hypothetical modulation transfer function. When reproduced at the frame size identified by the
Frame SiZe request field, the imagery is assumed to be passed through a device whose modulation transfer function (MTF)
IS M(w1, Be)rafterwhich-itHis-viewed-by-a-subjectwhose-human-visual-system-has-a-perfecthy-uniform-contrast-Sensitivity
function. The MTF m(w1, ®2) is described through a collection of samples. The samples are logarithmically spaced in the
radial direction, along one or more oriented axes. The server may interpolate these samples using any method it sees fit,
in order to recover the MTF, which in turn can be used to adjust the order in which byte ranges of data-bins are

communicated to the client through JPP-stream or JPT-stream messages.

Each csf-sample-1ine represents MTF samples m(w1, o2) given o1 = nd"cosy, w2 = nd"siny, where n is the sample
index, starting from n = 0 for the first csf-density sample in the csf-sample-1ine, y is the orientation of the
CSF sample line, expressed in degrees (defaults to 0 if there is no csf-angle value), and d is the sampling density; it
shall be no larger than 1.0. The o, value describes the horizontal frequency in radians, where @1 = 7 is the horizontal
Nyquist frequency. The w, value describes the vertical frequency in radians, where o, = 7 is the vertical Nyquist
frequency.

The MTF sample values have meaning only in relation to each other; there is no particular interpretation for their absolute
values.
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C.10.4 Handled (handled)

handled = "handled"

If this request field is present, the server shall include a JPIP-handled response header within its response, identifying
request fields which the server is prepared to handle.
NOTE — The JPIP-handled response header is defined in D.2.26.
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Annex D

Server response signalling

(This annex forms an integral part of this Recommendation | International Standard.)

D.1 Reply syntax
D.1.1 Introduction

This annex describes all possible elements in a JPIP response. Each major subclause describes the status code and its
associated reason phrase, response headers and possible values for those headers, and the response data. In general, a
response will consist of multiple response headers.

D.1.2 |[Reptystructure

The JPIP fesponse consists of the following elements:
- status-code;

- reason-phrase;

- jpip-response-header;

- response data.

The elemegnts in the response should comply with the selected transport protocol.. As an example, in HTTP, [the status
code and the reason phrase appear in the status line, the JPIP response headers appear in the HTTP response hgaders and
the response data (if any) appears in the HTTP entity-body.

Statjus-Code = 3DIGIT
Reasjon-Phrase = *<TEXT, excluding CR and LF>

jpip-response-header

/ JPIP-tid ; D.2.2
/ JPIP-cnew ; D.2.3
/ JPIP-gid ; D.2.4
/ JPIP-fsiz ; D.2.5
/ JPIP-rsiz ; D.2.6
/ JPIP-roff ; D.2.7
/ JPIP-fvsiz ; D.2.8
/ JPIP-rvsiz ; D.2.9
/ JPIP-¢xwoff ; D.2.10
/ JPIRLoomps ; D.2.11
/ JPIP-stream ; D.2.12
/ JPIP-context ; D.2.13
/NJPIP-roi ; D.2.14
} JPIP-layers ; D.2.15
/ JPIP-srate ; D.2.16
/ JPIP-metareq ; D.2.17
/ JPIP-len ; D.2.18
/ JPIP-quality ; D.2.19
/ JPIP-type ; D.2.20
/ JPIP-mset ; D.2.21
/ JPIP-cap ; D.2.22
JPTP-pref : D2 23
/ JPIP-align ; D.2.24
/ JPIP-subtarget ; D.2.25
/ JPIP-handled ; D.2.26

The reason-phrase string should ideally impart a textual explanation of the status code. The following status codes might
be sufficient for JPIP applications.

D.1.3  Status codes and reason phrases

D.1.3.1 General

The status code is a 3-digit integer result from the attempt to understand and satisfy the request. A subset of the status
codes and reason phrases from HTTP/1.1 are used. JPIP clients should expect the following codes. JPIP clients operating
over HTTP might see other status codes as well.
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D.1.3.2 200 (OK)

The server should use this status code if it accepts the view-window request for processing, possibly with some
modifications to the requested view-window, as indicated by additional headers included in the reply.

D.1.3.3 202 (Accepted)

Servers should issue this status code if the view-window request was acceptable, but a subsequent view-window request
was found in the queue which consequently superseded the request (because wait=no). When the first request becomes
irrelevant before the server is able to process and commence transmission of a response, then the 202 status code shall be
used. This is a common occurrence in practice, since an interactive user can change his/her region of interest multiple
times before the server finishes responding to an earlier request, or before the server is prepared to interrupt ongoing
processing.

D.1.34 400 (Bad request)

Servers should issue this status code if the request is incorrectly formatted, or contains an unrecognized field’ig|the query
string.

D.1.35 | 404 (Not found)

This status code should be issued if the server cannot locate the logical target to which the reguest refers, through the
"targef" request field, the "target-id" request field, or any other means such as the<resource> compopent of an
HTTP GHT or POST request.

This statup code should also be issued if a "subtarget" request field refers to a nonzexistent or inappropriate byte range
within thg requested resource.

D.1.3.6 415 (Unsupported media type)

This statup code may be used if the single image type specified in the Image-Return Type request field cannot bg serviced.

D.1.3.7 501 (Not implemented)

This status code may be used if a portion of this Recommendation | International Standard that is required by the request
cannot befserviced.

D.1.3.8 503 (Service unavailable)

This statup code should be used if a channel id spegified in the Channel ID request field is invalid.

D.1.4 Impact of errors on the server state

In an event the server issues an error code-different from 200 and 202, it shall not modify its state by processifig request
fields contained in the corresponding.réquest and shall not return response data. The server shall, however, ypdate the
gid. In dase the error code generated by a client-preferences request using the "/r" modifier is not supported by the
server, anfl the server is operating\in a session, it is desirable that the server keeps the session available for futurg requests.

NOTE|- If the server is operating in a session, an alternative option for the server would be to first return an error code and then
termingte the session, .9, return 503 for all further requests on this session.

Example| Consider-a €lient issuing the invalid request:

cid=l&rsi%=100,100&fsiz=100,100&cnew=2&roff=-1,-1

then the server-shall report this invalid request, shall not process the request for the view window, shall not modify its
cache mommm—mmmmmmm—q. ;

Example: Consider a client issuing the valid request:

cid=1&rsiz=10000,10000&£fsiz=10000,10000&pref=fullwindow/r

and the server cannot honour the view-window pref "ful lwindow" for the requested window size, then the server shall
not process the request, shall not return any data for the request, and shall issue the error code 501 including the JPIP-
response header "JPIP-pref: fullwindow/r" without modifying its internal state. It should keep the session
available for future requests if feasible, though.
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D.2 JPIP response headers

D.2.1 Introduction to JPIP response headers

In responding to a client request, the server may modify some aspects of the request. If the server modifies the request,
the modified parameters shall be identified via response headers. The name of each response header is derived from the
name of the request field whose parameters are being modified, by prefixing the name of the request field with "gpIpP-".
Unless otherwise specified, if the parameters identified in the response header had been originally specified in the client's
request, then the server would have responded in the same way, except the response would now not contain these response
headers. In addition, JPIP response headers may be sent by the server to inform the client of the values of other unspecified
request fields for use in future requests.

The JPIP-gid response is an exception in that it shall be sent whenever the client has included a Request ID in the
request, and then value of JPIP-qgid shall always be the same as gid.

ParametelfS 10 the derived response neader indicated by the same element as parameters in the original request field
have the Jame meaning and formatting as the parameters to the original request field.

The only gxceptions to this rule are found in connection with the New Channel and Quality response headers.

D.2.2 [Target ID (JPIP-tid)

JPIR-tid = "JPIP-tid" ":" LWSP target-id

The server shall send this response header if the server's unique target identifier differs in"any way from the|identifier
supplied ith a Target ID request field. The target-id is an arbitrary, server<assigned string, not excegding 255
characterg in length. If the Target ID request field specifies a value of "0", the server is obliged to include a [Target ID
response Ieader, indicating the actual target-id. If the server is unable to assign-unique identifiers to the requested logical
target, andl hence cannot guarantee its integrity between multiple requests or sessions, then the Target ID response header
shall speqify a value of 0. If the server supplies a target—-id which is(@ifferent from that specified in the fequest, it
shall disrggard all model, tpmodel, need and tpneed request fields when responding to this request.

D.2.3 New channel (JPIP-cnew)

JPIH-cnew = "JPIP-cnew" ":" LWSP "cid" "="%¢hannel-id
["," 1#(transport-param "=" _I%(IDTOKEN / "=" / "/" / "\"))]

transport-param = TOKEN

The server shall send this response header if, and only if, it assigns a new channel in response to a New Chanrjel request
field. The value string consists of a comma-separated list of name=value pairs, the first of which identifief the new
channel's channel-id token.

The follpwing transport-param\iokens are defined by this Recommendation | International | Standard
(see Tablg D.1).

Table D.1 — Valid values of transport-param

Value Meaning

"trangport" iThis parameter shall be assigned one of the values in the list of acceptable transport names supplied in the
New Channel request field. If multiple transport names were supplied in the request field, the resporfse header
shall identify the actual transport that will be used with the channel.

"host' This parameter |dent|f|es the name or IP address of the host for the JPIP server that is managing the new
hannal Th nand ot ha ratiirnnd pinlnce tha hoot Aiffare frama that +a v phanh tha va Uest was
channel—Fhe-parameterneedret-bereturredunrtessthehest-differsfromthat-to-whichthe—re
actually sent.
"path" This parameter identifies the path component of the URL to be used in constructing future requests with this

channel. The parameter need not be returned unless the path name differs from that used in the request which
was actually sent.

"port" This parameter identifies the numerical port number (decimal) at which the JPIP server that is managing the
new channel is listening for requests. The parameter need not be returned if the host and port number are
identical to those to which the original request was sent. The parameter also need not be returned if the host
differs from that to which the request was sent and the default port number associated with the relevant
transport is to be used.

"auxport" This parameter is used with transports requiring a second physical channel. If the "http-tcp” or "http-udp"
transports are used, the auxiliary port is used to connect the auxiliary channel. For further details, see
Annexes G and K. The parameter need not be returned if the original request involved a channel that also
employed an auxiliary channel, having the same auxiliary port number. Otherwise, the parameter need be
returned only if the auxiliary port number differs from the default value associated with the selected transport.
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D.24  Request ID (JPIP-qid)
JPIP-qid = "JPIP-qgid" ":" LWSP UINT

The server shall send this response header if the client's request included a Request ID gid. The value of JPIP-gid
shall be identical to gid. The server shall not include a Request ID response header when the respective client request
did not include a Request ID. The server's Request ID, JPTIP-qgid, shall always be identical to the client's Request ID.
Thus the Request ID is distinctive in that this response header is sent when the client has used the Request 1D, not when
the server modifies the value.

D.25  Frame size (JPIP-fsiz)
JPIP-fsiz = "JPIP-fsiz" ":" LWSP fx "," fy

The server should send this response header if the frame size for which response data will be served differs from that
requested via the Frame Size request field.

D.2.6 Region size (JPIP-rsiz)

JPIH-rsiz = "JPIP-rsiz" ":" LWSP sx "," sy

The server should send this response header if the size of the region for which response data willbe ‘served differs from
that requgsted. A server shall only modify view-windows in accordance with Table C.8 and the>description off the view-
window-pyrefs, in C.10.2.2. Specifically, a server is not allowed to enlarge the requested vieiwwindow. It may,|however,
at its discfetion, transmit data outside of the requested view window in accordance with Table C.12 and the description
of the corfciseness-pref, in C.10.2.8.

D.2.7  [Offset (JPIP-roff)

JPIP-roff = "JPIP-roff" ":" LWSP ox "," oy

The servef should send this response header if the offset of the region for which response data will be served differs from
that requested.
D.2.8 Frame size for variable dimension data (JPIP-fvsiz)

JPIH-fvsiz = "JPIP-fvsiz" ":" LWSP 1#UINT

The server should send this response header if the actualframe size differs in any way from that requested via fhe Frame
Size or Frame Size for Variable Dimension Data field.\The server might need to modify the frame size becausq the client
requested|a frame size that does not exist. It is at\the discretion of the server to either return the JPIP-fs|iz or the
JPIP-fysiz response header on two-dimensional data requests, both responses shall be considered equivalent in this
case. In all other cases, only the JPIP-fwsi Z response header shall be used.

D.2.9  [Region size for variable dimension data (JPIP-rvsiz)

JPIP-rvsiz = "JPIP-rv&iz" ":" LWSP 1#UINT

The servef should send this response header if the size of the view-window differs in any way from that requested via the
Region Size or Region Size'for Variable Dimension Data request field. If two-dimensional data had been requpsted, it is
at the disqretion of the-Server to pick either this response header, or the JPTP-rsiz response header, and both shall be
considerefl equivalentby the client. For all other cases, only the JPIP-rvsiz response header shall be used.

D.2.10 [Offsét for variable dimension data (JPIP-rvoff)

JPIH-»vOff = "JPIP-rvoff" ":" LWSP 1#UINT

The server should send this response header if the view-window offset differs in any way from that requested via an
Offset or Offset for Variable Dimension Data request field. The server might need to modify the offset if it is resizing a
requested view-window. For two-dimensional data, it is at the discretion of the server to pick either this response header,
or the JPIP-roff response header, and the client shall consider both equivalent. For all other data, the JPIP-rvoff
response header shall be used.

D.2.11  Components (JPIP-comps)
JPIP-comps = "JPIP-comps" ":" LWSP 1#UINT-RANGE

The server should send this response header if the components for which it will serve data differ from those requested via
the Components request field. It is not obliged to send this response header if requested image components do not exist
within any of the requested codestreams.
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D.2.12 Codestream (JPIP-stream)
JPIP-stream = "JPIP-stream" ":" LWSP 1# (prefixed-range / sampled-range)
prefixed-range = "<" ctxt-id ":" ctxt-elt ">" sampled-range
ctxt-id = UINT
ctxt-elt = UINT

The server should send this response header to inform the client of the codestream or codestreams for which it will serve
data, unless it is serving data in response to all codestreams requested directly via any Codestream request field and all
codestreams requested indirectly via any Codestream Context request field. The server should use the prefixed-range
syntax to identify those codestreams for which data is being served in response to a translated Codestream Context request
field. In this case, the ctxt-id value shall identify the specific context-range from the Codestream Context request
field whose translation is producing the relevant codestreams. Moreover, the ctxt-e 1t value shall identify the particular
element within the context-range identified by ctxt—-1id, whose translation is producing the relevant codestreams.

A value of 0 for the ctxt-id means that the first context-range in the Codestream Context request field|is the one
which prgduced the range of codestreams which follows the prefix. Similarly, a value of 1 for ctxt-Ad_meafs that the
second cpntext-range in the Codestream Context request field is the one which produced thé .€nsuing range of
codestreams, and so forth.

A value of 0 for the ctxt-e1t means that the first context in the relevant context-ranggelis the one which produced
the range pf codestreams which follows the prefix.
Example:
Client request:

stream=0&context=jpxl<2-7:2>[s0i0],jpx1<9-10>[s1i3]
Server response:
JPIP-context: jpxI<2-7:2>[s0i0]=0,1;jpx1<9-10>[s1i3]=0
JPIP-stream: 0,<0:1>1,<1:0>0,<1:1>0
This means that the server is responding with data fesulting from:
1) the direct application of the view-window to codestream 0 (as requested via "stream=0");

2) the translation of the view-window:to JPX compositing layer 4, according to compositing ipstruction
0 in compositing instruction set(@; as it applies to codestream 1;

3) the translation of the view-window to JPX compositing layer 9, according to compositing ipstruction
3 in compositing instruction set 1, as it applies to codestream 0; and

4) the translation of the.view-window to JPX compositing layer 10, according to compositing instruction
3 in compositing instruction set 1, as it applies to codestream 0.

D.2.13 [Codestream Context{JPIP-context)

JPIH-context = "JPIP-context" ":" LWSP 1$(context-range "=" l#sampled-range)

The server should send this response header if it is able to process any of the context-range values supplied via a
Codestregm Context request field. The header describes each context-range which is being processed, dlong with
the indicep of all'codestreams which are associated with that context-range. The server may omit some cpntext-
range values'which were originally provided in the Codestream Context request field, if they are not being grocessed.
The servel may also modify context-range values originally provided in the Codestream Context request qield. Two
types of modification are allowed:

a) the server may restrict the collection of image elements (e.g., compositing layers) which were originally
requested;

b) the server may drop geometric transformation modifiers which it is not able to support (e.g., a "track” or
"movie" modifier within an mj2t-context string).

D.2.14 ROI (JPIP-roi)

JPIP-roi = "JPIP-roi"™ ":" LWSP
"roi" "=" region-name ";"
"fSiZ" nw_mn UINT " , " UINT "; "
"rsiz" "=" UINT "," UINT ";"
"roff" nw_mn UINT " , " UINT "; "

region-name = 1*(DIGIT / ALPHA / "_")
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In response to a client request for an ROI, a server shall specify through the ROI response header the extent of the ROI
actually being served. If the server is unable to fulfil the ROI request, it shall reply with the ROI response header simply
set to: "JPIP-roi: roi=no-roi". In addition to the ROI, the server also specifies through the Frame Size, Region Size and
Offset response headers the region of the image that it is serving as a fallback.

If the server is able to serve the ROI, but for some reason needs to resize the portion of the returned image, it shall send
the ROI response header describing the ROI and the Frame Size, Region Size and Offset response headers describing the
part of the ROI being returned.

D.2.15 Layers (JPIP-layers)

JPIP-layers = "JPIP-layers" ":" LWSP UINT

The server should send this response header if the number of layers for which it will serve is smaller than the value
specified by the Iayers request field. Since the view- wrndow is typlcaIIy served in qualrty progressive fashion, the server
is not obliged(a 3 a onse data
4. However, if the requested number of layers exceeds the number of layers avarlable from any codestreams in
indow, the server should at least identify the maximum number of available layers. Any serverthat §ccepts an
Alignment request field (see C.7.1) shall provide a JPIP-layers response if the number of layers for which“it will serve is

ampling rate (JPIP-srate)

JPIH-srate = "JPIP-srate" ":" LWSP UFLOAT
The servgr should send this response header if the average sampling rate of the codestreams which it will s¢nd to the
client is ejkpected to differ from that requested via a Sampling Rate request field-and‘the sampling rate is kngwn. If the

Metadata request (JPIP-metareq)

JPIP-metareq = "JPIP-metareg" ":" LWSP
1#( "[" 1$(reg-box-prop) "]" [root~bin] [max-depth] )
[metadata-only]

reg-foox-prop = box-type [limit] [metareg-qtalifier] [priority]

r should send this response header if it is modifying the max-depth, 1imit, metareq-qualjfier or
priority value provided in a Metadata Request request field.

D.2.18

JPIP-len = "JPIP-len" ":" LWSP UINT

Maximum response length (JPIP-len)

The server should send this response header if the byte limit specified in a Maximum Response Length reques{ field was
too small fto allow a non-empty response unless the byte limit was equal to zero. If returned, JPTP-1en shall pe a value
that informs the client of a suitahle'maximum response length, 1en, for subsequent requests. If 1en=0, the seryer should
respond tg the request with response headers and no response data.

D.2.19 |Quality (JPIR-quality)
JPIH-quality~% "JPIP-quality" ":" LWSP (1*2DIGIT / "100" / "-1")

The servef cansend this response header to inform the client of the quality value that will be associated with the ifnage data
returned dneéthis request has been completed. If the request is interrupted by another request (not having "wait=yes"), this
quality vdlue mighr nat he accurate The quali'ry value refers nnly to the view-window rpquperpd and hasl the same

interpretation as the Quality request field. If the server ignored the client's request, a value "—1" shall be returned.

D.2.20 Image return type (JPIP-type)

JPIP-type = "JPIP-type" ":" LWSP image-return-type

The server should include this response header unless another mechanism identifies the MIME subtype of the return
image data. Examples of other mechanisms include:

— an HTTP "Content-Type:" header,

— Responses to requests that are associated with a session whose return image type has already been
signalled.

D.2.21  Model set (JPIP-mset)

JPIP-mset = "JPIP-mset" ":" LWSP l#sampled-range
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The server should include this response header if the client's request contains a Model Set request field, and the collection
of codestreams identified by the client's Model Set request field differ in any way from the collection of codestreams for
which the server is actually prepared to maintain cache model information. The set of codestreams for which the server
maintains cache model information should include all codestreams which are associated with the server's response data
(either those identified in the client's request, or those identified by the server's Codestream response header, if any).
Apart from those codestreams, the server's "mset" can be no larger than that identified by the client's Model Set request
field.

D.2.22  Needed capability (JPIP-cap)
JPIP-cap = "JPIP-cap" ":" LWSP l#capability-code

This response header specifies that the client shall support a particular feature in order to interpret the logical target in a
conformant manner. Valid capabilities are the same as those defined for the Capability request field in C.10.1.

D.2.23 Ynavaitablepreference3PH-pref)
JPIH-pref = "JPIP-pref" ":" LWSP l#related-pref-set

This respgnse header should be provided if, and only if, a Client Preferences request field contained aretatefi-pref-
set with|the "/ r" modifier (required), which the server was unwilling to support. In this case, an.etrer value should also
be returngd for the response status code. The value string consists of one or more of the related-pref-$ets that
could not pe supported, repeated in the same form as they appeared in the Client Preferences réquest, except that humerical
parameters only need to be represented to sufficient accuracy to avoid any ambiguity insidentifying the ungupported
preference.

Although|desirable, it is not necessary for this response header to list all of the-required related-pref-gets that
cannot be supported. Thus, it is permissible for a server to walk into the Client-Preferences request field orjly until it
encounters a related-pref-set which specifies "/ r" and cannot be supported. See C.10.2.1 for more information
on when this response header is to be used.

D.2.24 |Alignment (JPIP-align)

JPIP-align = "JPIP-align" ":" LWSP "yes" /¢!"no"

This resppnse header should be provided if the server alignment guarantee differs from that requested by the client.
(See C.7.1)

D.2.25 [Subtarget (JPIP-subtarget)

JPIP-subtarget = "JPIP-subtarget™ ":" LWSP byte-range / src-codestream-specs

This resppnse header should be providedif-the subtarget identified by the server differs from that requested by [the client.
(See C.2.3.)

D.2.26 [Handled request (JRIP-handled)
JPIH-handled = "JPIP-handled" ":" LWSP l#handled-req
handled-req =s~equest-field | partially-handled-req)
partjially-handled-req = request-field "=" handled-reg-option
request+field = TOKEN

handled-reg-option = TOKEN

The server shall include this response header in its response to a request containing the handled request field. This
JPIP-handled response header identifies the requests which the server is able to handle correctly, in accordance with
this Recommendation | International Standard. Each request-field can be any of the request fields mentioned in
C.1.2, but may also include other tokens that some clients might not recognize; clients shall ignore any request-field they
do not understand.

Apartially-handled-req can be used to indicate partial support for a request field. If the relevant request field
has a finite set of possible complete parameter strings following the "=" character (e.g., "yes" or "no"), the
handled-reg-option can be one of those values. Table D.3 describes additional values for the handled-reg-
option which are defined by this Recommendation | International Standard for use with specific request fields. Servers
may include other tokens for the handled-reg-option that some clients might not recognize. Clients shall ignore
any partially-handled-reqwhose request-field or handled-reg-option they do not understand.
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D.3 Response data

For anything other than the JPP- or JPT-stream image return types, including raw codestream, the response data should
consist of the requested entity in full. For JPP- or JPT-stream image return types, the response data consist of a sequence
of messages as defined in Annex A, terminated by a single EOR (End Of Response) message. The EOR message is not
defined in Annex A and is not formally part of the JPP- or JPT-stream media types.

An EOR message consists of a header and a body. The EOR message header consists of the single byte identifier, 0x00,
followed by a single byte reason code, R, and then a single VBAS byte count, indicating the number of bytes in the body
of the EOR message. This Recommendation | International Standard provides no normative interpretation for the contents
of the EOR message body.

The EOR message, header and body, is the only message which does not contribute to the byte count restriction associated
with the Maximum Response Length request field as defined in C.6.1.

NOTE — The EOR message means that the server has delivered all the pertinent contents of the relevant data-bins for a client
requesf. THIS Is not necessarily the entire Contents of thoSe data-bIns. TNe response Is terminated when a client specitigd limit has
been rdached. If no limit was specified, then the EOR message would mean that all the contents of the relevant data<bing have been
served

The reasop codes are currently defined (see Table D.2).

Table D.2 — Defined reason codes

Reason fode Reason Explanation

1 Image done The server has transferred all available image information (not just information releyant to
the requested view-window) to the client. This reason code has a particular meanind to
session-based requests. For a session-based request, this reason code implies that the client
has received all data which could be sent in fesponse to any session-based request agsociated
with this logical target. With the possible exception of requests which include cache
management requests fields, any subsequent session-based request will be respondefl with no
response data and R=1 EOR.

2 Window done The server has transferred all available information that is relevant to the requested yiew-

window. This reason code has.a-particular meaning to session-based requests. For afsession-
based request, this reason ¢ade implies that the client has received all data which copld be

sent in response to this‘reguest and the response data was not limited by any data-limit-field
(len or quality) in the request, or by the handling of a subsequent request. With the
possible exceptionof requests which include cache management request fields, any
subsequent repétition of the request will be responded with no response data and R¥2 EOR.

3 Window change | The server isterminating its response in order to service a new request which does rjot
specifyiWait=yes.
4 Byte limit The_server is terminating its response because the byte limit specified in a Maximum
reached Response Length request field has been reached.
5 Quality limit The server is terminating its response because the quality limit specified in a Quality request
reached field has been reached.
6 Session.limit The server is terminating its response because some limit on the session resources, ¢.9., a
reached time limit, has been reached. No further request should be issued using a channel 10
associated with that session.
7 Response limit The server is terminating its response because some limit, e.g., a time limit, has beep
reached reached. If the request is issued in a session, further requests can still be issued using a
channel ID associated with that session.
OxFF Non-specified The server is terminating its response for a reason that is not specified.
reason
Other values Reserved for 1SO use.

Table D.3 — Additional handled-reqg-option values for particular request fields

request-field handled-reg-option Meaning

Cnew transport-name The server correctly handles new-channel request fields that contain the
indicated transport type.

Context "jpIx", "mj2t", "jpmp", "jpxf" The server correctly handles codestream context request fields for
context-range values that commence with the handled-reg-option token.
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Annex E

Uploading images to the server

(This annex forms an integral part of this Recommendation | International Standard.)

Introduction

It is anticipated that images will be placed on a server in a variety of ways outside of the scope of this Recommendation |
International Standard. The purpose of this annex is to describe a mechanism that allows portions of an image to be
uploaded to a server.

E.2

Upload request

E.2.1 LRequeststructure
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E.2.34
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request consists of one or more request fields defined in Annex C, and a request body.

Upload request fields

st fields for an upload shall contain an Upload request field. The Target, Sub-target and Target ID request field

, C.2.3, and C.2.4) can also be used. For an upload of a complete image media typé,the Frame Size,
ze request fields (see clauses C.4.2, C.4.3, and C.4.4) are used to indicate the-position of the upload

entire image. For uploads of JPT-stream and JPP-stream, the number of the data-bin (and hence
umber) along with the main header indicate the location of the coded data ‘and the view-window req
bssary.

Upload request body

General

of an upload request consists of one of the supported image types: JPP-stream, JPT-stream, or a comp
e. The body contains the data that the client is requesting to have handled by the server. This Recomm
hal Standard does not support uploading raw image data.

JPT-stream

of the request contains all data-bins the.glient wants the server to replace (header data-bins, metadata
ins). If the client does not upload aain header data-bin the tile data-bins shall be encoded in a ¢
ith the current main header.

JPP-stream

of the request contains ‘all data-bins the client wants the server to replace (header data-bins, tile he
data-bins, and precinct'data-bins). If the client does not upload a main header data-bin or tile heads
cts shall be encoded)in a compatible manner with the current main and tile-headers.

Completelimage upload
of the réguest contains a complete image media type representing those samples the client wishes to

e of a-complete image upload, the request can include Frame Size, Region Size and Offset request f|

Dffset and
bd portion
the tile or
est fields

ete image
endation |

-bins, and
bmpatible

hder data-
r data-bin

modify.
elds. The

Frame Siz

e request field shall be the size of the reference grid of the image. In the case of a complete image u

load, the

compression need not be done in a compatible way with the logical target on the server. If the size of the uploaded image
exceeds the extent in the Region Size request field, the server should limit modifications to the extent specified in the

Region Si

E.3
E3.1

ze request field.

Server response

General

The server shall respond to an upload request with a status code and reason phrase from Annex D. Useful return codes
and reason phrases for image upload are presented in the following subclauses.
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E.3.2 201 (Created)

The server should use this status code if, upon receiving an upload request, a new resource has been defined on the server.
The server shall have completed the creation before returning this request. If there will be a delay, the server should return
202 (Accepted) instead of 201 (Created).

The server should include a header with the response with a new target 1D field for the updated resource.
No body need be returned.
E.3.3 202 (Accepted)

The server should use this status code if an upload creates a new resource but the server is not yet prepared to serve it.
The server may also use this status code for an update of a current resource.

E.3.4 400 (Bad request)

Servers should issue this status code if the request is incorrectly formatted, or if the query contains request fielfls that are
incompatible with uploading or contains an unrecognized field in the query string.

E.3.5 K04 (Not found)

This statup code should be issued if the server cannot reconcile the requested resource with an isstied target 1D

E.3.6 415 (Unsupported media type)

This statup code may be issued to indicate that while uploads are supported, uploads of the particular type (e.g.| complete
image, JP|T-stream, or JPP-stream) included with the request are not supported.

E.3.7 501 (Not implemented)

This statup might be used if the server does not support upload or does not.support a particular option with uplpad.

E.4 Merging data on the server

E.4.1 Updating the image

After recgiving the uploaded data, the server can createx@new version of the logical target and provide the new version
to clients Jaccessing a new or the old URL. However,the server shall not use the old Target ID request field fo provide
access to pny merged or updated data.

If the cliept includes a Target ID request field.injthe upload request and that target ID does not match the servef's current
target ID ffor the resource, the server should-not update the image. This mismatch might indicate the client hgds edited a
previous yersion of the image that has already been modified. Servers may refuse to accept uploads which do npt contain
a Target ID request field. This is one way to prevent multiple simultaneous edits of a target by different clients. Servers
providing|editing capabilities canttake care of such issues as target locking by some other means.

A JPIP cljent can upload part.of a new image by specifying a target ID of 0, or using a new URL, or target which the
server dogs not have. The server should issue a target ID for the upload. A client may continue to upload pdditional
portions df the new image:by using the target ID returned by the server with the previous upload.

E.4.2 JPT-stream

A server accepting tile data-bin data shall first remove all the old tile data-bin data for those tiles being upldaded, and
then inclyde the new tile data-bin data into the codestream. An update cannot be made that results in a change to the
number or dimension or location of tiles: the structure of the image cannot be changed by an upload. In particular, a server
should not accept tile data-bin uploads for a codestream containing a PPM marker segment in the main header, unless the
client provides a new main header with the upload. Any PLM or TLM marker segments shall be deleted or updated. A
JPT-stream main header data-bin shall be uploaded for new images.

How the codestream tile-parts from a tile data-bin are formed is not specified. The client need not necessarily provide all
tile-parts of a tile, nor need the last tile-part be completed. The server shall update the main header and any portions of
the file format affected (for example length of the codestream box).

When merging data, the number or size of tiles shall not be changed and data that is not replaced by the upload process
shall have the same meaning as it originally had before the upload.
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E.4.3 JPP-stream

A server accepting precinct data-bin messages shall first remove the corresponding old precinct data-bins for those
precincts being uploaded, and then include the new precinct data-bin data. A change cannot be made to a header that
results in a change to the number of precincts, or the meaning of the precinct identifier, or the location or size of each
precinct within its tile-component-resolution. JPP-stream tile header data-bins and main header data-bins shall be
uploaded for new images.

How the precinct packets from a precinct data-bin are formed is not specified. The client need not necessarily provide all
packets of a precinct, or even complete the last provided packet.

When merging data, the number or size of precincts shall not be changed and data that is not replaced by the upload
process shall have the same meaning as it originally had before the upload.

E.4.4 JPP-stream and JPT-stream metadata-bins

Metadata{bin can be uploaded, replacing the contents in an existing metadata-bin. Since the server has cenfrol of the
division df allocating metadata into metadata-bins, the client shall follow the server's metadata-bin structure”’[The client
shall not ¢hange placeholders in a metadata-bin, except to completely remove a placeholder. When uploading an entire
metadata-pin, clients can add new metadata by appending to the end of the old metadata-bin, or by inserting new metadata
between Boxes in the old metadata-bin. The server shall manage the placeholders and the metadata-bin strugture. This
includes Wpdating all placeholders pointing to any decedent metadata boxes that have been ¢hanged or affecfed by the
change. The server shall delete any metadata boxes that were pointed to by a placeholder thatthe client has rempved. The
server maly re-structure the metadata after an upload is accepted, but before the new resource'is created. If unusgd sections
are left in|the file after uploading, Free boxes shall be used to fill those sections.

E.4.5 Complete image upload

In the casp of an acceptable complete image upload, the server should uncompress (if required) the uploaded spb-image,
uncomprgss some portion of the full image on the server, replace those, pi%éls in the (uncompressed) spatial ddmain and
recompress all tiles or precincts affected by the update operation.

NOTE}- This technique requires more computation on the server; fiowever, it removes the possibility that the clieht will use
comprgssed image data in an incompatible way (e.qg., the wrong nuiber of levels of wavelet transform).
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Annex F

Using JPIP over HTTP

(This annex forms an integral part of this Recommendation | International Standard.)

F.1 Introduction

This annex defines the method to use JPIP with the HTTP protocol, as defined in RFC 2616, for both requests and
responses. The JPIP request parameters from Annex C are encapsulated in Valid HTTP request structures. The server
responses (including status codes, headers, messages, and response codes) from Annex D are encapsulated in valid HTTP
responses. All requests and responses shall be encoded as specified by the HTTP standard.

The text and examples in this annex describe the use of JPIP over HTTP. The same binding shall be used for secure HTTP
(or HTTPPS)-

F.2 Requests

F.2.1 Requests introduction

Annex C fefines request fields. When transported via HTTP, the JPIP request can appear as a'query string fojan HTTP
"GET" refjuest or as the body of an HTTP "POST" request. Because some HTTP systems.limit the length of|the query
string proyided in a "GET" request, the "POST" request is preferred for long JPIP requésts.

NOTE|1 — The HTTP Request is defined in RFC 2616 as:

Request = Request-Line ; HTTP Section 5.1
0* (( general-header ; HTTP ‘Section 4.5
/ request-header ; HTTB\Section 5.3
/ entity-header ) CRLF) ; HTTP Section 7.1
CRLF
[ message-body ] ; YHTTP Section 4.3

NOTE|2 — The HTTP Request-Line and Request-URI are.defined in RFC 2616 as:
Request-Line = Method SP Request-URI SP HTTP-Version CRLF

Request-URI = "*" / absoluteURI / abs path / authority
NOTE|3 — RFC 3986 defines:

absoluteURI = absolute=URI

absolute-URI = scheme/":" hier-part [ "?" query ]
hier-part = "/YM authority path-abempty

/ _path-absolute

A path-rootless

/ path-empty

path-abempty *( "/" segment )

path-absollute = "/" [ segment-nz *( "/" segment ) ]

path-roatless = segment-nz *( "/ segment )
pathzempty = <pchar>
seghent = *pchar

seégment-nz = l*pchar

F.2.2 GET requests

A JPIP request can be provided to a server as a HTTP request. For a "GET" request the HTTP request is restricted in the
following manner:

—  The "Method" shall be "GET".
—  The "query" shall be zero or more jpip-request-field separated by '&'".

An example of a JPIP request encapsulated in an HTTP "GET" request is:
GET /images/kids.jp2?rsiz=640,480&roff=320,240&fsiz=1280,1024 HTTP/1.1
Host: get.jpeg.org
CRLF

An equivalent example using an absoluteURI instead of an abs_path is:
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GET http://get.jpeg.org/images/kids.jp2?rsiz=640,480&roff=320,240
&fsiz=1280,1024 HTTP/1.1

CRLF
NOTE — This Recommendation | International Standard imposes no restriction on the scheme component of the absoluteURI.

F.2.3 POST requests

A JPIP request can be provided to a server encapsulated in an HTTP "POST" request. For a "POST" request the HTTP
request is restricted in the following manner:

—  The "Method" shall be "POST".
—  The "entity-body" shall be zero or more jpip-request-field separated by '&'.

— The "Content-type:" header line should be included as an "entity-header" and contain the value
"application/x-www-form-urlencoded".

An exam;lle of a JPIP request encapsulated in an HTTP "POST" request is:
POST| /cgi-bin/j2k server.cgi HTTP/1.1
Host]: post.jpeg.org
Contlent-type: application/x-www-form-urlencoded
Contlent-length: 62
CRLE]

target=/images/kids.jp2&rsiz=640,480&r0ff=320,240&fs12z=1280,1024

F.2.4 Upload requests

An upload request is a valid HTTP request restricted as follows:
—  The "Method" shall be "POST".

—  The URL shall contain the upload query-field.

—  The Content-type shall be the image type of the.body: image/jpt-stream, image/jpp-stream, or g complete
image media type.

An example of a JPIP upload request is:
POST| /images/kids.jp2?rsiz=640,480&r0off=320,240&fs12z=1280,1024 HTTP/1.1
Host]: post.jpeg.org
Contlent-type: image/jpt-stiheam

CRLF]

F.3 Session establishment

A sessiontbased HTTP (o HTTPS) session is established by using the New Channel request field with a value ¢f "http™
(or "httgs"), i.e., "Soew=http" (Or "cnew=https™") as part of a request. This request is typically delivered by HTTP
(or HTTHS). Thetequest can contain a view-window request that becomes the first request in the new chgnnel. The
response {o thisrequest is returned on the same connection as the request was made.

A client qahopen an HTTP (or HTTPS) connection and issue a request which includes the HTTP (or HTTHS) header
"Connection: keep-alive". This is useful for efficient sessions, but it is neither necessary nor sufficient to have a
session. A single HTTP (or HTTPS) connection may be used for traffic for different targets, different channels, or even
non-JPIP traffic, e.g., requests for HTML files. A JPIP request that is part of a session can arrive on HTTP (or HTTPS)
connections other than the HTTP (or HTTPS) connection used to request and issue the new channel, although this is
discouraged.

F.4 Responses

F.4.1 Introduction

Each component of a response from Annex D may be encapsulated as a portion of a valid HTTP response.
NOTE — The HTTP Response is defined in RFC 2616 as:

Response = Status-Line ; HTTP Section 6.1
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0* (( general-header ; HTTP Section 4.5
/ response-header ; HTTP Section 6.2
/ entity-header ) CRLF) ; HTTP Section 7.1
CRLF
[ message-body ] ; HTTP Section 7.2

JPIP responses transported over HTTP shall be valid HTTP responses, with further limitations on some of the parts of the
HTTP response as described in the following subclauses.

F.4.2 Status code and reason-phrase

All of the status codes listed in D.1.3 may be used directly as HT TP status codes. In addition, a server providing JPIP
over HTTP may use any HTTP status code deemed useful, e.g., 402.

All values for Reason-Phrase provided in D.1.3 may be used directly as HTTP Reason-Phrase. The Reason-Phrase shall
be appropriate for the status code. A server providing JPIP over HTTP may use any HTTP Reason-Phrase deemed useful,
e.g., Payment required.

F.4.3 Header information

F.43.1 JPIP headers

The headgr lines from D.2 shall be included as the "entity-header" in the HTTP response without‘modification

F.4.3.2 Use of HTTP Accept header

A server providing JPIP over HTTP can use an HTTP "Accept:" header line found ipraequest to determine the type of
JPIP resppnse. If the request contains a "type=" query parameter, the return type-shall be one of the types ligted in the
type paraeter. If the request contains both a "type=" query parameter and an_*Accept:" header line, the servgr can use
the priorities specified in the "Accept:" line to select between the types specified in the "type=" query paramgter. If no
"type=" guery parameter is present in the request, the server may select alreturn type supported by the underlying JPIP
server from the list of types in the "Accept:".

F.4.3.3 Use of Cache-Control header
Caches in|HTTP proxies are different from the caches and cache models in JPIP.

Any JPIP|request with a New Channel request field is patt.of a session and such responses cannot generally be fached by
HTTP praxy servers. Similarly, any response which ineludes a New Channel response header is also part of a gession. In

both cases, the server's response should include an\HTTP "Cache-Control:" header line with the value "no-cache".

F.4.3.4 Use of Content-type header

A server providing JPIP over HTTP shouldiinclude a "Content-type:" header line, indicating the type of data inthe body,
most commonly this is image/jpp-stream or image/jpt-stream.

F.4.35 Use of Redirect header

The HTTP Redirect header(can be useful to inform a client that the resources has moved or should be accessed from a
different ost.

Note that the JPIP response defines a way to do a redirect as well. The JPIP response should be preferred within|a session.

F.4.4 Body

The messpges” from Annex D shall be included as the body of the HTTP response. An HTTP response shill have a
mechanism to determine the length of the response. If the server does not plan to interrupt a response, it can provide this
information with a "Content-Length" HT TP header line. The preferred method of providing the length is to use the HTTP
header line "Transfer-Encoding: chunked" and then to provide the body in chunks of a size determined by the server and
specified before each chunk. Indicating the end of a response by closing the HTTP connection is discouraged.

F.5 Additional HTTP features
F.5.1 Use of HTTP HEAD method

JPIP clients and servers are not required to use or support the HTTP "HEAD" method. A server choosing to implement
the "HEAD" method shall do so as specified in section 9.4 of RFC 2616. In particular, "The HEAD method is identical
to GET except that the server shall not return a message-body in the response."
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Clients might find it useful to issue HTTP "HEAD" requests as a means to determine if the server will modify any of the
request parameters as specified in Annex D. Clients should not issue a HTTP "HEAD" request with cache model query
fields as this might cause the server to update its cache model.

NOTE - A client wishing to update the server cache model without receiving a response can use the Maximum Response Length
request field.

Servers may refuse any or all "HEAD" requests. Unlike typical HTTP "HEAD" requests that require relatively little effort
for a server to fulfil, some JPIP server implementations might have to obtain data from several locations in a logical
target, compute the nature of the response, and then discard the body of the response in order to respond to a "HEAD"
request.

F.5.2 Use of HTTP OPTIONS method
JPIP clients and servers are not required to use or support the HTTP "OPTIONS" method.

F.5.3 Etagusage

Note that[HTTP defines the entity tag (ETag) mechanism that is similar to the JPIP Target ID request fieldip that it is
used to dgnote changes in a resource. If both an entity tag and a target 1D are associated with a resource, it is'recommended
that the E[Tag defined by HTTP be changed whenever the target-1id is changed.

F.5.4 Use of chunked transfer encoding

Because responses containing compressed data can be very large and thus take a long timeto’transmit, it is injportant to
be able tq stop in the midst of transmission. Unless "Transfer-Encoding: chunked', is specified, HTTP reqyests shall
specify the full length of the body in a "Content-Length:" header or indicate the endlof data by closing the cgnnection.
Neither of these is desirable in an interactive protocol, since it might be necessafryyto stop the current responsg and send
more datg on the same connection for a new response.

NOTE|1 — RFC 2616 provides an algorithm for removing the chunked transfer €ncoding.

NOTE|2 — Chunked transfer encoding might be useful with JPIP when delivered over protocols other than HTTP.

F.6 HTTP and length request field (informative)

With a HT TP return channel, the server does not receive continuous feedback from the client and can easily pysh a great
deal of djta into the pipe, which needs to be fully received before any data for a new window can be prodessed. To
maintain fesponsiveness, clients should use the Maximum Response Length request field to regulate the flow of traffic
and hencg maintain responsiveness. Clients will generally need to implement their own flow control algorithmg to adjust
the requegt length to changing network conditions.
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Annex G

Using JPIP with HTTP requests and TCP returns

(This annex forms an integral part of this Recommendation | International Standard.)

G.1 Introduction

The JPIP protocol itself is neutral with respect to underlying transport mechanisms for the client requests and server
responses, except in regard to channel requests represented by the New Channel ("cnew") request field (see C.3.3) and
the New Channel ("JPIP-cnew") response header (see D.2.3), where transport-specific details shall be communicated.
This Recommendation | International Standard defines four specific transports, which are identified by the strings
"http", "https", "http-tcp" and "http-udp" in the value string associated with New Channel requests. This
annex prquidesdetails of the "http-tcp” transport which shall be identified in this text as HTTP-TCP_ The first
transport |s identified in this text as HTTP and is described in Annex F. The "http-udp" transport type is identified in
this text as HTTP-UDP and is defined in Annex K.

The HTTP-TCP transport uses exactly the same mechanisms as the HTTP transport to send client reguests to the server
and receie the server's response headers and status codes. However, the server's response data (nat.the responsg headers)
is deliverg¢d over an auxiliary TCP connection. The information transported on this auxiliary TCP-connection ig identical
to that wiich would have been transported as the entity body of a pure HTTP response, ‘€xcept that it is framed into
chunks, eqch of which has a chunk sequence number.

The client explicitly acknowledges the arrival of each chunk by sending its sequencé number back to the seryer on the
auxiliary TCP connection's return path. One of the principle benefits of the HTTPFTCP transport is that the servgr receives
incremental notification of the arrival of its response data chunks via this client acknowledgement mechanism. This allows
the server|to manage the flow of data in such a way as to maintain responsiveness and network efficiency.

All requests sent over the HTTP transport shall be encoded as specifieddy the HTTP standard.

G.2 Client requests

Requests pre delivered on the primary channel exactly as HTTP requests. They have exactly the same form afs requests
issued over a channel that uses the HTTP transport described in Annex F. In particular, HTTP "GET" an¢l "POST"
requests may both be used.

G.3 Session establishment

G.3.1 Channel establishment

A new chjannel can be established to~a JPIP server by issuing a request that includes the New Channel request field
(see C.3.3). As an example, such arequest might be issued using HTTP, although it might also be issued to a JPIP-specific
server using any suitable transport mechanism. If the server's response (through the New Channel response|header in
D.2.3) indicates that a new Channel has been created to work with the HTTP-TCP transport, the client shall esfablish the
auxiliary [TCP connectioniusing the auxiliary port number returned via the New Channel response header. Fufthermore,
the requegt which included the New Channel request field is then treated as though it had been issued within the newly
created H[TTP-TCP. transported channel, meaning that the response data generated by that request shall be refurned via
the auxiligry TEPconnection, as soon as it has been connected.

To establish the auxiliary TCP connection, the client issues a TCP connection request to the server host identified via the
New Chanmel TeSponse neader, on the port fdentified by the New Channel TESponse neader. The chient then immediately
sends a single line of ASCII text, consisting of the new channel-id string, followed by two consecutive CR-LF pairs. This
is the only text-oriented communication delivered over the auxiliary TCP connection.

The client then waits to receive the server's response data over the auxiliary TCP connection. This response data cannot
be empty, since every request issued within an HTTP-TCP transported channel shall have a response data stream that
consists of at least the EOR message (see D.3). See G.4 for more on this.

G.3.2  Server framing of response data

All response data sent by the server via the auxiliary TCP connection shall be framed into chunks. Each chunk consists
of an 8-byte chunk header, followed by the chunk body that holds the server's response data, as shown in Figure G.1. The
first 2-byte word of the chunk header holds an unsigned big-endian integer representing the total length of the chunk,
including the length word itself. The contents of the remaining 6 bytes of the chunk header are not defined by this
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Recommendation | International Standard. They can be used for additional server-specific signalling. The client will

return the entire 8-byte chunk header in its chunk acknowledgement messages.

chunk header chunk body

server specific

Size

T.808_FGA1

A
y

chunk length (byte)

Figure G.1 — Response data structure on http-tcp connection

G.3.3 [Client acknowledgement of server response chunks

Upon recgipt of a server response data chunk on the auxiliary TCP connection, the client shall send.the 8-b
header bafk to the server as an unframed stream of data, using the TCP connection’s return path. Each receive
to be ackrowledged in sequence.

G4 Server responses

In responge to each client request, the server sends an HTTP reply paragraph back to the client over the primar

yte chunk
i chunk is

channel.

The reply|paragraph contains the status code, reason phrase and all relevant JPIP response headers and any a

propriate

HTTP regponse headers. However, no response data is returned via the primary channel. For this reason, thefe shall be

no HTTP|entity body in an HTTP-TCP response. Neither shall the "Content:length:" or the "Transfer-encodi
response headers be used.

The response data itself is delivered over the auxiliary TCP channel, fraried into chunks in the manner describe
Since the|[HTTP-TCP transport can only be used with sessions and,hence only with JPP-stream and JPT-stre
return typgs, the response data invariably consists of a sequence of JPP-stream or JPT-stream messages.

The resp@nse data resulting from each request shall consist of'a whole hnumber of chunks, meaning that ng
permitted|to contain response data generated in response.totwo different requests.

The respgnse to each and every request shall be terminated with an EOR message (see D.3), even if the resp
would otherwise have been empty. The EOR message'is considered as part of the response data and is framed in
along with the actual JPP-stream and JPT-stream messages.

This means that every request issued on ann\HTTP-TCP transported JPIP channel results in the generation of a

MHTTP

in G.3.2.
am image

chunk is

onse data
to chunks

least one

non-empty response chunk from the server‘and that the last chunk generated in response to each request termipates with

the EOR Inessage.

Note that fhere is no actual requirement for HTTP-TCP transported response chunks to be aligned on message bgundaries.

G.5 [TCP and length request field (informative)

There might be little\0r no reason for using the Maximum Response Length request field with a TCP retury channel,

where theserver.is:able to carefully regulate the flow of response data to the client so as to maintain responsiv

ENess.
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H.1

Annex H

Using JPIP with alternate transports

(This annex does not form an integral part of this Recommendation | International Standard.)

Introduction

The purpose of this annex is to provide guidelines on the deployment of JPIP over unreliable transports and provides a
generic approach which can be applied to a wide variety of transports, in addition to the HTTP-UDP transport that is
specified in Annex K.

In developing the general approach, it is helpful to divide aspects of the communication into two logical transport
connections, termed the "request connection" and the "data connection". Each logical connection is understood to provide

both a fo

The readg
of the twa
interprete
in terms @
transport

Finally, it

Two scen
stream-or
paths are

H.2

In this cla
responses

Vard Communication patiT and a reverse Communication pati. T e Toles pfaysd by these paths are a5
- The forward request connection path is used to deliver JPIP requests from the client to the.serve

—  The reverse request connection path is used by the server to acknowledge the receipt of requests
response headers to the client.

—  The forward data connection path is used to deliver JPIP stream messages from the server to the

—  The reverse data connection path is used by the client to acknowledge reggeipt of JPIP stream
from the server.

r will observe that these roles are consistent with those served by the forward-and reverse communicg

TCP channels used by the "http-tcp" transport described in Annex G. Indeed, the material in this anr
] as an extension of the "http-tcp” transport to unreliable transports. However, although this annex is
f two different logical connections, there is no reason why the cammunication cannot be carried ov
Connection.

is assumed that each logical connection provides one ofthe.following two types of services:
) A reliable stream-oriented service, such as that offered by TCP.

b)  Anunreliable packet-oriented service (for example, see "http-udp" in Annex K). In this case, pac
arrive out of order or not at all.

prios are considered in this annex. In the first case, the request connection path is assumed to offer
ented service, but the data connection pathis unreliable. In the second case, both the request and data o
inreliable. 1t is helpful to treat these two scenarios in order.

Reliable requests with unreliable data

Ise, the request connection is reliable, meaning that requests arrive at the server in order without loss,
are received by the client in order and again without loss. In this case, the request fields and respon

can be conmunicated exactly as‘in the "http-tcp" protocol, and indeed HT TP is recommended for the transport g

and respo

The JPIP
unreliable

The follo

nse headers.

btream messages, including the EOR message (see D.3), shall be partitioned into packets and delivere|
data connection.

ving 'general guidelines should be observed when constructing transport protocols of this type:

ollows:

=

hnd return

client.
messages

tion paths
ex can be
described
br a single

ets might

a reliable
onnection

ind server
e headers
f requests

f over the
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) Each request should include a anllmct 1D request field (an [adic] R)

b)

c)

d)

For each request, there shall be a corresponding EOR message, even if no JPIP stream messages are sent
in response to the request. This requirement also applies in the case of the "http-tcp" transport.

Each data connection packet constructed by the server shall consist of a whole number of JPIP stream
messages and/or EOR messages. Moreover, the first JPIP stream message in each packet shall contain a
complete header, not relying upon repetition of the codestream identifier or class code components of a
previous message.

All JPIP stream messages (not necessarily EOR messages) found in a data connection packet shall belong
to the response from a single request, and the corresponding Request ID shall be encoded in the packet's
header.

EOR messages may be found either at the end of a packet bearing the same Request ID value as the request
whose response is being ended, or in a block of one or more consecutive EOR messages found at the start
of the first packet following the last packet bearing that Request ID. This policy allows EOR messages
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corresponding to one or more consecutive empty responses (e.g., due to pre-empted requests) to be bundled
into the first packet of the subsequent non-empty response.

In addition to the Request ID value, each packet header should include a packet sequence number. The
packet sequence counter is set to O for the first packet associated with any particular Request 1D value.
Subsequent packets with the same Request ID value have consecutive sequence numbers. This policy
allows a client to identify any EOR messages which might not have been received due to packet loss. It is
important that a client be able to associate requests with response data, so as to synchronize the effects of
cache model manipulation statements at the server with the state of their own cache.

Clients shall acknowledge the receipt of each packet by sending acknowledgement messages to the server
on the response data connection path. Each acknowledgement message should contain a replica of the
received packet's header, but might conceivably contain additional information. The client can, at its
discretion, aggregate acknowledgement messages to several packets when constructing acknowledgement
packets. However, excessive aggregation can affect the reliability with which servers can estimate network

H.3

This subd|
the data ¢}
request c(
JPIP is w4
request ar

The follo
for unreli

h)

@)
b)

C)

d)

€)

Unreliable requests with unreliable data

Statistics:
The server is not obliged to retransmit any unacknowledged packet and clients shouldnot expect

retransmission of missing packets. An intelligent server might, for example, choose’to fetransmit
unacknowledged packets depending upon their relevance to the current view-window.

ause is concerned with transports where both the request and data connections are unreliable. Guidelines for
pnnection are exactly as described in H.2 for the case where data are delivered unreliably. With an unreliable
nnection, however, it is possible that one or more requests might be lostor arrive out of order at the server.
Il adapted to handling this situation, since servers have the freedom to\pre-empt previous requests when a new
Fives.

ving general guidelines should be observed when handling unreliable requests, in addition to those listed in H.2
ble data connections.

Each request packet should include a header, identifying the value of the Request ID.

Each request packet should also include a sequence number, carrying sufficient information to fletermine
whether or not all packets associated with a request have been received.

In many cases, servers can simply ignore missing request packets when a new request arrives. To do this,
the server has only to send EOR messages on the data connection, indicating that the missing reguest was
pre-empted immediately. There is noveed for acknowledgement messages to be sent in response|to request
packets. There is no need for_any response headers to be sent in response to requests which|are being
immediately pre-empted because some or all of the request packets were lost.

For each request which-atrives in full at the server, the server should send one or more responge packets
which identify the Request ID and include any response headers. This is true even if the requgst arrives
after the response Was'issued to any subsequent requests (e.g., because some packets of the request were
unduly delayed)~\Fhis provides the client with a mechanism for determining whether or not an [important
request was (eceived by the server.

Certain.types of requests shall be processed by the server to avoid loss of synchronization with fthe client.
The mostimportant of these are requests which include subtractive cache model manipulation [fields. To
enable’the server to detect such requests, without having to fully serialize the request stream, request packet
headers should include the following two fields:

1) A flag indicating whether or not the packet belongs to a request which shall be procesqed before

H.4

processing subsequent requests.
2) The Request ID associated with the most recent request for which the flag mentioned in el was set.

If the server does not receive one or more packets of a request with flag el set (i.e., requests with condition
e2 arrive and the request with flag el is missing), it shall idle until the client retransmits the packets.

Request and response syntax

The request and response syntax described in Annexes C and D should be followed when designing new transports for
the JPIP protocol. However, it is permissible to develop equivalent binary representations of various request fields and
response headers.
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H.5 Session establishment

The New Channel request field (see D.2.3) and corresponding response header can be used to create channels associated
with transport protocols other than the "http™ and "http-tcp™ transports described normatively in this Recommendation |
International Standard. The procedure for creating channels for new transports should follow the same general
conventions outlined for "http-tcp”. In particular, the response headers for the request which creates the new channel
should be returned on the transport that was used to create the channel, while response data should be delivered using the
new channel's transport.
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Annex |

Indexing JPEG 2000 files for JPIP

(This annex forms an integral part of this Recommendation | International Standard.)

Introduction (informative)

The Rec. ITU-T T.8xx | ISO/IEC 15444-x family of Recommendations | Standards define a family of JPEG 2000 file
formats. The family utilizes a common syntax, whose basic element is the container called a box. This annex defines new
file format boxes containing indexing information, the inclusion of which in JPEG 2000 family files might facilitate the
deployment of those files in a JPIP system, by enabling file readers to locate within the files the elements that are required
to construct images incrementally.

In particu

This annej

be catego

drl, lNnese DOXes mignt pe userut.

X defines index boxes corresponding to both file-level information and codestream infermation. The
ized as follows:

to a server-side implementation of the JPIP protocol;

to a client accessing an image remotely, using a simpler protocol, which allows access to specified byte-

ranges of the file.

boxes can

The Codestream Index (cidx) superbox indexes codestream information corresponding to the majin header,

tile header, tile and precinct data-bin classes of the JPP-stream and JRT >Stream. It contains a C
Finder (cptr) box pointing to the indexed codestream, a Manifest(manf) box summarizing the
contents, and index table boxes, which are the Header Index Table/(mhix) box, the Tile-part In
(tpix) superbox, the Tile Header Index Table (thix) superbox; the Precinct Packet Index Tal

pdestream
est of the
fex Table

ble (ppiX)

superbox and the Packet Header Index Table (phix) superbox. The index table boxes correspond to the

different types of codestream data represented by data<hin classes in the JPP-stream and the J
defined in Annex A. The index table boxes whichsare/superboxes contain Fragment Array In
boxes or Header Index Table listing the actual cedestream elements. The Header Index Tablg
Packet and Packet Header index table superboxesralso each contain a Manifest box.

The File Index (fidx) superbox indexes file<level information corresponding to the metadata-b
the JPP-stream and JPT-stream. Unless it indexes the top level of the file, in which case it is ca
File Index box, it contains a File Finder (fptr) box pointing to the indexed superbox. It can con
(prxy) boxes representing the contents of the indexed file or superbox.

The Index Finder (iptr) box points to a root File Index, enabling its location to be discovered.

PT-stream
fex (faix)
, Precinct

n class of
led a root
ain Proxy
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Figure 1.1 illustrates an example JPEG 2000 file containing JPIP index boxes:

‘iptr” box ‘

‘jp2c’ box ‘

‘cidx’ box

‘cptr’ box

‘manf” box

‘mhix’ box

1piXboxX

‘thix” box

‘ppix’ box
‘phix’ box

‘fidx” box

‘prxy’ box
T T.808_FIA

Figure 1.1 — Part of an example JPEG 2000 file containing JPIP index boxes

1.2 Identifying the use of JPIP index boxes in the JPEG 2000 file format compatibility list

Files that contain one or more of the index boxes defined in.this Recommendation | International Standard may contain a
CL'! field [n the File Type box (as defined in Rec. ITU-T:T:800 | ISO/IEC 15444-1) with the value 'jpip' (0x6a40 6970).

1.3 Defined boxes
1.3.1 General

Table 1.1]lists all boxes defined as patt.of this Recommendation | International Standard. For the placemgnt of and
restrictior]s on each box, see the relevant subclause defining that box.

Table 1.1 Js informative. Normative definitions of each box are contained within the individual subclauses ref¢renced in
the table.
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Box name Type e Comments
Codestream index box ‘cidx’ Yes This box contains indexing information about a JPEG 2000
(1.3.2) (0x6369 6478) codestream.
Codestream Finder box ‘cptr' No This box points to a JPEG 2000 codestream.
(1.3.2.2) (0x6370 7472)
Header Index Table box ‘mhix’ No This box specifies an index of the marker segments in the
(1.3.2.4.3) (0x6D68 6978) main header of a codestream or the tile-part headers of a tile.
Tile-part Index Table box tpix’ Yes This box specifies the locations and lengths of each tile-part in
(1.3.2.4.4) (0x7470 6978) the codestream.
Tile Header Index Table box ‘thix' Yes This box specifies the locations and lengths of each part of the
(1.3.2.4.5) (0x7468 6978) codestream necessary to construct tile headers for each tile for
The correct decoding of precinct packet data.
Precinct Packet Index Table box | 'ppix’ Yes This box specifies the locations and lengths of packgts within
(1.3.2.4.6 (0x7070 6978) the codestream.
Packet Header Index Table box | 'phix’ Yes This box specifies the locations and lengths of packgt headers
(1.3.2.4.7 (0x7068 6978) within the codestream.
Manifest pox 'manf’ No This box summarizes the boxes that immediately anjd
(1.3.2.3) (0x6D61 6E66) contiguously follow it, within,its’containing box or file at the
same level as the Manifest-box.

Fragment Array Index box ‘faix’ No This box specifies the {gcations and lengths of the eJements of
(1.3.2.4.2 (0x6661 6978) a codestream.
File Index box 'fidx' Yes This box can hé-used to find other indexes and arbitrary data
(1.3.3) (0x6669 6478) within the fife
File Findgr box ‘fptr' No This box points to an indexed box
(1.3.3.2) (0x6670 7472)
Proxy bo ‘prxy' No This box represents in a File Index box a box elsewhere in the
(1.3.3.3) (0x7072 7879) file
Index Firjder box "iptr' No This box points to the root File Index box of a file.
(1.3.4) (0x6970 7472)

1.3.2 Codestream Index box (superbox)

1.3.2.1 General

The Codgstream Index box contains indexing information about a JPEG 2000 codestream. The type of a Cpdestream

Index boX

shall be ‘cidx' (0x6369 6478).,The contents of a Codestream Index box shall be as follows (Figure |

cptr

manf

Figure 1.2 — Organization of the contents of a Codestream Index box

T.808_Fl.2

2):

am Index

cptr: Codestream Finder box. This box points to the codestream indexed by the Codestrg
box. Its structure is specified in 1.3.2.2.
manf:  Manifest box. This box summarizes the index tables following it inside the Codestream Index

box. Its structure is specified in 1.3.2.3.
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1.3.2.2 Codestream Finder box

The Codestream Finder box points to a JPEG 2000 codestream. The type of a Codestream Finder box shall be ‘cptr'
(0x6370 7472). The contents of a Codestream Finder box shall be as follows (Figure 1.3):

DR:

ST T T T[T T 1

8 COEF CLEN

DR

T.808_F1.3

Figure 1.3 — Organization of the contents of a Codestream Finder box

Data Reference. This field specifies the location of the codestream, or of the Fragment Table
box standing for it. If 0, the codestream or its Fragment Table box exists in the current file.
Otherwise, the quantity identifies an entry in the Data Reference box in the current file. In this

COFF:

CLEN:

case, the Data Reference entry identified by DR indicates the resource that cohtains the

codestream or Fragment Table box. This field is stored as a 2-byte big endian unsign§

CONT: Container Type. This field is stored as a 2-byte big endian unsigned integer. The-valu

in this Recommendation | International Standard are described in Table 1.2

Codestream Offset. This field specifies the location of the codestreamterFragment L
appropriate, relative to the start of the file or resource identified by DR¢ This field is st
8-byte big endian unsigned integer.

Codestream Length. This field specifies the length of the cedestream or Fragment L
appropriate. This field is stored as an 8-byte big endian unsigried integer.

Table 1.2 — Container type values

d integer.
s defined

st box, as
bred as an

st box, as

CONT

Meaning

The entire codestream appears as a contiguous range of bytes within its file or resource. In this ca
offset and length values given here refer to the\codestream itself. Note that the codestream might
be within a Contiguous Codestream box, but the offset and length values refer to the codestream i
starting at the SOC marker and ending immediately after the EOC marker.

e, the
ell
self,

The codestream is fragmented and thefocation and length values refer to the Fragment List box
(including its box header) describing the locations and lengths of each of the fragments that repre
the codestream. Note that all subsequent locations and lengths are expressed relative to the start o
codestream, as it would appear after reconstituting all of the fragments identified in the Fragment
box.

ent
the
List

All dther values

Reserved for ISO use.

1.3.2.3 Manifest

box

The Manifest box summarizes the boxes that immediately and contiguously follow it, within its containing bo
the same |evel as the Manifest box.

NOTE}- The Manifest:box can be used to facilitate random access into these following boxes, such as the index boxe
it inside a Codestreantindex box.

The type|of a Manifest box shall be 'manf' (0x6D61 6E66). The contents of the Manifest box shall be &

(Figure 1.4):

or file at

following

s follows

BH:

N-1

BH BH

T.608_F1.4

Figure 1.4 — Organization of the contents of a Manifest box

Box Header. This field contains the complete box header of the i-th box immediately
the Manifest box. The length of this field is 16 bytes if the value of the LBox field
within that box header is 1, or 8 bytes otherwise.

following
contained

The number of boxes, N, whose headers are contained within the Manifest box, is determined by the length of the Manifest
box. When used inside a Precinct Packet Index Table box or a Packet Header Index Table box, N is the number of
codestream components.
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Inside a Codestream Index box, a Tile Header Index Table box, a Precinct Packet Index Table box or a Packet Header
Index Table box, a Manifest box shall include all of the boxes that follow it, up to the end of the containing box.

1.3.2.4 Index tables
1.3.2.4.1 General

The Codestream Index box may contain an index table for each of the following kinds of codestream data: main header,
tile-parts, tile headers, (precinct) packets and packet headers. Each index table is a different type of box. There shall be
no more than one of each kind of table in a Codestream Index box.

The Tile-part Index Table, Precinct Packet Index Table and Packet Header Index Table boxes are superboxes containing
Fragment Array Index boxes. The Tile Header Index Table box is a superbox containing Header Index Table boxes.
Below we define first the Fragment Array Index box and then the Index Table boxes.

1.3.2.4.2 Wox
The Fragment Array Index box lists the locations and lengths of the elements of a codestream. It is used WithirL the Tile-

part Index Table, Precinct Packet Index Table and Packet Header Index Table superboxes.

The type pf a Fragment Array Index box shall be 'faix' (0x6661 6978). The contents of the Fragment Array |ndex box
shall be a$ follows (Figure 1.5):

LEN—D: ] LEN—D: NMAX-1
VENMAXZ M
OFFD: 0 AUXD: 0 OFFD: NMAXK-1 AUXD: NMAK-1
LENM—I: ] ]-:]‘E:Ni{—l: NMAX-1
e
% T.S_DS_FI.ﬁ
OFFM—I: ] A-U—XM—I: OFFM—I: NMAX-1 A-U—XM—I: NMAX-1

Figure 1.5 — Organization of theicontents of a Fragment Array Index box

V. Version. This field is 'encoded as a 1-byte unsigned integer. The values defingd in this
Recommendation | International Standard are described in Table 1.3.

NMAX: Maximum number of valid elements in any row of the array. When used inside a cpdestream
index table, NMAX is the maximum number of elements that will be specified for any tiles.

M: Number ©f rows of the array. When used inside a codestream index table, M is the pumber of
tiles.

OFF': Offsgt. This field specifies the offset in bytes (relative to the start of the codestregm) of the
jath element in row i of the array.
LEN®:S Length. This field specifies the length in bytes of the j-th element in row i of the array.

AUXH: - Auxiliary. This field specifies auxiliary information about the j-th element in row i of|the array.
The value of this field shall be zero unless otherwise permitted by the superbox contgining this
box. All nonzero values of this field are reserved.

While all rows of the array specified in the Fragment Array Index box shall be stored with NMAX number of elements,
the object being described by that row might have a smaller number of elements to specify. In this case, where for any
row i containing J valid elements where J is less than NMAX, the values of OFF" to OFF"NMAX-1 and LEN'™ to
LENPNMAX"L shall be set to zero.
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Table 1.3 — Version values

CONT Meaning

0 NMAX, M and all OFF'i and LEN" fields are encoded as 4-byte big endian unsigned integers and
AUX fields are not present.

1 NMAX, M and all OFF'i and LEN" fields are encoded as 8-byte big endian unsigned integers and
AUX fields are not present.

2 All fields other than V are encoded as 4-byte big endian unsigned integers.

3 NMAX, M and all OFF'i and LEN fields are encoded as 8-byte big endian unsigned integers and
all AUXi fields are encoded as 4-byte big endian unsigned integers.

All other values | Reserved for 1ISO use.

1.3.2.4.3

Header Index Table Box

The Headkr Index Table box indexes the main header of a codestream or the tile-part headers of a tile, indicatin
er length or first tile-part length and the locations and lengths of marker segments in the header. A
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shall be included, except that the SOT marker segment may be omitted for tile-part headers that cons

5OD. Marker segments need not be listed in the order in which they occur in the codestream? The He3
can only occur inside a Codestream Index box. At the top level, it indexes a codestream and shal
once. Inside a Tile Header Index Table box, it indexes tile-part headers.

— The intent is to provide an efficient means for skipping over pointer information in the header, which is not 1
tly browsing the file but might unnecessarily bulk out the header. Listing multiple marker segments with the sg
ntiguously in the Header Index Table box will allow readers to skip over groups gfanarker segments in which

ed.
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The type pf a Header Index Table box shall be 'mhix’ (0x6D68 6978). The centents of the Header Index Table box shall

be as follpws (Figure 1.6):

TLEN M

:

Figure 1.6 — Organization of the‘contents of a Header Index Table box

A

&
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~ T.808_F16

[TLEN: Length. When the Header Index-Table box indexes a main header, this field specifies the tqtal length
of the main header. When the Header Index Table box indexes tile-part headers, this field specifies
the total length of the first tile-part header. The value of this field is encoded as an 8-byte big endian
unsigned integer.

Marker code. This'field specifies the marker code beginning the i-th marker segment listed ip this box.

The value of this field is encoded as a 2-byte big endian unsigned integer.
NR': Number _rémaining. This field indicates that (at least) NR' marker segments with the samie marker
code Mi.are listed immediately and contiguously following the i-th marker segment in thip list. The

value-of this field is encoded as a 2-byte big endian unsigned integer.

OFF"

Offset. This field specifies the offset in bytes, relative to the start of the codestream, of the marker
segment parameters (including the length parameter but not the marker itself) for the i-th marker
segment in this list. The value of this field is encoded as an 8-byte big endian unsigned intdger.

l ifies th

length in ing the two
ker segment
in this list. The value of this field is encoded as a 2-byte big endian unsigned integer, and is the same

as the value of the length parameter in the marker segment itself.

The number of marker segments, N, listed in the Header Index Table box, is determined by the length of the Header Index
Table box.

1.3.2.4.4  Tile-part Index Table box (superbox)

The Tile-part Index Table box indexes the locations and lengths of each tile-part in the codestream, where each tile-part
commences with its SOT marker and finishes with the last packet of the tile-part.

The type of a Tile-part Index Table box shall be 'tpix' (0x7470 6978). The contents of the Tile-part Index Table box shall
be as follows (Figure 1.7):
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faix
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Figure 1.7 — Organization of the contents of a Tile-part Index Table box

Fragment Array Index box. This box lists the locations and lengths of all the tile-parts in the
codestream. Its structure is specified in 1.3.2.4.2. The m-th row in this table corresponds to the
m-th tile in the codestream. The entries on this row hold the locations and lengths of all the tile-
parts in the corresponding tile, in codestream order. If the Fragment Array Index box has Version
equal to 2 or 3, the Auxiliary fields specify for each tile-part the smallest n such that, in all
components for which (N_ — n) is non-negative, resolution level (N. —n) and all lower resolution
levels have been completed when this tile-part is combined with all preceding tile-parts of the
same tile, where N, is the number of decomposition levels, which can vary by component. If no

1.3.2.4.5

Tile Header Index Table box (superbox)

resolution levels of any component have been completed, the value of the Auxiliary,field is one
plus the maximum value of N_ across all components. The value zero is reached| when all
resolutions in all components have been completed. Because resolutions do“not ngcessarily
appear in order in a tile, some resolution levels above the value signalled hy\the Auxifliary field
might have been completed.

The Tile IHeader Index Table box indexes the tile headers of each tile, for the correct decoding of precinct packet data.

The type ¢f a Tile Header Index Table box shall be 'thix' (0x7468 6978). The contents of the Tile Header Index [Table box

shall be a$ follows (Figure 1.8):

The numier of Header Index Table boxes, N, is the number of tiles.

1.3.2.4.6

Figure 1.8 — Organization of the contents)of a Tile Header Index Table box

manf:

mhix’:

Precinct Packet Index Table box (superbox)

2

manf 7/, mhix mhix

TI808_FL.8

Manifest box. This box summarizes the boxes specified by mhix! inside this Tile Hedder Index
Table box. Its structure is\specified in 1.3.2.3.

Header Index Table*tox. This box indexes the tile-part headers for the i-th tile. Its sfructure is
specified in 1.3,2,4.3.

The Precinct Packet Index Table-box indexes the packets within the codestream. The type of a Precinct Pagket Index

Table bo

[y

shall be 'ppix' (0x7070 6978). The contents of the Precinct Packet Index Table box shall be gs follows
(Figure 1.9):

7
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The number of Fragment Array Index boxes, N, shall be no greater than the number of codestream components.

manf:

faix’:

Manifest box. This box summarizes the boxes specified by faix! inside this Precinct Packet Index
Table box. Its structure is specified in 1.3.2.3.

The i-th Fragment Array Index box corresponds to the i-th image component in the codestream.
The m-th row in this table corresponds to the m-th tile in the codestream. The entries on this row
hold the locations and lengths of all packets in the corresponding tile-component. Packets appear
contiguously, ascending in layer order, within their respective precincts, and precincts appear in
the order associated with the sequence number s, defined in A.3.2.1. However, the fixed order
of the packets is not necessarily the same as that specified in any COD/POC marker segments
within the codestream. The structure of the Fragment Array Index box is specified in 1.3.2.4.2.
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If packet headers are packed into PPM or PPT marker segments, the corresponding entries in the fragment array refer to
the location and length of the packet body only, as it appears inside its tile-part body. Entries that refer to non-existent
packets (either because the relevant tile-component contains fewer packets than another tile-component in the same array,
or because the codestream has been truncated prior to the point at which that packet would have existed) should have
their location field set to zero. Entries that refer to packets whose body is empty and whose header consists of exactly one
byte, 0x80, may be identified using a length value of zero. Such packets occur frequently in JPEG 2000 codestreams;
applications can avoid the overhead of explicitly fetching such packets whose content is predictable. If the relevant COD
marker segment specifies that EPH markers are to appear after each packet header in some tile, the special length value
of zero shall be interpreted in that tile as meaning that the packet consists of the 0x80 byte followed by the EPH marker.

1.3.2.4.7  Packet Header Index Table box (superbox)

The Packet Header Index Table box indexes the packet headers within the codestream. The type of a Packet Header Index
Table box shall be 'phix' (0x7068 6978). The contents of the Packet Header Index Table box shall be as follows
(Figure 1.10)-

Z

manf faix faix™~

T.808_FL10

Figure 1.10 — Organization of the contents of a Packet Header Index Table box

The numbier of Fragment Array Index boxes, N, shall be no greater than the number«f codestream components.

manf:  Manifest box. This box summarizes the boxes specified by faix!' inside this Packet Heqder Index
Table box. Its structure is specified in 1.3.2.3.

faix’: The i-th Fragment Array Index box corresponds te.the i-th image component in the cqdestream.
The m-th row in this table corresponds to the m-thtile in the codestream. The entries on this row
hold the locations and lengths of all packetfieaders in the corresponding tile-compondnt. Packet
headers appear contiguously, ascending i layer order, within their respective precjncts, and
precincts appear in the order associated with the sequence number s, defined in A.3.2.1.
However, the fixed order of the packet headers is not necessarily the same as that sgecified in
any COD/POC marker segments within the codestream. The structure of the Fragment Array
Index box is specified in 1.3.2:4.2.

Entries thpt refer to non-existent packet headers (either because the relevant tile-component contains fewer pafkets than
another tiJe-component in the same array, or because the codestream has been truncated prior to the point at Which that
packet hegder would have existed) should have-their location field set to zero. Entries that refer to packets whope body is
empty andl whose header consists of exactlyone byte, 0x80, may be identified using a length value of zero. Sugh packets
occur frequently in JPEG 2000 codeStreams; applications can avoid the overhead of explicitly fetching sugh packets
whose coptent is predictable. If the‘relevant COD marker segment specifies that EPH markers are to appear pfter each
packet hegder in some tile, the special length value of 0 shall be interpreted in that tile as meaning that the packegt consists
of the 0x§0 byte followed by. the EPH marker.

1.3.3 File Index box(superbox)
1.3.3.1 General

The File Index.box can be used to find other indexes (in particular, the codestream index corresponding to a copestream)
and arbitrprydata within the file.

A root File Index box indexes the top level of the file. Any other File Index box indexes a superbox within the file. There
shall be at most one File Index box with a given scope (top level or a particular superbox) within a given file.

The type of a File Index box shall be 'fidx' (0x6669 6478). The contents of the File index box shall be as follows
(Figure 1.11):

2

fptr 7/ prxy PIXY
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Figure 1.11 — Organization of the contents of a File Index box
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File Finder box. A root File Index box shall not include this box. Any other File Index box shall
include this box, which shall point to the superbox indexed by the File Index box. The structure
of the File Finder box is defined in 1.3.3.2.

Proxy box. This box represents a box in the portion of the file indexed by the File Index box. A
root File Index box shall include proxies only for boxes at the top-level of the file. Any other
File Index box shall include proxies only for boxes at the top level of the superbox indexed by
the File Index box. The proxies shall occur in the same order as the boxes, but not all boxes need
be proxied. The structure of the Proxy box is defined in 1.3.3.3.

NOTE - Because in some cases the presence, absence, or ordering of boxes in the file is significant, it might be helpful to
applications if, preceding any such proxied boxes, no boxes within the scope of the index are omitted from the index.

1.3.3.2

File Finder box

The File Finder box points to a box. The type of a File Finder box shall be 'fptr' (0x6670 7472). The contents of a File

Finder bo,

1.3.3.3
The Prox

The type

I} -l o ll L }-3-O\
Shdllh U ds TUTTUWS (FIJUIe 1.1L2).

OOFF OBH

T.808_Fl12

Figure 1.12 — Organization of the contents of a File Finder box

OOFF: Original Offset. This field specifies the offset in bytes (relative to the start of the file)

OBH:  Original Box Header. This field contains the complete box header of the box pointed
File Finder box. The length of this field is 18, bytes if the value of the LBox field
within that box header is 1, or 8 bytes otherwise.

Proxy box

pointed to by this File Finder box. The value of this field is encoded as an 8-byte |
unsigned integer.

Df the box
ig endian

to by this
contained

box represents in a File Index box a box elsewhere'in the file, indicating its location and length, the location
and length of any index to the box, and a prefix of the cantents of the box.
bf a Proxy box shall be 'prxy' (0x7072 7879): The contents of the Proxy box shall be as follows (Figyre 1.13):
T 1 BN} B 7
OOFF OBH//N IOFF’ IBH IOFF IBH "' 7/ PREF
T.808_FI1.13
Figure 1.13 — Organization of the contents of a Proxy box

OOFF: Origihal Offset. This field specifies the offset in bytes (relative to the start of the file) pf the box
represented by this Proxy box. The value of this field is encoded as an 8-byte big endian} unsigned
integer.

OBH:  Original Box Header. This field contains the complete box header of the box represenfed by this
Proxy box. The length of this field is 16 bytes if the value of the LBox field contairjed within
that box header is 1, or 8 bytes otherwise.

NI: Number of Indexes. This field indicates the number of index pointers included in this Proxy box.
Each set of subsequent IOFF', and IBH fields points to either a File Index or a Codestream Index
box that indexes the box represented by this Proxy box. All other values are reserved. The value
of this field is encoded as a 1-byte unsigned integer.

IOFF": Index Offset. This field contains the offset in bytes (relative to the start of the file) of the i-th
index box. The value of this field is encoded as an 8-byte big endian unsigned integer.

IBH': Index Box Header. This field contains the complete box header of the i-th index box. The length
of this field is 16 bytes if the value of the LBox field contained within that box header is 1, or 8
bytes otherwise.

PREF: Prefix. This field contains an arbitrary prefix of the data in the box represented by this Proxy

© ISO/IEC 2023 - All rights reserved
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1.3.4 Index Finder box

The Index Finder box points to the root File Index box of a file. It shall occur only if the file contains a root File Index
box. The type of an Index Finder box shall be 'iptr' (0x6970 7472). The contents of an Index Finder box shall be as follows
(Figure 1.14):

OFF LEN

T.808_Fl.14

Figure 1.14 — Organization of the contents of an Index Finder box
OFF:  Offset. This field specifies the location of the root File Index box relative to the start of the file.
This field is stored as an 8-byte hig endian unsigned integer

LEN:  Length. This field specifies the size of the root File Index box. This field is stored as|an 8-byte
big endian unsigned integer.

1.4 Association of codestream indexes with codestreams

InaJP2, JPX or JPM file, the Codestream Index box shall occur at the top level of the file andithe i-th Codestrgam Index
box shall[correspond to the i-th codestream, also at the top level of the file. The Codestream Finder box Yithin the
Codestregm Index box also indicates the codestream that is indexed by the Codestream_Index box.

1.5 Placement restrictions (informative)

Few placgment restrictions have been imposed on the boxes defined in thissanhex. They may be placed at the gnd of the
file if degired; this is likely to be convenient when a non-indexed file is-subsequently indexed. However, itf might be
helpful td place the Index Finder box near the beginning of the file;\preferably immediately after any boxgs that are
required tp be in a contiguous group at the beginning of the file (stichas after the File Type box in a JP2 file of after the
Reader Rg¢quirements box in a JPX file), where it can easily be found by file readers. To minimize the movement of file
boxes, on|the addition of this box and optionally the addition of'a 'jpip' code to the compatibility list in the File [Type box,
a Free box (defined in Rec. ITU-T T.801 | ISO/IEC 15444-2) could be used as a placeholder for it in a yet-to-be-indexed

file.
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Annex J

Profiles and variants for interoperability and testing

(This annex forms an integral part of this Recommendation | International Standard.)

J.1 Introduction

This annex provides the framework, concepts, and methodology for establishing interoperability, and the criteria to be
achieved to claim compliance with this Recommendation | International Standard. This annex also provides a
methodology for testing compliance within a set of defined profiles and variants. The objective of standardization in this
field is to promote interoperability between JPIP servers and clients and to enable testing of these systems for compliance
to this Specification.

This anngxX 3 fefir ' ' —Profites define the ficlds thata JPTP Server is expected 1o impie
support bgyond parsing and interpretation; profiles also limit the requests a client can expect a server within.this profile
to supporf and fully implement. Clients making a request within a profile that receive a 501 ("Not Implemented", see
Annex D] or 400 ("Bad Request™) error code can use this as an indication that the server does not-fully implement the
profile and can fall back to requests of a lower profile. Variants define which features of the JPIR specificatiop are used
to requesq and transmit data between client and server. Profiles and variants are orthogonal td.€ach other. Sprvers are
classified|according to the highest level profile they support, and all the variants they implement. Clients are|classified
accordingto all the variants they implement, and according to the highest level profile they.can work with.

Even thoygh the testing procedures, profiles and variants compiled in this annex are{defined for images encodgd in only
some partk of the Rec. ITU-T T.8xx | ISO/IEC 15444-x family of Recommendations,[‘Standards, and only a limifted subset
of featurep of JPIP is tested, this shall not imply that servers or clients using/means of JPIP to deliver imagegs in other
formats of by other means of JPIP not listed here are not compliant. It only means that their compliance is npt defined
within thg limits of this annex, and that there is currently no recommended testing policy and classification for|them.

J1.1 Profiles

Profiles dgfine which requests a server can be expected to suppart;.and therefore, which requests a client can expect to be
supported and fully implemented by the server. Requests ‘defined in a lower profile are also supported [and fully
implemented in a higher profile. Profiles are defined in detail in J.3.

J.1.2 \/ariants

Variants define which means of the JPIP specification a client and a server use to transmit data. Clients and sefvers need
to providg a common subset of variants in ordérto interoperate. Variants are defined in J.2.

J.2 Definition of variants

JPIP allows for three different image‘return types, for requests within a session or stateless communications ahd for the
exchange|of metadata and/orcogéstream data between the server and client. Variants classify clients and sefvers in a
3-dimensjonal space based 0On;

1) the image.return types they support;

?) whetherthe client requires and the server implements a persistent cache model for requests withip sessions
and/or whether the communication is stateless (see B.1);

3)¢ , whether the transmitted data includes codestreams and/or metadata encoded in the boxes of the file format.

To classify a CTient or a Server, the iImplemented variants in each of tne three axes are specified. Interoperability of a
client-server pair requires that both operate according to a common subset of variants. Unlike profiles that are ordered by
complexity, variants do not form a hierarchy of features.

J.21 Image return type variant (P, T or R)

This parameter defines the image return type a server is able to deliver and a client is able to interpret. Servers in the P
variant are able to deliver JPP streams; servers in the T variant are able to deliver JPT streams; servers in the R variant
are able to deliver "raw" image return types. Clients in the P variant accept JPP streams, clients in the T variant accept
JPT streams and clients in variant R accept raw images. The P, T and R variants are not mutually exclusive; servers or
clients can support several variants.
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J.2.2 State model variant (N or S)

This parameter defines whether a server is able to use channels for communication. A server in variant S is able to grant
a channel in response to a New Channel request (see C.3.3) and maintain a persistent cache model between requests
in the channel. A server in variant N is able to respond to requests that do not involve a new channel or a channel ID
request field.

Clients operating in variant S are required to cache data between requests in the same session to iteratively request data
from a server; for efficient ongoing communications, clients in variant N might need to use cache model manipulation
requests. The S and N variants are not mutually exclusive, and servers and clients might support both variants.

J.2.3 Bitstream variant (M or C)

This parameter defines the types of logical targets the server is able to serve. Servers operating in variant M are able to
deliver original box contents of a JPEG 2000 file format as metadata-bins. Servers in variant C are able to deliver data

containedri-the-codestrearmtsing-the-tneremental-codestrearmrepresentation—A-servert-vattant-C-shat-detiver at least
metadata-pin #0 (see A.3.6), though this bin will be empty for a logical target consisting of a codestream orly|Clients in
variant C|accept at least incremental codestream representation of the image data; clients in variant NM~accept at least
metadata-pins. The M and C variants are not mutually exclusive, and servers and clients might support both variants.
Table J.1 provides a summary of the requirements of the variants.

NOTE}- Servers or clients might be in variant M only, in which case they can only return or accept metadata-bins, but po precinct

or tile glatabins. This type of server might be useful to quickly scan for image metadata in a database of images. Clientf in variant

M only (and not in C) should include "meta:orig" in the client-preferences field to restrict responses to metadatg-bins only.

Client§in variant C only (and notin M) can use the "src-codestream-specs” of the/'subtarget” field to indigate servers

to congtruct logical targets consisting of codestreams only, see C.2.3.

Table J.1 — Defining requirements ofqvariants
Variant Server requirements Client requirements Remarks

P Shall implement the image return Shall be able to parse/jpp-streams P, T and R are not mutually
type "jpp-stream" exclusive. Clients and servefs can

T Shall implement the image return Shall be able to\parse jpt streams implement several variants.
type "jpt-stream"

R Shall implement image return type | Shall bg able to handle raw incoming
llraw " data

N Shall implement additive explicit Variants N and S are not mytually
cache model manipulation requests exclusive and clients or seryers can
using byte counts fully in profile:t implement both.
and up.

S Shall implement cnew, cclose and | Shall generate cnew field to establish
cid fields fully. Shall implementa | sessions. Shall be able to cache data
persistent cache model. between multiple requests.

C Shall be able to\transmit image Shall be able to parse an incremental | Variants M and C are not mutually
data in an incremental codestream | codestream representation exclusive. A server or clienf can
representation. Shall implement implement more than one vériant at
the behayiour of client-preferences once. For the most efficient
"meta:incr". communications, servers shpuld

M Shall be able to transmit metadata Shall be able to parse metadata-bins, implement C in the first insfanc,

) ; L supplemented by M. A server
and image data as haxes Shall including image data encoded as operating fmVronty (and it C)
implement the metareq field in JPEG 2000 codestream boxes and P g y and
. . might not be able to efficiently
profile 1 and up. Shall implement placeholder boxes. ; - A
the behaviour of client-preferences respond to view-window limiting
nreta:oriq” P requests apart from those which
eta:zorigr. select codestreams.
Clients interested in retrieving image
data should at least implement
variant C.
J.3 Definition of profiles

Profiles define the set of request fields a server is expected to implement and support. An overview of the request fields
per profile is given in Table J.2. Generally, higher profiles require the server to support more advanced technology of the
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standard. A client generating requests from a lower profile can expect responses satisfying the request from a server that
belongs to an equal or higher profile.

Profiles provide a mechanism for clients to adapt their requests to the capabilities of the server. For this to be successful,
servers shall provide sufficient indication of their inability to satisfy a particular request within a profile. Upon discovering
that a server is unable to serve a particular request within a profile, a reasonable strategy for a client would be to restrict
future requests to those in a lower profile. The server can indicate its inability to satisfy a particular request as given by
the client by either issuing an error return code or, where applicable, by modifying the request and issuing appropriate
JPIP-response headers (see Annex D).

J.3.1 Profile 0: ""Basic Communication™

This profile provides a mechanism for basic communication of a request by a client and a response by a server. Only
basic operations on JPEG 2000 Part-1 codestreams or files are supported. This covers delivery of image regions or whole
images fitting to a particular display window size. Cache manipulations are not allowed in the request stream for profile 0.
The only fields the server is expected to support in profile O are:

target, type, target id, frame size, region offset, region size, len, pref (with restrictions), (all variants)
did, cnew, cclose (additionally, in variant,S)

The client is required to be able to parse the data returned by the server and is required to handle JPP, JPT or faw image
return typges according to their variant. Servers cannot be expected to honour the request for‘extended precipct or tile
databins, |.e., the "ptype" orthe "ttype™ field defined in C.7.3, Table C.4. Conforming-clients shall acceptjunaligned
messages| servers shall not be required to honour the "align" request. The only client preference request pref that a
server is required to satisfy within this profile is "concise™, see C.10.2.8, and "fuillwindow", see C.10.2P. Servers
in profile P variant S shall implement the fields cid, cnew and cclose, but only need to support a single channel pgr session.

J.3.2 Profile 1: ""Enhanced Communications""

Profile 1 gxtends profile 0 by requiring that servers support cache mogel manipulation requests, and the requgst can be
limited by layers or components. Depending on the profile variant,the/cache model is either explicitly communicated to
the servel| by cache model requests in variant N or implicitly expected to be implemented by the server in jariant S.
Profile 1 glso extends Profile 0 to include the following additienal fields:

dqomponents, layers, wait, model (with restrictions,ésee text), (all variants)

etareq (additionally, in variant M)

Profile 1 gervers are also expected to handle additive cache model manipulation requests with explicit bin addrgssing and
byte counis, i.e., the model field using explicit.bin descriptors as defined in C.8.1.2. As in profile 0, servers i profile 1
variant S ghall implement the cid, cnew, cclase fields, but only a single channel per session needs to be supported. Servers
in profile |1 variant M shall additionally~implement the metareq field.

J.3.3 Full profile

The full profile provides capabilities beyond all lower profiles up to everything specified in this Recommpndation |
Internatiopal Standard.

Table J.2 — Set of fields included in each profile

Profile 0:Basic Communications 1:Enha_nce_d Full proirle
Communications
target yes yes yes
subtarget yes
fsiz yes yes yes
roff yes yes yes
Server support rsiz es es e
field y y y
comps yes yes
layers yes yes
len yes yes yes
tid yes yes yes
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Table J.2 — Set of fields included in each profile

Profile 0:Basic Communications Colrr:llrznnuh:igzci:%ns Full profile
metareq yes yes
ptype=ext,

ttype=ext yes
align yes
cnew yes (only one session) yes (only one per session) yes
Multi-channel cid yes (only one per session) yes (only one per session) yes
cclose yes yes yes
wait yes yes
qid yes
stream yes
Pre-empfive context yes
implicit model yes
tpmodel yes
mset yes
mar?azcehn ent model explicggdtﬁ/itveecgmr;ts e Al
align yes

Server Cdntrol jpp-stream jpp-stream
Request flelds type jpt-stream jpt-stream All

raw raw
Clien concise concise

Preferences pref fullwindaw fullwindow Al

J4 Testing methodology

JPIP interpperability testing is performed(at databin level, i.e., on the data transmitted from server to client. This clause
provides p set of Rec. ITU-T T.800 )*ISO/IEC 15444-1 example images and example JPIP requests, ajong with
corresponding example response headers and data from the server. The response data from the servers are in the form of
jpp-files dnd jpt-files, as describediin A.5.

J4.l Server conventions required for testing

All example streams have been created with the conciseness-pref client preference set to "concisel and the
view-window-pref (set 'to "fullwindow™. Resource constraints at the server might require a realisfic server
implementatiop-te Testrict requests that require too much data from the server at once. The example data pro\ided with
this clausp sheuld not trigger such conditions for implementations targeted to state-of-the-art desktop comppters. If a
server implenientation includes means to restrict a request to limit resources below what is needed to perform the test,
this type of processing needs to be disabled for the purpose of compliance testing. This clause does not introduce any
resource bounds for the environment in which a server is expected to operate.

J4.2 Server testing

Server testing is specific to a given variant and profile combination. Testing a JPIP server is performed by initiating JPIP
requests for data from an example image and comparing the data delivered by the server under testing with the example
responses according to the variant and profile using the algorithm described in J.4.3. To claim compliance to a specific
profile and variant, the server shall pass all server tests for this profile and all lower profiles using the specified variant.

Although JPIP servers are allowed to modify what they deliver, the example streams shall not be modified by the server
during testing.
NOTE 1 — Example streams for the JPP image return type have been created in such a way that each precinct of the example stream

consists of only one codeblock in each sub-band. Therefore, any transcoding is unnecessary, though insertion or removal of COM,
PLT, PLM and TLM markers is allowed within the context of this testing procedure.
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For the purpose of testing, the JPIP data that the server would send over a network shall be saved in the appropriate jpp- or
jpt-file format. Any wrapper such as HTTP response codes is excluded from these files.

The EOR codes concluding the communication shall be included in the file. The contents of these files are then compared
with the contents of the example responses. The response returned by a compliant server might, however, differ from the
example response.

Per the test procedure defined in J.4.3, the following differences with the example stream are allowed:
— Reordering of the databins within the response.

— Relocating the contents of metadata boxes into placeholder boxes.
—  Using equivalent encodings for the VBAS headers of the databins.

— Using a different break-up of metadata into placeholder bins, provided that the requested metadata is included in
the response.

—  Upging stream-equivalent representations of metadata.

A normat|ve definition of which differences between the streams are acceptable is implicitly given bycthe-test procedure
in J.4.3.

NOTE|2 — A test tool ("vbasdiff.py") is provided in an electronic attachment to this Recommendation | Intérnational Standard that
can be|downloaded from https://handle.itu.int/11.1002/2000/7460 or https://standards.iso.org/iso-iec/15444/-9\ed-2/en|along with
example test data. The tool implements this test procedure and analyses the difference between twie-server responses.

NOTE|3 — Servers can additionally provide stream equivalent representations; however, determining their correctness is outside
the scdpe of this annex; they are ignored by the testing methodology defined in J.4. Furthermore, testing for JPIP cqnformance
when gpplied to data that requires other placeholder flag values, for example as used in‘Ree? ITU-T T.802 | ISO/IEC [15444-3, is
outsidd the scope of this annex.

J.4.3 Comparing server responses

This clauge defines a normative algorithm that compares the responsecdata of the server under testing with th¢ example
responses|provided by this Recommendation | International Standard.

Included with the test stream set is a python test script (“vbasdiff.py") to perform this comparison implemgnting the
algorithm|described in the following: The nature of the test depends on the existence of the length field. If a len field is
present infthe request, test only the size of the server response and the EOR code. Otherwise, perform the following four
steps defiped in detail later:

1) Parse the messages in the jpp- or jpt-files, testing their encoding and assigning them to bins.
2) Bring metadata-bins into canonicalform as defined in J.4.3.3.

3)  Measure the amount of excess data.

1)  Compare the fraction of-excess data to total data with a threshold.

J43.1 Comparing the size.of the server response

In case the request includes the len field, compare the length in bytes of the server response excluding any EOR message
with the requested length, If.the size in bytes of this output is larger than the requested length, the comparison fails. If no
data except EOR was returnéd, the comparison fails. Then compare the EOR code of the tested stream with the EOR code
of the exgmple stream.If the EOR code of the tested stream is neither 1 ("Image Done") nor 2 ("Window [hone", see
Table D.3) nor equal'to the EOR code of the example stream, the comparison fails. The EOR message body shall be
ignored.

NOTE|—~The-example streams contain similar requests with and without the len field.

J.4.3.2 Parsing stage

For test requests that do not include the len field, test and example data are parsed. The VBAS message headers shall be
decoded, first separating EOR messages from regular messages, and for regular messages, identifying the in-class
identifier, the message class, the codestream sequence number (CSn), the "final message bit" (bit 4, labelled "c" in
Figure A.3), the AUX value, if present, and the message offset and length. The message body shall then be inserted into
databins according to the message offset and message length field of the message header, where each bin is identified by
the triplet of bin class, in-class identifier and codestream sequence number. The mapping between message class and bin
class is given by Table A.2. It shall be acceptable if a later message replaces parts of the data delivered by a former
message, but it is not acceptable to deliver data that enlarges bins for which a final message has been received already.

First, EOR codes are compared. If the EOR code of the tested stream is neither 1 ("Image Done") nor 2 ("Window Done",
see Table D.2) nor equal to the EOR code of the example stream, the comparison fails. The EOR message body shall be
ignored.
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AUX values need either to be included in all messages contributing to a databin, or to be included in none. Otherwise,
the file is ill-formed and the comparison fails. For each databin containing messages with AUX-values, the following
algorithm is used to assign an AUX value to the databin:

J.4.33

For precinct databins, the AUX value of the bin shall be the maximum of all AUX values found in all
messages contributing to the bin.

For tile databins, the AUX value of the bin shall be the minimum of all AUX values found in all messages
contributing to the bin.
NOTE — Messages containing AUX values do not occur in testing for profile 0 and 1.

Abstracting from the metadata-bin layout

In the next step, metadata-bins are brought into a canonical form in order to abstract from the particular way a server
broke up metadata into placeholders. The messages contributing to a databin might not define all of its data; it can happen
that messages in the stream only define databins partially, and that it is acceptable that metadata-bins contain "holes" of

missing dpta that have been relocated by the placeholder mechanism. Such regions are referred to as "missing bytes" in

the following.

The test sgript performs the following algorithm to reconstruct intermediate data from a jpp- or jpt-file:

Metadata-bin #0 is scanned in the test stream for incomplete box headers. Test and’example sfreams are
then made comparable by marking corresponding ranges as missing data in beth*streams. Thg modified
streams are then checked for placeholder boxes. If the flags value of a placeholder box has itg LSB set,
indicating that the OriglID is valid, the placeholder box will be handled as'indicated in the next steps;

The abovi

are superloxes and which are plain boxes. This knowledge is required to be able to scan superbox contents co

placehold
placehold
placehold
only the n

J434

In the thir
the correg
if and onl
databin n
(extended
or non-pr

NOTE

messag
contai

otherwise, it will remain in its unmodified form:
the box header and bin contents referenced within.

be removed, the box header in the placeholder box will'be inserted into the stream, and the
in the missing target bin will be marked as missiqg)data.

except bin #0 are removed from the stream.

b algorithm requires that the software performingdhe comparison contains a database describing wh
br boxes. In the test procedure, it is of advantage not to include excess data in the response. Servers 3

br box in the example streams. Example streams for profiles 0 have been created without placeholder
hinimal amount of metadata, as defined in C.5, is present.

Comparing databins

 step, all remaining datakinis shall be compared, locating for each bin-class, bin-ld and CSn value in g

ponding bin in the second stream: a metadata, tile or main header databin needs to be present in the t
if it is present in(the'example stream; otherwise, the comparison fails. An (extended or regular) prec

peds to be present-and non-empty in the test stream if it is present and non-empty in the example s

or regular){kecinct or tile databin either empty or non-present in the test stream needs also to be eit

bsent in the example stream. If these conditions are not met, the comparison fails.

— According to the clause above, it is equivalent not to transmit any message for a precinct or tile databin, or

e wWith-no payload data. That is, even in concise mode JPIP servers have the freedom to signal tile or precinct d
ne,significant image data by transmitting messages of length zero — and thus to potentially increase the size of

»  If the databin referenced by the placeholder box is included in-the stream, the box will be rgplaced by

«  If the databin referenced in the placeholder box is not in¢luded in the stream, the placeholdgr box will

yte range

—  After metadata-bin #0 of test and example streams.have been parsed as above, all remaining metadata-bins

ich boxes
rectly for
hould use

brs as appropriate to avoid excess data,“For profile 1 and above, every superbox has been replaced by a

hoxes and

ne stream
bst stream
nct or tile
ream. An
her empty

to create a
tabins that
the overall

stream. By contrast, this freedom does not exist for main header, tile header or metadata bins. See A.3.6.1 for additional details
about metadata bins.

Databins are compared as follows:

100

If one of the databins carries AUX values, the other bin needs to carry AUX values. If both bins carry
AUX values, they need to be equal. Otherwise, the comparison fails. See J.4.3.1 for information on how
to compute the AUX value of a bin from the AUX values of the messages contributing to the bin.

If the example databin contains a message that indicates that the "last" byte of the bin has been included,
the corresponding databin in the stream under testing needs also to contain a message with such an
indicator. Otherwise, the comparison fails.

For all bin types except the main header databin and tile header databins, all defined bytes in the databins
being compared need to compare equal. Otherwise, the comparison fails. The number of excess bytes in
the test stream but not in the example stream is to be summed up.
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—  The main header databin and tile header databins are compared by decomposing them into marker
segments and comparing the marker segments independent of their order. All marker segments except
COM, PLT, PLM and TLM need to compare equal.

After comparing all databins, the amount of excess bytes N. measured in step three above shall be divided by the total
number of bytes in all bins N. If this quotient is above a threshold T, the comparison fails. For the example requests and
example responses currently defined in this Recommendation | International Standard, the threshold T shall be zero.

In order to test servers for compliance as defined in this annex, servers should operate in accordance with the concise
clause of the pref field, see C.10.2.8. Servers that do not operate in this way might still be compliant to this
Recommendation | International Standard, but their testing is beyond the scope of this annex.

J44 Client testing
Client testing is specific to a given variant. Compliance of clients shall be tested by feeding a provided example response
header ang—e—pp—oript-fHe—fora—particttar-variant-and-profHe—to-the—mplementation—tnder—testing—Fhe—glient then
processes| this response. For the purposes of testing, the clients shall create files or codestreams-~compliant to
Rec. ITU{T T.800 | ISO/IEC 15444-1. This feature is not a mandatory requirement for a client to be compliart, but it is
required tp perform testing. The created codestream or file shall then be compared with the example.codestream or file
provided |n this clause using the algorithm defined in the following. To claim compliance to variant;the clientjshall pass
all client fests for the specified variant.

aly
cd

Comparirg the example streams with the streams generated by the client is performed invtwo stages: first
metadata |f it is present, and second comparing image data when available.
NOTE|- The client testing procedure described here only tests the ability of clients to parse/jpp or jpt streams successfilly, and to

regenefate a JPEG 2000 compliant file or codestream from such data. It does not test the*ability of clients to create fequests or
exploif other capabilities offered by this Recommendation | International Standard.

qomparing

N Comparing metadata

If the target is encoded in a JPEG 2000 file format, the contents of the\boxes of the example file and the contgnts of the
boxes exgept for the codestream box(-es) generated by the test implementation are compared. The client is,|however,
allowed t¢ perform the following modifications:

—  Include additional UUID boxes not present in the'example stream.
—  Reorder the boxes, provided this does not'¢hange the semantics of the file.

Exclusive of these modifications, the box contents;of* test and example streams need to be identical. Othefwise, the
comparisgn fails.

J.4.4.2 Comparing reconstructed image data

If the reqest that was used to generate the.example jpp- or jpt-file included a request-field for a non-empty view-window,
the reconptructed image data shall be/compared. The example stream and the codestream generated by [the client
implemertation are both decodedywith a conformant JPEG 2000 decoder. The same implementation shall b¢ used for
both streams. The resulting images need to be identical on a pixel by pixel basis within the view window of tHe request,
or else thg¢ comparison fails{ Comparison in this stage is to be performed as follows:

- Set fx'=X81z-X0Osiz and fy'=Ysiz-YOsiz where Xsiz,XOsiz and Ysiz, YOsiz|are taken
from-thé SI1Z marker of the relevant codestream.

- Setox, oy and sx, sy to the region offset and region size of the view window that had been flefined in
the request, and set £x and £y to the frame size that had been defined in the request.

The reqgionsize o2 ' and o' and affset " and o' _associated with the codestream imaae 'egion are
g & Y& t & Y at th-+ trea a4

then determined by:

(0):4 —{OX = J, oy Loy ny.

' ' (‘]'1)
sx' :{(sx+ox) -fflx—‘—ox‘; sy’ :{(sy+oy)-%—|—oy‘

—  Compare all pixels in the reconstructed images constrained to the view window having the left, top image
corner ox' and oy' and having the dimensions sx' and sy '. All pixels within this region need to be
identical; otherwise, the comparison fails.
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