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INTERNATIONAL ELECTROTECHNICAL COMMISSION

ANALYSIS TECHNIQUES FOR SYSTEM RELIABILITY —

PROCEDURE FOR FAILURE MODE AND EFFECTS ANALYSIS (FMEA)

FOREWORD
N

1) The formal dtcisions or agreements of the I EC on technical matters, prepared by Technical Committe
Committees having a special interest therein are represented, express, as nearly as possible, an internati
on the subjeqts dealt with.

2) They have the form of recommendations for international use and they are accepted by
sense.

the IEC recomendation for their national rules in so far as national conditions
recommendation and the corresponding national rules should, as far as possjb

This standard has been prepared by IEC Technical

ability.
The text of this standard is on theNfollowi oguments:

th l&le \-léport on Voting
k 6@O}M\ : / 56(CO)97

Further informatio i the R port on Voting indicated in the table above.

The following I ication in\this standard:

Publicatior X < List of\Basic Terms, Definitions and Related Mathematics for Reliability.

which all the I‘Jational

pinion
e

text of
he IEC

¢ No. 56: Reliability and Maintain-
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ANALYSIS TECHNIQUES FOR SYSTEM RELIABILITY —
PROCEDURE FOR FAILURE MODE AND EFFECTS ANALYSIS (FMEA)

1. Scope

This standard describes Failure Mode and Effects Analysis (FMEA) and Failure Mode, Effects
and Criticality Analysis (FMECA), and gives guidance as to how they may be applied to achieve
AN

various objectives, as follows:

— by|providing the procedural steps necessary to perform an analysis;

— by|identifying appropriate terms, assumptions, criticality measuges, 12 odes;

— by|determining basic principles;
— by|providing examples of the necessary forms.

All the general qualitative considerations presented fg 4 5 FMEAC, sinced one is
an extension of the other.

2. General
The| Failure Modes and Effects Analysi {EA ilore"Modes, Effects and Crificality
Analy ended to identify failures which have
signifi the application considered.
Genkrally, failures ok fail : ponent will affect system performance adversely.

In the study of syste abili ety a ailability, both qualitative and quantitative analyses
are required ; : er. Quantitative analysis methods allow the cglcula-
tion of predicti the system while fulfulling a specific task or inl long-
term dperation 8. Typical indices denote reliability, safety, availability,

failure Pailure), etc.
The 1 at defined component or sub-assembly level where the basic failure
criterig (pri ilure mqdes) are available. Starting from the basic element failure characteristics

and th structure, the FMEA determines the relationship between the elément
failure$ andt failures, malfunctions, operational constraints and degradation of gerfor-
mance| ofdntegrity~To evaluate secondary and higher-order system and subsystem failurgs, the
$equUences Of EVENTS 11T UIMe may also have 1o be considered.

In a narrow sense, the FMEA is limited to a qualitative analysis of failure modes of hardware, and
does not include human errors and software errors, despite the fact that current systems are usually
subject to both. In a wider sense, these factors could be included.

The severity of the consequences of failure is described by criticality. The criticality is designated
by categories or levels which are functions of the dangers and the losses of system capabilities and
sometimes of the probability of their occurrence. This probability is best separately identified.
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A logical extension of the FMEA is the consideration of the criticality and probability of occur-
rence of the failure modes. This criticality analysis of the identified failure modes is widely known
as FMECA.

2.1 Purpose of the analysis

FMEA and FMECA are important techniques for a reliability assurance programme which can
be applied to a wide range of problems and may be encountered in technical systems with varying
depths and modifications to suit the purpose. The analysis is carried out in a limited way during
conception, planning, and definition phases and more fully in the design and development phase. It
is however important to remember that the FMEA is only part of a reliability and maintainability
programme which requires many different tasks and activities, FMEA is an inductive method of
performing a qualitative system reliability or safety analysis from a low to a }i%evcl.

The development of reliability block diagrams and state diagramg’deri : stem
structure is interrelated with the FMEA. Separate diagrams will be needed\fors B,

— differently identified and defined criteria for system fail
— degradation of function or reduction in assurance of fur

— sdfety;
— alternative operational phases:
The purposes of FMEA and FME

a) evaluation of the effects and the seqye
from whatever cause, at various levels

e mode,

b) de ; : correct
function or perfo ; ACt 0 - pd pro-
ceps;

¢) classificati y, test-

abhility, item re cabili Qmpensping and operating provisions (repair, maintenance and
logistics, etg:

d) esli
d

pility of

2.2 Applid
221 FM]

FMEA 1s a method which is primarily adapted to the study of material and equipment failures
and which can be applied to categories of systems based on different technologies (electrical,
mechanical, hydraulic, etc.) and combinations of technologies. FMEA may also be used for the
study of software and human performance.

2.2.2 FMEA application within the framework of a project

The user should determine how and for what purposes he uses FMEA within his own technical
discipline. It may be used alone or to complement and support other methods of reliability analysis.
The requirements for FMEA originate from the need to understand hardware behaviour and its
implications for the operation of the system or equipment. The need for FMEA can vary widely
from one project to another.
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FMEA is a technique for design review support and for assurance and assessment which should
be put into use from the very first steps of system and subsystem design. FMEA is appropriate to all
levels of system design. Special training of personel performing FMEA is required, and they must
have the close collaboration of systems engineers and designers. The FMEA must be updated as the
project progresses and as designs are modified. By the end of the project, FMEA is used to check the
project design and may be essential for demonstration of conformity of a designed system to
required standards, regulations, and user’s requirements.

Information from the FMEA identifies priorities for process controls and inspection tests during
manufacture and installation, and for qualification, approval, acceptance and start-up tests. It
provides essential information for diagnostic and maintenance procedures.

In deciding on the extent and the way in which FMEA should be applied \}Q\J ,one
should consider the specific purposes for which FMEA results are needéd, asihg with
other|activities, and the importance of establishing a predetermined . con-

trol gver unwanted failure modes and effects. This leads to the pi ng i uTitative
; the it gn and

develppment process.

Tolensure that it is effective, FMEA shall be identified/in) the reli

2.2.3 Uses of FMEA
Some of the detailed applications a

a) tq identify failures w he occne have unacceptable or significant effe¢ts, and
determine the failire modes which psty affect the expected or required opgration.

yhich incregse the probability of “fail safe” outcomes of failureg;

for selecting alternative materials, parts, devices, and componelxts;
sion;

provide theogic model required to evaluate the probability of anomalous operating|condi-
tions of the system;

f) to disclose safety hazard and liability problem areas, or non-compliance with regulatory
requirements; :

g to ensure that the test programme can detect potential failure modes;

h) to establish duty cycles which anticipate and avoid wear-out failures:

i) to focus upon key areas in which to concentrate quality, inspection and manufacturing process
controls;

J) toavoid costly modifications by the early identification of design deficiencies;
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k) to establish the need for data recording and monitoring during testing, check-out and use;

[} to provide information for selection of preventive or corrective maintenance points and devel-
opment of trouble-shooting duides, built-in test equipment and suitable test points;

m) to facilitate or support the determination of test criteria, test plans and diagnostic procedures,
for example: performance testing, reliability testing; A
n) toidentify circuits requiring worst case analysis (frequently required for failure modes involving
parameter drifts);
o) to support the design of fault isolation sequences and to support the planning for alternative
modes of operation and reconfiguration;
AN

p) tolfacilitate communication between:
—| general and specialized engineers;
- —| equipment manufacturer and his suppliers;
—| system user and the designer or manufacturer;

g) to|enhance the analyst’s knowledge and understanding of-the\behavid
studied;
r) tolprovide a systematic and rigorous approach to the

224 Limi tions and drawbacks of FMEA

icies.

man-
erally,

Another Iim@n is
machine interaction

j pact
s, for example, causé-consequence analysis. Neverthelé{si, the
ost sensitive to human factors. A further limitation is apparent
ent are significant. The consideration of these effects requires a
g characteristics and performances of the different components pf the

It should be noted that human error and environmental effects constitute a major source of
common mode or common cause failure. This question is dealt with in Sub-clause 3.6.1.

3. Basic principles of FMEA

3.1 Terminology

All terminology, except where specifically identified, is in accordance with I EC Publication 271:
List of Basic Terms, Definitions and Related Mathematics for Reliability.
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3.2 Concepts
FMEA requires:
— the system breakdown into “clements™;
— diagrams of the system functional structure and identification of the various data which are
needed to perform the FMEA;
— the failure mode concept;
— the criticality concept (if criticality analysis is required).

Finally and before the FMEA application procedure is described more explicitly, it is essential to
specify the existing links between the FMEA (and the FMECA) and other qualitative (and quan-
titative) analytical methods.

3.3 Definitionofthesystem-functionat-stricture VAN

The |analysis is initiated by selecting lowest level of interest (usually the part, circu 't}\@ odule
level) at which sufficient information is available. At this lowest level, the \various\failire modes
that can occur for each item at that level are tabulated. The corresponding failur€ effect fog€ach,
taken dingly and in turn, is interpreted as a failure mode for consxde tion'e ilure effect|at the
next higher functional level. Successive iterations result in the id cts, in
relatioh to specific failure modes, at all necessary functional Tevels v e system or hiighest
level.

It is important to determine the breakdown level that will b¢ used s.gnalysis. For example,

¢ detail parts (components).
Where ; Hative results are reqpired,
the leve ible fai equatg (and dependable) failute rate
data of i : ¢ ‘Teasonable identified assumptions of such
failure g jable and detailed knowledge of the
failure it is neither possible nor desirable|to set
strict 11
3.4 Informati
3.4.1 Syster
The
— the 1s;
con-
sidered, up to the hlghest level
3.4.2 System initiation, operation, control and maintenance

The status of the different operating conditions of the system shall be specified, as well as the
changes in the configuration or the position of the system and its components during the different
operational phases. The minimum performances demanded of the system shall be defined and
such specific requirements as availability or safety shall be considered in terms of specified
levels of performance and levels of damage or harm.

It is necessary to know:
— the duration of each task;
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3.4.3

3.5 Representation_of system structure

— the time interval between periodic tests;

— the time available for corrective action before serious consequences occur to the system;

— the entire facility, the environment and/or the personnel;

— repair conditions including corrective actions and the time, equipment and/or personnel to

achieve them.
Further information is required on:
— operating procedures during system start-up;
— control during the operational phases;
— preventive and/or corrective maintenance;

— procedures for routine testing, if employed.

System environment

those|created by other systems in the facility. The system sha
depenjdencies, or interconnections with auxiliary or other

The environmental conditions of the system shall be specified, i g ambientconditions and
edely ionships,

ions and
S i 15@ 2 aind the
FMEA modified to allow for new inférmation or chnged asstumptiefis or approximations.

relevdnt information on the system Saq ; ay be made about the nature of|failure
modek, and the seriouspé . example, in safety studies consefvative
hypotheses may be ; eftain failures on the system.

An|FMEA ¢ ¢ X esult in decisions on effects, criticality and conditional

probabilities
When
imprq
Appr
and tI

X

Symbelic representations of the system structure and operation, especially diagrams, can H
Usually biock diagrams are adopted highlighting all the functions essential to the systemnn.

liming.
tion or

om it.

FMEA

e used.

In the diagram, the blocks are linked together by lines which represent the inputs and outputs for
each function. Usually, the nature of each function and each input must be precisely described.

There may also be several diagrams to cover different phases of system operation.

Generally, graphical presentations, including those closely related to analytical methods, like
failure trees or cause-consequence diagrams, contribute to a better understanding of a system,
its structure and its operation. Their use, however, raises the problem of the relationship

between FMEA and these methods; this question is dealt with in Sub-clause 3.8.
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3.6 Failure modes

3.6.1

A failure mode is the effect by which a failure is observed in a system component.

It is important that all possible or potential failure modes of a system be listed, as the essential
basis of the FMEA. Component or equipment manufacturers should take part in the identification
of the failure modes of their products, in the light of the following:

— for new components, reference can be made to other components with similar functions and
structures and to tests performed on them:

— for commonly used components already in service, records on their performance, reported

failures and laboratory tests, can be consulted; TN\

— complex components which can be broken down into elements can be analyzed q\%utively,
treating each as a system;

— potential failure modes can be deduced from functions and physical\para /\thhe

component operation.

Clagsification of failure modes should be performed. Two
modes are:

failure

a) idgntification of general failure modes, as derived n of reliabilily (see
Taple I).

b) by [listing, as completely as possible, all generid

Common-mode (common cause) Jailures (CMF)

In 4 reliability analysis affisi onsider only random and independent fdilures.
Some [“common-mode” (o g ¢s’(CMF) can occur, which cause systen per-
forma s deficiency in several system compqnents,

Ad i egtilt of drie Because of dependencies, causes a coincidence of Failure
states [in two or, ; s luding secondary failures caused by the effects of a pfimary
failurg

CMF’s éan be itati i i , using FMEA. As FMEA isfa pro-
cedur to.examine, sliccessively each failure mode and associated causes and also to identify all
periodis. tes itive maintenance measures, etc., it makes possible a study of all the fauses
which|can

a) envi efiects (normal, abnormal and accidental);
b) design deficiencies;

¢) manufacturing defects;

d) assembly errors;

¢/ human errors (during operation and/or maintenance).

A check list based on these categories may be used to identify in a detailed manner all possible
causes which may induce CMF.

Redundancy alone does not solve the CMF problem. A combination of several methods is useful
in dealing with these failures: functional diversity, redundancies of different types, physical sepa-
ration, tests, etc. Check lists, as above, may be used to examine the relevance and effectiveness of
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each method. Strictly, the examination of preventive measures against CMF is outside the scope of
FMEA.

3.6.2 Human factors

Some systems have to be designed to allow for some human error, for example by providing
mechanical interlocks on railway signals, passwords for computer usage or data retrieval. Where
such provisions exist in a system, the effect of failure of the provisions will depend on the type of
error. Some modes of human error should also be considered for an otherwise fault-free system, to
check the effectiveness of the provisions. Although incomplete, even a partial listing of these modes
is beneficial.

3.6.3 Softw

Mal
determ
and th|
FMEA
estima|

3.7 Criticality concept
The

yqare errors

ined by both hardware and software design. The postulatio

ted.

degree of concern appropriate to afiy
of occurrence and the seriousness of it

riticality cogcept quantifies analys

s and

compl¢ments FMEA. There are no general cgiteris ality applicable to a system, becauge this
conceppt is fundamentally linked to that of the sever consequences and their probability of
OCCurTy i ous ways depending on whether the

objecti]

The

iten]
abil
age
iten
con

spegi

of the FMEA process by considering:
climinate a particular hazard, to increase the

prob-
dam-

ton during manufacture and stringent quality control, or special

bility,

strin-

rming

anyl special procedures, safeguards protective equipment, monitoring devices,—or—w
systems;
the most cost-effective application of accident prevention resources.

In order to define criticality, a value scale is needed to judge the severity of the consequences in

terms of the criteria considered. Appendix B gives an example of a classification of consequence
severity into four main levels. The actual number of selected levels is fairly arbitrary. In the present
example, the number of levels is based on the combination of criteria considered relevant, and
concerning respectively:

— harm to personnel (injuries, death);

~— loss of system function(s);
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— environmental impact and material damage.

The terms “catastrophic”, “critical”, “major”, “minor” are widely used but their definitions in
IEC Publication 271 may or may not suit particular FMEA usage. Words such as these could be
specifically defined in individual studies. '

3.8 Relationships between the FMEA and other methods of analysis
It is necessary to discuss how the different analytical methods of system reliability and avail-
ability are combined within a project.
The FMEA (or FMECA) can be used alone. As a systematic inductive method of analysis, the

FMEA is most often used to complement other approaches, especially deductive ones. At the design
stage, it is often difficult to decide whether the inductive or deductive approach is dominant, as

essent here
multiple failures and sequential effects must be studied. §

ng the
early Y N ; been
defineq p be “depi a-treliability [block
diagra 318t 1 ing the i bf the
system} an FMEA inductive process should be applie re they are designed.
Under these circumstances, the FMEA 3 re but is instead a thpught
proces % | : :  analyzing a complex system
invol ents\g atiofis between these components,

the FM

4. Procedur

The ¢
ment o

clop-
The

b) devlopment of tun 'ona‘ and\relia hthe-
¢ the
d i their
e i

f) identification of design and operating provisions against particularly undesirable events;

g determination of event criticality (FMECA only);
h) evaluation of failure probability (FMECA only);
i) search for specific combinations of multiple failures to be considered (optional);

J) recommendations.

The FMEA procedure may be performed with or without criticality analysis. In the latter case
steps g) and 7) are omitted.
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4.1
4.1.1

4.1.2

4.1.3

4.2

Definition on the system and its requirements

Defining the system

A complete definition of a system includes its primary and secondary functions, its use, expected
performance, system constraints and explicit conditions which constitute a failure. Since any given
system is designed for one or more operational modes and may be active during various periods of
system operational time, the system definition should also include functional narratives of the
system’s operation for each mode and its duration.

Defining functional requirements
It is necessary to define both the acceptable functional performance-of the-svétenas-awhole and
of it constituent elements as well as those performance characterlstlcs considered unacoeptable.
The functional requirements should include a definition of acceptable péxformance ¥or-alNdesired
or specified characteristics, in all operating and non-operating modes, all\relevant \pe %ds of

time,| and for all environmental conditions.

Defining environmental requirements

ThE environments in which the system is expected t¢ XPOSE , shpuld be
clearly defined and the performance expected i each s pecified. i ts may
inclugle such factors as temperature ' i i d pressure. For cybernetic
syste ical and
envir| ion.

Regi
In
requit
affect

platory
would

Develd
Dy
stand|

under-

Th.x N - . . ry popen
funct10na1 1nterdependen01es between them ThlS allows the functronal fallures to be tracked
through the system. More than one diagram may be needed to display the alternative modes of
system operation. Separate logic diagrams may be required for each operational mode. As a min-
imum, the block diagram should contain:

a) breakdown of the system into major subsystems including functional relationships;

b) all appropriately labelled inputs and outputs and identification numbers by which each sub-
system is consistently referenced;

¢) all redundancies, alternative signal paths and other engineering features which provide “fail-
safe” measures.
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4.3 Establishment of ground rules
4.3.1 Levels of analysis

Basic principles for selecting the system levels for analysis depend on the results desired and the

availability of design information. The following guidelines are useful:

a) the highest system level is selected from the design concept and specified output require-

ments;

b) the lowest system level at which the analysis is effective is that level for which information is
available to establish definition and description of functions. The lowest system level is
influenced by previous experience. Less detailed analysis can be justified for any system having a
mature design, good reliability, maintainability and safety record. Conversely, greater detail and

¢) the
low]
shofild first be identified (identify the “least replaceable ele

the llevel immediately above the lowest system level g i

On [critical system elements, the analysis is performg

4.3.2 FMEH documentation
It is [helpful to perform FMEA on worksheet fo

study gnd which are consistent with the| objeetives, The
shown|in Appendix A. Thexinformation nt thexco

a) the|name of the syste ¢ { yS1S;

b) fungtion pe

¢) identificatio

Jj) criticality;
k) failure probability.

4.4 Failure modes, causes and effects

n with

tining
ade of

iy

scifically designed for the system junder

Successful operation of a given system is subject to the performance of certain critical system
elements. The key to evaluation of system performance is the identification of critical elements. The
procedures for identifying failure modes, their causes and effects can be effectively enhanced by the

preparation of a list of failure modes anticipated in the light of:
— system usage;


https://iecnorm.com/api/?name=3c1daaf244e2b7c5a2f61ee9fc3c0050

812 © IEC 1985 - 29 —

4.4.1

44.2

443

4.4.3.

— particular system element involved;
— mode of operation;

— pertinent operational specifications;
— time constraints;

— environment.

In the FMEA the definitions of failure modes, failure causes and failure effects depend on the
level of analysis. As the analysis progresses, the failure effects identified at the lower level may
become failure modes at the higher level. Similarly, the failure modes at the lower level may
become the failure causes at the higher level, and so on.

Failpre-modes

A liist of general failure modes is given in Table L
Vi

ot

rtually every type of failure mode can be classified into one or mor¢ of ies. These
i iSyconse-
quently, they are expanded as shown in Table II. The failure modbs listed R able escribe
the failure of any system element in sufficiently specific terms: en\used in \conjunction with
performance specifications governing the inputs and outp i ock diagfam, all
potential failure modes can be thus identified and desefi

Failyre causes

The possible causes associated with each postitla ilure e are identified and described.
The cpuses of each failure mode are identified in orde estimate its probability of occurrénce, to

UNCOY ettive action. Since a failure mqgde can
have more than one cause ermtial i nt causgs for each failure mode must be iddntified
and described. The failure ¢s withi ; ystem levels are also considered.

Thg¢ list in Table IT 2 ition of both failure modes and failure fauses.

Thus [for exa K 3 ay have & general failure mode described as “failure|during
operation™, th cific & e $ of output™ (29), and a failure cause “open (elecrical)”
3.
Faily
The status
are i@ i uated‘and recorded. Maintenance, personnel and system objectives should also
be consi in the
block

A faiture effect may also influence the next higher level and ultimately the highest level under
analysis. Therefore the failure effects at each higher level should be evaluated.

1 Local effects

The expression “local effects” refers to the effects of the failure mode on the system element
under consideration. The consequences of each postulated failure on the output of the item are
described along with the secondary effects. The purpose of defining the local effects is to provide a
basis for judgement when evaluating existing alternative provisions or devising recommended
corrective actions. In certain instances there may not be a local effect beyond the failure mode
itself.
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4432 End effects

When identifying end effects, the impact of a postulated failure on the highest system level is
defined and evaluated by the analysis of all intermediate levels. The end effect described may be the
result of a multiple failure. (For example, failure of a safety device results in a catastrophic end effect
only in the event that both the safety device fails and the prime function for which the safety device
is designed goes beyond allowed limits.) These end effects resulting from a multiple failure are
indicated on the worksheets.

4.5 Failure detection methods

The methods of detection of the failure mode are described. Failure modes other than the one
being considered which gives rise to an identical indication are analyzed and listed. The need for

4.6 Qualitative statement of failure significance and alternative provisions

The relative significance of the failure should be recorded on theqvorkshoet. A | on the
worksheet is the identification and evaluation of any design features at a given evel for other
provikions to prevent or reduce the effect of the failure mode. 9 his WO bws the

true Iehaviour of the equipment in the presence of ap interna unction: visions
include:

— reflundant items that allow continued operatig

— alternative means of operation;
— monitoring or alarm devices;

; : are and software) of an equipment may be
rearranged or reconfigured shange its. ¢apabili ollowing this, the relevant failure [modes
shoul : i A

4.7 Works
If ¢ AN3 3 C indertaken, then the last worksheet entry should giye any

pertingnt rema afy ries. Recommendations for design improvement are recorded and

oghition of specially critical design features;

— any remarks to amplify the line entry;

— references to other entries for sequential failure analysis.

5. Criticality analysis
It may be desirable to quantify the criticality of a failure effect and to estimate the probability of
occurrence of the relevant failure mode. The quantification of both the criticality and the prob-
ability of failure is undertaken as an aid to decision-making on the resulting corrective actions and
their priorities, and to establish clear demarcation between acceptable and non-acceptable risk.
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Each failure effect considered is classified by its criticality to the overall system performance in the
light of system requirements, objective and constraints. A list of critical failures shall be defined for
each item of equipment. There are, however, generally accepted categories and classifications which
can apply to most equipment, based on the consequences listed below, which are classified quali-
tatively according to their severity:

a) death or injury to operation personnel or to the public;

b) damage to external equipment or the equipment itself;
¢) economic loss due to lack of output or function;
d) failure to complete a task due to inability of equipment to perform its major function.

Thelexample of a criticality scale shown in Appendix B is based on injury, e
degradation of function.
Thelchoice of criticality categories requires careful and judicious dec . leyant
factord must be considered because of their impact on system evaluati6 o8 ctors
as performance, cost, schedules, safety and risk.

5.1 Probability of a failure mode
The ] terms

using 4nalytically derived estimates. Estimates of] probabili e in a
particylar operating environment requy i i i '

Predictions are performed in parallel ¥ DUTCES

cited. '
5.2 Criticality evaluation

The |evaluation of ¢riticalit be ertaken using the criticality grid which convenliently
displays the criticality ca ie inates es as
abscisqae. In a piple sho i igure /1, page 37, the probabilities or frequencig¢s are
arbitrayily classifie Vb &gories: es the
probah pe i if

Whe by are
identif] ng the
diagonfl, v each
criticality analysi<a i each

6. Report of analysis

The report on the FMEA (or FMECA) may be included in a wider study or may stand alone. In
either case, the report shall include a summary and a detailed record of the analysis.

The summary shall include a brief description of the method of analysis and the level to which it
was conducted, the assumptions and the ground rules. In addition it shall include listings of:

— recommendations for the attention of designers, maintenance staff, planners and users;

— failures which when initially occurring alone, result in serious effects;

— design changes which have already been incorporated as a result of the FMEA (or FMECA).
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TABLE I

Example of a set of general failure modes

1 Premature operation

2 Failure to operate at a prescribed time

3 Failure to cease operation at a prescribed time
4 Failure during operation
VAN
TABLE II
Generic failure modes <\
1 Strrxctura.l failure (rupture) 18 False<c\\on\\ >
2 Ph}rsical binding or jamming 19 Fall s to .
A
3 Vi1>ration (ZO\ \/l% 94 . W\
4 Fa.ils to remain (in position) < \\21 Faks m\“&m}y
5 Fa.lls to open > \z{ \Qem\hre{peraﬁon
6 Fa.ils to close K ( N2 @ed operation
7 Fafls open < (—\ \) 2«\/ Erroneous input (increased)
8 Farls closed [\/\ “ \_2/5/ Erroneous input (decreased)
9 Intkrnal leakaé > 2 < 26 Erroneous output (increased)
10 External leakage \/ 27 Erroneous output (decreased)
11 Fals out of tof!s? &\(\hlg{ \\/ 28 | Lossof input
12 | Fails ouf\f toleranve (1 w) 29 | Loss of output
30 Shorted (electrical)
13 In: %v\erteu%ews
31 Open (electrical)
14 Intermitten ratio
32 Leakage (electrical)
15 Errptic. operation
33 Other unique failure conditions as applicable to the
16 Erroneous indication system characteristics, requirements and opera-
tional constraints.
17 Restricted flow



https://iecnorm.com/api/?name=3c1daaf244e2b7c5a2f61ee9fc3c0050

812 © IEC 1985 — 37 —

v
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Criticality levels
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\/ﬁedium High

Very low

WG
N

xawple of criticality grid.
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